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“Narrensichere Systeme sind meist 
nicht von Narren geprüft”

Erhard Blanck (deutscher Schriftsteller)

Disclosure:
infraforce ist ein strategischer Partner des TÜV Hessen im Bereich Cybersicherheit
Der TÜV Hessen ist im Eigentum des TÜV SÜD und des Landes Hessen.

Frank German Franke
Managing Partner

Infraforce ist Ihr kompetenter Partner für den Beschaffungsprozess im Bereich Cyber-
sicherheit. Als unabhängiger Anbieter mit strategischer Partnerschaft zum TÜV Hessen 
kombinieren wir unsere Expertise mit einer klaren Meinungshoheit am Markt, um Ih-
nen die besten Lösungen für Ihre individuellen Anforderungen zu bieten.

Diese besondere Position ist gleichzeitig unser Mandat zur Förderung und Sicherstel-
lung von Integrität und Compliance. Zusammen mit unseren Kunden erarbeiten wir 
ein Richtlinien-Papier und attestieren die von Herstellern gemachten Garantie- und 
Transparenzzusagen.

Nachhaltige IT-Sicherheit durch technologische Überlegenheit

2022 warnte das BSI erstmals vor Risiken, die nicht nur von Cyberkriminellen, sondern 
auch von Cybersicherheits Herstellern ausgehen können. Aufgrund zunehmender Hos-
tilitäten auf der Weltbühne, hat das BSI ethische und geopolitische Aspekte bei der Be-
gutachtung von Cybersicherheitstechnologien integriert.

Die Einbeziehung von auf Werten basierenden Kriterien beeinflussen zukünftig nicht 
nur die bisweilen technisch fokussierte Entscheidungsfindung deutscher Unterneh-
men und Behörden bei der Technologieauswahl, sondern auch deren Einkaufsent-
scheidungen im Hinblick auf Herkunft, Reputation und ethischen Grundsätzen der An-
bieter.

Neue Bewertungskriterien des BSI für Cybersicherheits-Hersteller

Nachhaltige IT-Sicherheit durch technologische Überlegenheit

Um IT-Infrastrukturen effektiv gegen moderne Cyberangriffe, z.B. mit Hilfe von KI, zu 
schützen, ist eine fortwährende informationstechnologische Überlegenheit notwen-
dig. Wir verfolgen deshalb einen holistischen Ansatz im Umgang mit Risiken für die 
Cybersicherheit:  

Unser aktualisierter „ITÜ-TechGuide 2024“ gibt Ihnen einen Überblick über die führen-
den, im deutschen Sprachraum aktiven, Hersteller und die von Ihnen abgedeckten 
Technologiebereiche in der IT-Sicherheit.

Präambel
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Security Orchestration, 
Automation & Response

Extremal Attack Surface Management 
Governance & Compliance
Indicent Response
Pentesting
Security Information Evcent Management (SIEM)
Security Operation Center (SOC)
Threat Intelligence
Extended Detection & Response
Managed Detection & Response

Infrastructure					   

Application Delivery 	
Cloud Infrastructure	
DDoS Protection 	
OT Security 	
Network Infrastructure	
Wireless Infrastructure

E-Mail, Web & Cloud 
Security 				  

Cloud Access Security Broker (CASB)	
E-Mail Archiving	
E-Mail Encryption	
E-Mail Security
Web Security

Awareness Training 	
Consuslting ISO, TISAX, B3S etc, Certifacation
External ISO& DPO (ISB & DSB) 	
Risk Assessment

Awareness, Consulting, 
Trainings  & Workshops			 

Data Protection

Backup & Recovery
Immutability
Encryption
Access Controll
Reliability

Network 
Security

Firewall 	
Network Access Control 	
IDS/ IPS 	
Secure Remote Access	
Zero Trust (Microsegmentierung, Access Manage-
ment, Continuous Monitoring)

Data & Application 
Security

API Security
Data Loss Prevention
Identity & Acess Managment
Encryption & Secure Data Handling
Web Applicaiton

Endpoint 
Security

Endpoint  Protection (AntiVirus)
Endpoint  Protection (EDR)
Mobile Device Security MDM, MAM, UEM) 
Device Control 
Patch Managment

ÜBERSICHT DER DIGITALEN SICHERHEITSDOMÄNEN

Infraforce GmbH
Strategischer Allianz Partner TÜV Hessen

Gottfried-Arnold-Str. 1a 
35398 Gießen 
 
Tel.: 0641 948490 - 0 
Fax: 0641 948490 - 9 
info@infraforce.de 
www.infraforce.de

TÜV Technische 
Überwachung Hessen GmbH 

Robert-Bosch-Straße. 16 
64293 Darmstadt 
 
Tel.: 06151 600 -0 
Fax: 06151 600 -323 
mailbox@tuevhessen.de 
www.tuevhessen.de

Seit über einem Jahrzehnt erbringt Infraforce 
hochwertige Services im Bereich Cybersicher-
heit. Sitz der Gesellschaft ist Gießen. 

Sicherheit ist kein abstraktes Versprechen, 
sondern ein nachweisbares Qualitätsmerkmal. 
Seit 2018 sind wir ein zentraler Bestandteil der 
TÜV-Organisation und agieren als strategi-
scher Allianz-Partner des TÜV Hessen. Unsere 
langjährige Zusammenarbeit hat uns gelehrt, 
dass IT-Sicherheit nicht allein durch Technolo-
gien gewährleistet wird, sondern durch ein tie-
fes Verständnis für Risiken, Prozesse und Com-
pliance-Anforderungen.

Heute sichert Infraforce über 1.000 Kunden, 
vorwiegend aus dem deutschen Mittelstand 
und dem behördlichen Umfeld, nach mo-
dernsten Standards ab. Dafür stellt sie fundier-
tes Know-how und ein umfangreiches Techno-
logie Portfolio bereit. 

Die TÜV Technische Überwachung Hessen  
GmbH ist eine international tätige Dienstleis-
tungsgesellschaft mit Sitz in Darmstadt. TÜV 
Hessen hat mehr als 80 Standorte in Hessen, 
Niederlassungen in vier weiteren Bundes-
ländern und ist international erfolgreich mit 
Partnerunternehmen auf drei Kontinenten. 
 
Technische Überwachung beginnt in 
Deutschland vor über 150 Jahren. Über alle 
technologischen Revolutionen und Evolutio-
nen hinweg hat die technische Überwachung 
ihre Fähigkeit entwickelt und bewiesen, sich 
an neue Aufgabenstellungen anzupassen 
und Potentiale und Risiken von Innovationen 
richtig einschätzen zu können. 

Die technische Überwachung hat die Funkti-
on einer „Third Party“ und übernimmt die Auf-
gabe, „der unabhängige Dritte“ im Verhältnis 
von Staat und Herstellern von Technik zu sein. 
Mit der Wahrnehmung dieses „gesellschaft-
lichen Auftrags“ genießt die technische Über-
wachung hohes Vertrauen in der Öffentlich-
keit. Mit seiner Kompetenz und Erfahrung 
ist TÜV Hessen ein idealer Partner von Wirt-
schaft, öffentlicher Verwaltung und Wissen-
schaft.
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ALIONZ - PARTNER | A-B
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Endpoint Security Data & Application 
Security Network Security

Awareness, Consul-
ting, Trainings  & 

Workshops

E-Mail, Web & Cloud 
Security Infrastructure Backup & Recovery Security Orchestration, Automation & 

Response

A10 27 g g g g g g g g g g g g g g g g

Absolute 28 g g g g g

Acronis 30 g g g g g g g g g g

AirID 27 g g g g

Anomali 32 g g g g

Apptec360 34 g g g g g g g g g g g g g g g g g g g g g g g

Aqua Security 34 g g g g g g g g g

Arctic Wolf Networks 35 g g g g g g g g g

Armis 35 g g g g g g g g g

Asvin 36 g g g g g g

AttackIQ 36 g g g g g

Avast 37 g g g g g g g g g

Ave Point 38 g g g g g g g g g g g g g g g g g g g g g g

Axonius 37 g g g g

Baramundi 39 g g g g g g g

Barracuda 42 g g g g g g g g g g g g g g g g g g g g g g g g g

Beyond Trust 42 g g

Bitdefender 40 g g g g g g g g g g g g g g g g g g g g g g g g g g g g
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ALIONZ - PARTNER | B-C
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Endpoint Security Data & Application 
Security Network Security

Awareness, Consul-
ting, Trainings  & 

Workshops

E-Mail, Web & Cloud 
Security Infrastructure Backup & Recovery Security Orchestration, Automation & 

Response

BlueVoyant 44 g g g g g g g g g g g g g g g g

Bowbridge 44 g g g

Centron 45 g g

Check Point 45 g g g g g g g g g g g g g g g g g g g g g g g

Cisco 46 g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g

Claroty 46 g g g g g g g g g g g g g g g g g g g g g g

Cobalt 47 g g g g g g g g g g

Code Blue Cyber 48 g g g g g g g g g g g

Cofense 50 g g g g g g g g

Cohesity 47 g g g g g g

Condusiv 49 g g g

Corelight 49 g g g g g

Crowdstrike 52 g g g g g g g g g g g g g g g g g g

Cryptware 52 g g

CybelAngel 53 g g g g

CyberArk 53 g g g g g g g g g g g

Cyberbit 54 g g

Cybeready 54 g
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ALIONZ - PARTNER | C-E

Se
it

e

E
n

d
p

oi
n

t 
P

ro
te

ct
io

n
 (A

n
ti

V
ir

u
s)

E
n

d
p

oi
n

t 
P

ro
te

ct
io

n
 (E

D
R

)

M
ob

ile
 D

ev
ic

e 
Se

cu
ri

ty
 (M

D
M

, M
A

M
, U

E
M

) 

D
ev

ic
e 

C
on

tr
ol

P
at

ch
 M

an
ag

em
en

t

A
P

I S
ec

u
ri

ty

D
at

a 
Lo

ss
 P

re
ve

n
ti

on

Id
en

ti
ty

 &
 A

cc
es

s 
M

an
ag

m
en

t 

E
n

cr
yp

ti
on

 &
 S

ec
u

re
 D

at
a 

H
an

d
lin

g

W
eb

 A
p

p
lic

at
io

n
 F

ir
ew

al
l

Fi
re

w
al

l

N
et

w
or

k 
D

et
ec

ti
on

 a
n

d
 R

es
p

on
se

 (N
D

R
)

N
et

w
or

k 
A

cc
es

s 
C

on
tr

ol

ID
S/

IP
S 

Se
cu

re
 R

em
ot

e 
A

cc
es

s

Ze
ro

 T
ru

st
 (M

S,
 A

M
, C

M
)

A
w

ar
en

es
s 

Tr
ai

n
in

g
 

C
on

su
lt

in
g

 (I
SO

, T
IS

A
X

, B
3S

 e
tc

., 
C

er
ti

fi
ca

ti
on

)

E
xt

er
n

al
 IS

O
 &

 D
P

O
 (I

SB
 &

 D
SB

) 

R
is

k 
A

ss
es

sm
en

t

C
lo

u
d

 A
cc

es
s 

Se
cu

ri
ty

 B
ro

ke
r 

(C
A

SB
)

E-
M

ai
l A

rc
h

iv
in

g

E-
M

ai
l E

n
cr

yp
ti

on

E-
M

ai
l S

ec
u

ri
ty

W
eb

 S
ec

u
ri

ty

A
p

p
lic

at
io

n
 D

el
iv

er
y 

C
lo

u
d

 In
fr

as
tr

u
ct

u
re

D
D

oS
 P

ro
te

ct
io

n
 

O
T 

Se
cu

ri
ty

 

N
et

w
or

k 
In

fr
as

tr
u

ct
u

re

W
ir

el
es

s 
In

fr
as

tr
u

ct
u

re

im
m

u
ta

b
ili

ty

E
n

cr
yp

ti
on

A
cc

es
s 

C
on

tr
ol

R
el

ia
b

ili
ty

B
ac

ku
p

 &
 R

ec
ov

er
y

E
xt

er
n

al
 A

tt
ac

k 
Su

rf
ac

e 
M

an
ag

em
en

t 

G
ov

er
n

an
ce

 &
 C

om
p

lia
n

ce

In
d

ic
en

t 
R

es
p

on
se

 

P
en

te
st

in
g

 

Se
cu

ri
ty

 In
fo

rm
at

io
n

 E
vc

en
t 

M
an

ag
em

en
t 

(S
IE

M
)

Se
cu

ri
ty

 O
p

er
at

io
n

 C
en

te
r 

(S
O

C
)

Th
re

at
 In

te
lli

g
en

ce

E
xt

en
d

ed
 D

et
ec

ti
on

 &
 R

es
p

on
se

M
an

ag
ed

 D
et

ec
ti

on
 &

 R
es

p
on

se

Endpoint Security Data & Application 
Security Network Security

Awareness, Consul-
ting, Trainings  & 

Workshops

E-Mail, Web & Cloud 
Security Infrastructure Backup & Recovery Security Orchestration, Automation & 

Response

Cybereason 56 g g g g g g g g g g g g g

Cycognito 57 g g g

Cynet 56 g g g g g g g g g g g g g g g g g g g

Cyrebro 58 g g g g g g g g g g

Daccord 58 g g

Darktrace 59 g g g g g g g g g

Datacore 59 g

Deep Instinct 60 g g g g g g

Delinea 60 g g g g g g g g

Delta Crisis 61 g g g g g g g

DocuSign 61 g g g

Dracoon 62 g g g g g

DriveLock 62 g g g g g g

Eclypsium 63 g g g g g

Engity 63 g

Entrust 64 g g g

Eset 65 g g g g g g g g g g g g g g g g g g

Exabeam 64 g g g g g g g g g g g g g g g
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ALIONZ - PARTNER | E-H
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Endpoint Security Data & Application 
Security Network Security

Awareness, Consul-
ting, Trainings  & 

Workshops

E-Mail, Web & Cloud 
Security Infrastructure Backup & Recovery Security Orchestration, Automation & 

Response

Exagrid 67 g g

Exterro 67 g

Eye Security 68 g g g g g g g g g g g

F5 70 g g g g g g g g g g g g g g g g g

Filewave 70 g g g g g g g g g g g g g g g g g

Flexera 71 g g g g g

Forcepoint 71 g g g g g g g g g g g g g

Forescout 72 g g g g g g g g

Fortinet 73 g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g

Fortra 72 g g g g g g g g g g g g g g g

F-Secure 74 g g g

G Data 75 g g g g g g g g g g g g g g g g

Genua 74 g g g g g g g g g g g

Google Cloud 76 g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g

GreatHorn 76 g

Greenbone 80 g g g

Group-IB 78 g g g g g g g g g g g g g g

Hexnode 80 g g g g g g g g g g g g g g g
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ALIONZ - PARTNER | H-L

Se
it

e

E
n

d
p

oi
n

t 
P

ro
te

ct
io

n
 (A

n
ti

V
ir

u
s)

E
n

d
p

oi
n

t 
P

ro
te

ct
io

n
 (E

D
R

)

M
ob

ile
 D

ev
ic

e 
Se

cu
ri

ty
 (M

D
M

, M
A

M
, U

E
M

) 

D
ev

ic
e 

C
on

tr
ol

P
at

ch
 M

an
ag

em
en

t

A
P

I S
ec

u
ri

ty

D
at

a 
Lo

ss
 P

re
ve

n
ti

on

Id
en

ti
ty

 &
 A

cc
es

s 
M

an
ag

m
en

t 

E
n

cr
yp

ti
on

 &
 S

ec
u

re
 D

at
a 

H
an

d
lin

g

W
eb

 A
p

p
lic

at
io

n
 F

ir
ew

al
l

Fi
re

w
al

l

N
et

w
or

k 
D

et
ec

ti
on

 a
n

d
 R

es
p

on
se

 (N
D

R
)

N
et

w
or

k 
A

cc
es

s 
C

on
tr

ol

ID
S/

IP
S 

Se
cu

re
 R

em
ot

e 
A

cc
es

s

Ze
ro

 T
ru

st
 (M

S,
 A

M
, C

M
)

A
w

ar
en

es
s 

Tr
ai

n
in

g
 

C
on

su
lt

in
g

 (I
SO

, T
IS

A
X

, B
3S

 e
tc

., 
C

er
ti

fi
ca

ti
on

)

E
xt

er
n

al
 IS

O
 &

 D
P

O
 (I

SB
 &

 D
SB

) 

R
is

k 
A

ss
es

sm
en

t

C
lo

u
d

 A
cc

es
s 

Se
cu

ri
ty

 B
ro

ke
r 

(C
A

SB
)

E-
M

ai
l A

rc
h

iv
in

g

E-
M

ai
l E

n
cr

yp
ti

on

E-
M

ai
l S

ec
u

ri
ty

W
eb

 S
ec

u
ri

ty

A
p

p
lic

at
io

n
 D

el
iv

er
y 

C
lo

u
d

 In
fr

as
tr

u
ct

u
re

D
D

oS
 P

ro
te

ct
io

n
 

O
T 

Se
cu

ri
ty

 

N
et

w
or

k 
In

fr
as

tr
u

ct
u

re

W
ir

el
es

s 
In

fr
as

tr
u

ct
u

re

im
m

u
ta

b
ili

ty

E
n

cr
yp

ti
on

A
cc

es
s 

C
on

tr
ol

R
el

ia
b

ili
ty

B
ac

ku
p

 &
 R

ec
ov

er
y

E
xt

er
n

al
 A

tt
ac

k 
Su

rf
ac

e 
M

an
ag

em
en

t 

G
ov

er
n

an
ce

 &
 C

om
p

lia
n

ce

In
d

ic
en

t 
R

es
p

on
se

 

P
en

te
st

in
g

 

Se
cu

ri
ty

 In
fo

rm
at

io
n

 E
vc

en
t 

M
an

ag
em

en
t 

(S
IE

M
)

Se
cu

ri
ty

 O
p

er
at

io
n

 C
en

te
r 

(S
O

C
)

Th
re

at
 In

te
lli

g
en

ce

E
xt

en
d

ed
 D

et
ec

ti
on

 &
 R

es
p

on
se

M
an

ag
ed

 D
et

ec
ti

on
 &

 R
es

p
on

se

Endpoint Security Data & Application 
Security Network Security

Awareness, Consul-
ting, Trainings  & 

Workshops

E-Mail, Web & Cloud 
Security Infrastructure Backup & Recovery Security Orchestration, Automation & 

Response

Hornetsecurity 82 g g g g g g g g g

Huntress 82 g g g g g g

Icterra 83 g g g g g g

Idgard 83 g g g

Igel 84 g g g

Illumio 84 g g g g

Impero 85 g g

Imprivata 85 g g g g g g g g g g g g g g g g g g g g g g g

Infoblox 86 g g g g

ItWatch 86 g g g g g

JamSoftware 87 g g

Kaseya 87 g g g g g g g g g g g g g g g g g g g g g g g g g g g

Keeper 88 g g g g g g g g g g

KnowBe4 90 g g g g g g g g g g

Libelle 90 g g

Litera 91 g g g

LogPoint 91 g g g g g g

Lumu 92 g g g
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ALIONZ - PARTNER | L-O
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Endpoint Security Data & Application 
Security Network Security

Awareness, Consul-
ting, Trainings  & 

Workshops

E-Mail, Web & Cloud 
Security Infrastructure Backup & Recovery Security Orchestration, Automation & 

Response

Lywand Software 94 g g g

Macmon 94 g g g g g g g

Manage Engine 95 g g g g g g g g g g g g g g g g g g g g g g g g g

Mend.io 95 g g g

Menlo Security 96 g g g g g g g g g g g

NSoftware 96 g g g g g g g g g

Nagios 97 g g g g g g g g g g

NetApp 97 g g g g g g g g g g g g

NoSpam proxy 98 g g g g g

Novaplex 98 g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g

Nozomi Networks 99 g g g g g g g g g g g g

O&O Software 99 g g g g g g g g g g g g g

Obsidian Security 100 g g

OctoGate 100 g g g g g g g g g g

Okta 101 g g g

Onapsis 101 g g

Opentext 102 g g g g g g g g g g g g g g

Opswat 102 g g g g g g g g g g g g g g g g g g g g g
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ALIONZ - PARTNER | O-R
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Endpoint Security Data & Application 
Security Network Security

Awareness, Consul-
ting, Trainings  & 

Workshops

E-Mail, Web & Cloud 
Security Infrastructure Backup & Recovery Security Orchestration, Automation & 

Response

Orca Security 104 g g g g g g

Ping Identity 104 g g g

ProLion 105 g g g g g g

Proofpoint 106 g g g g g g g g

Protectly 108 g g g g

Ptc 105 g g g g

PureStorage 110 g g g

Qualys 110 g g g g g g g g g

QuoLab 111 g g g g

Radiflow 111 g g g g g g

Radware 112 g g g g g g g g g g g

Rangeforce 112 g g g g g g g

Rapid7 113 g g g g g g g g g g g g g g g g g

Realvnc 113 g g g g

Red Canary 114 g g g g g

Reddoxx 114 g g g g g

Redgate    115 g g g g g g g

Retrospect 115 g g g g
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ALIONZ - PARTNER | R-S
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Endpoint Security Data & Application 
Security Network Security

Awareness, Consul-
ting, Trainings  & 

Workshops

E-Mail, Web & Cloud 
Security Infrastructure Backup & Recovery Security Orchestration, Automation & 

Response

Reversing Labs 117 g g

Rohde&Schwarz 117 g g g g g g g

Rubrik 120 g g g g

SailPoint 120 g g g

Saviynt 121 g g g

Secjur 122 g g g g g

Secudos 121 g g g g g

SecureLink 123 g g

Securepoint 123 g g g g g g g g g g g g g g g g g g

Secureworks 124 g g g g g g g g g g g g

Security Scorecard 124 g g g g g g g

Securonix 125 g g g g g g g g g g g g

Secvisio 125 g

SentinelOne 126 g g g g g g g g g g g g g g g g g g

SEP 128 g g g g g g g g g g g g g g g g g

SeppMail 127 g g g g g g

Skyhigh 126 g g g g g g g g g

Solarwinds 130 g g g g g g g g g g g g g g g g g
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ALIONZ - PARTNER | S-V

Se
it

e

E
n

d
p

oi
n

t 
P

ro
te

ct
io

n
 (A

n
ti

V
ir

u
s)

E
n

d
p

oi
n

t 
P

ro
te

ct
io

n
 (E

D
R

)

M
ob

ile
 D

ev
ic

e 
Se

cu
ri

ty
 (M

D
M

, M
A

M
, U

E
M

) 

D
ev

ic
e 

C
on

tr
ol

P
at

ch
 M

an
ag

em
en

t

A
P

I S
ec

u
ri

ty

D
at

a 
Lo

ss
 P

re
ve

n
ti

on

Id
en

ti
ty

 &
 A

cc
es

s 
M

an
ag

m
en

t 

E
n

cr
yp

ti
on

 &
 S

ec
u

re
 D

at
a 

H
an

d
lin

g

W
eb

 A
p

p
lic

at
io

n
 F

ir
ew

al
l

Fi
re

w
al

l

N
et

w
or

k 
D

et
ec

ti
on

 a
n

d
 R

es
p

on
se

 (N
D

R
)

N
et

w
or

k 
A

cc
es

s 
C

on
tr

ol

ID
S/

IP
S 

Se
cu

re
 R

em
ot

e 
A

cc
es

s

Ze
ro

 T
ru

st
 (M

S,
 A

M
, C

M
)

A
w

ar
en

es
s 

Tr
ai

n
in

g
 

C
on

su
lt

in
g

 (I
SO

, T
IS

A
X

, B
3S

 e
tc

., 
C

er
ti

fi
ca

ti
on

)

E
xt

er
n

al
 IS

O
 &

 D
P

O
 (I

SB
 &

 D
SB

) 

R
is

k 
A

ss
es

sm
en

t

C
lo

u
d

 A
cc

es
s 

Se
cu

ri
ty

 B
ro

ke
r 

(C
A

SB
)

E-
M

ai
l A

rc
h

iv
in

g

E-
M

ai
l E

n
cr

yp
ti

on

E-
M

ai
l S

ec
u

ri
ty

W
eb

 S
ec

u
ri

ty

A
p

p
lic

at
io

n
 D

el
iv

er
y 

C
lo

u
d

 In
fr

as
tr

u
ct

u
re

D
D

oS
 P

ro
te

ct
io

n
 

O
T 

Se
cu

ri
ty

 

N
et

w
or

k 
In

fr
as

tr
u

ct
u

re

W
ir

el
es

s 
In

fr
as

tr
u

ct
u

re

im
m

u
ta

b
ili

ty

E
n

cr
yp

ti
on

A
cc

es
s 

C
on

tr
ol

R
el

ia
b

ili
ty

B
ac

ku
p

 &
 R

ec
ov

er
y

E
xt

er
n

al
 A

tt
ac

k 
Su

rf
ac

e 
M

an
ag

em
en

t 

G
ov

er
n

an
ce

 &
 C

om
p

lia
n

ce

In
d

ic
en

t 
R

es
p

on
se

 

P
en

te
st

in
g

 

Se
cu

ri
ty

 In
fo

rm
at

io
n

 E
vc

en
t 

M
an

ag
em

en
t 

(S
IE

M
)

Se
cu

ri
ty

 O
p

er
at

io
n

 C
en

te
r 

(S
O

C
)

Th
re

at
 In

te
lli

g
en

ce

E
xt

en
d

ed
 D

et
ec

ti
on

 &
 R

es
p

on
se

M
an

ag
ed

 D
et

ec
ti

on
 &

 R
es

p
on

se

Endpoint Security Data & Application 
Security Network Security

Awareness, Consul-
ting, Trainings  & 

Workshops

E-Mail, Web & Cloud 
Security Infrastructure Backup & Recovery Security Orchestration, Automation &

 Response

SonicWall 134 g g g g g g g g g g g g g g g g g g g g g g g g g g g

Sophos 132 g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g

SoSafe 138 g g g

Splunk 135 g g g g g g g

Syngenity 138 g g g g g

Sysdig 135 g g g g

Tanium 136 g g g g

Tenable 136 g g g g g g g g g g

Thales 137 g g g g g g g g

Trellix 137 g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g g

TrendMicro 140 g g g g g g g g g g g g g g g g g g g g g g g g g g g g

Tufin 140 g g g g g

Unicon 141 g g g

Utimaco 141 g g

Varonis 142 g g g g g g g g g g g g g g g g

Vectra AI 142 g g g g g g

Veeam 143 g g g g g g g g g g

Versa Networks 143 g g g g g g g g g g g g g g g
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ALIONZ - PARTNER | V-Z
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Endpoint Security Data & Application 
Security Network Security

Awareness, Consul-
ting, Trainings  & 

Workshops

E-Mail, Web & Cloud 
Security Infrastructure Backup & Recovery Security Orchestration, Automation & 

Response

VmWare 145 g g g g g g g

WatchGuard 145 g g g g g g g g g g g g g g g g g g g g g g

Wazuh 146 g g g g g g g

Winmagic 146 g g g

Yubico 147 g g

Zero Fox 147 g g g

ZScaler 148 g g g g g g g g g g g g g g g g g g g
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A-B

Ihr Ansprechpartner bei Infraforce:

Frau Aleksandra Glock
Telefon: 0641 948490 -49
E-Mail: aleksandra.dudek-glock@infraforce.de

A10 Networks gilt als Spitzenreiter im Bereich Netzwerksicherheit und DDoS-A10 Networks gilt als Spitzenreiter im Bereich Netzwerksicherheit und DDoS-
Abwehr und bietet erstklassige Lösungen, die Unternehmen effektiv vor Abwehr und bietet erstklassige Lösungen, die Unternehmen effektiv vor 
Cyberangriffen schützen. Durch ihre hochmoderne Thunder-Produktfami-Cyberangriffen schützen. Durch ihre hochmoderne Thunder-Produktfami-
lie stellt es sicher, dass sowohl Anwendungen als auch Infrastrukturen von lie stellt es sicher, dass sowohl Anwendungen als auch Infrastrukturen von 
höchster Verfügbarkeit und Sicherheit profitieren.höchster Verfügbarkeit und Sicherheit profitieren.

A10 Networks, Inc.A10 Networks, Inc.
Fürstenrieder Straße 263Fürstenrieder Straße 263
81377 München81377 München
www.a10networks.comwww.a10networks.com

Mit seinem exzellenten Ruf in der Branche ist AirID ein führendes Unterneh-Mit seinem exzellenten Ruf in der Branche ist AirID ein führendes Unterneh-
men, das sich auf sichere Authentifizierungs- und Zugriffskontrolllösungenmen, das sich auf sichere Authentifizierungs- und Zugriffskontrolllösungen
spezialisiert hat. Durch kontinuierliche Innovation und hochmoderne Tech-spezialisiert hat. Durch kontinuierliche Innovation und hochmoderne Tech-
nologiebietet AirID Unternehmen eine vertrauenswürdige Lösung, um ihre nologiebietet AirID Unternehmen eine vertrauenswürdige Lösung, um ihre 
digitalen Identitäten effizient und sicher zu verwalten.digitalen Identitäten effizient und sicher zu verwalten.

AirID GmbHAirID GmbH
Kaiserswerther Str. 45Kaiserswerther Str. 45
40477 Düsseldorf40477 Düsseldorf
www.airid.comwww.airid.com
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Christy Wyatt - CEO

Was wir tunWas wir tun

Anwendungen und Ressourcen für mobil arbeitende Unternehmen. Wir lie-Anwendungen und Ressourcen für mobil arbeitende Unternehmen. Wir lie-
fern unvergleichliche Sichtbarkeit von Problemen, die im Von Grund auf für fern unvergleichliche Sichtbarkeit von Problemen, die im Von Grund auf für 
Mitarbeiter entwickelt, die hybrid, mobil, ohne festen Arbeitsplatz oder im Mitarbeiter entwickelt, die hybrid, mobil, ohne festen Arbeitsplatz oder im 
Außendienst arbeiten.Außendienst arbeiten.

Unsere VersprechenUnsere Versprechen

Ständige, resiliente Konnektivität Absolute ist die einzige Secure-Access-Lö-Ständige, resiliente Konnektivität Absolute ist die einzige Secure-Access-Lö-
sung, die darauf ausgerichtet ist, die Produktivität mobiler Mitarbeiter unab-sung, die darauf ausgerichtet ist, die Produktivität mobiler Mitarbeiter unab-
hängig von ihrem aktuellen Standort aufrechtzuerhalten Hohe Sichtbarkeit hängig von ihrem aktuellen Standort aufrechtzuerhalten Hohe Sichtbarkeit 
und Analysen Ihre IT bekommt außergewöhnlich tiefe Einblicke in Benut-und Analysen Ihre IT bekommt außergewöhnlich tiefe Einblicke in Benut-
zerund Netzwerkverhalten in- und außerhalb des Unternehmensnetzwerks zerund Netzwerkverhalten in- und außerhalb des Unternehmensnetzwerks 
– auch außerhalb der eigenen Aktive Verbesserung der Arbeitsabläufe Ab-– auch außerhalb der eigenen Aktive Verbesserung der Arbeitsabläufe Ab-
solute sorgt in Echtzeit für besseres Arbeiten: Schluss mit unzuverlässiger solute sorgt in Echtzeit für besseres Arbeiten: Schluss mit unzuverlässiger 
Konnektivität und abstürzenden Anwendungen.Konnektivität und abstürzenden Anwendungen.

Absolute Secure Endpoint Use Cases Absolute Secure Endpoint Use Cases 

Optimierung der Hardware-Inventarverwaltung Optimierung der Hardware-Inventarverwaltung Halten Sie Ihr Hardware-In Halten Sie Ihr Hardware-In 
entar immer auf dem neuesten Stand, vereinfachen Sie ihre Hardware-Auits, entar immer auf dem neuesten Stand, vereinfachen Sie ihre Hardware-Auits, 
vermeiden Sie Fragmentierung über mehrere Plattformen und optimieren vermeiden Sie Fragmentierung über mehrere Plattformen und optimieren 
Sie das Management Ihrer IT-Leasings.Sie das Management Ihrer IT-Leasings.
Vereinfachung und Kontrolle Ihres SoftwareinventarsVereinfachung und Kontrolle Ihres Softwareinventars Halten Sie Ihr Soft- Halten Sie Ihr Soft-
wareinventar imm auf dem neusten Stand, vereinfachen Sie Software-Au-wareinventar imm auf dem neusten Stand, vereinfachen Sie Software-Au-
dits, optimieren Sie die Nutzerproduktivität und erkennen und entfernen dits, optimieren Sie die Nutzerproduktivität und erkennen und entfernen 
Sie Schatten-IT. Mithilfe grundlegender Parameter über den Anwendungs-Sie Schatten-IT. Mithilfe grundlegender Parameter über den Anwendungs-
zustand können Sie jegliche Ausfälle ermitteln und ermöglichen damit eine zustand können Sie jegliche Ausfälle ermitteln und ermöglichen damit eine 
schnelle Reaktion.schnelle Reaktion.
NutzungsanalyseNutzungsanalyse Identifizieren und eliminieren Sie überflüssige Hardware  Identifizieren und eliminieren Sie überflüssige Hardware 
und Software, validieren Sie zu erwartendes Nutzerverhalten, analysieren Sie und Software, validieren Sie zu erwartendes Nutzerverhalten, analysieren Sie 
Nutzungsmuster und weisen Sie Ihren ROI nach.Nutzungsmuster und weisen Sie Ihren ROI nach.
Lifecycle-Management von Remote-GerätenLifecycle-Management von Remote-Geräten Machen Sie die Bereitstellung  Machen Sie die Bereitstellung 
vom Remote-Geräten möglich, stellen Sie die Konfigurierung dieser Geräte vom Remote-Geräten möglich, stellen Sie die Konfigurierung dieser Geräte 
sicher, erwirken Sie die Rückgabe und sichere Neuzuweisung Ihrer Geräte sicher, erwirken Sie die Rückgabe und sichere Neuzuweisung Ihrer Geräte 
und vereinfachen Sie die Ausmusterung von remote eingesetzten Geräten.und vereinfachen Sie die Ausmusterung von remote eingesetzten Geräten.
Verbesserung der Support-EffektivitätVerbesserung der Support-Effektivität Prognostizieren Sie Geräteprobleme,  Prognostizieren Sie Geräteprobleme, 
verbessern Sie Support-Tools, lösen Sie Probleme effizient und umfassend verbessern Sie Support-Tools, lösen Sie Probleme effizient und umfassend 
und verbessern Sie Ihre Lösungszeit.und verbessern Sie Ihre Lösungszeit.
Beurteilung des SicherheitsstatusBeurteilung des Sicherheitsstatus Ermitteln Sie fehlerhafte Sicherheitsan- Ermitteln Sie fehlerhafte Sicherheitsan-
wendungen, Konfigurationsabweichungen, anfällige Betriebssysteme oder wendungen, Konfigurationsabweichungen, anfällige Betriebssysteme oder 
Anwendungen und berichten Sie über die Einhaltung von Vorschriften oder Anwendungen und berichten Sie über die Einhaltung von Vorschriften oder 
Branchenstandards in Ihrem Unternehmen.Branchenstandards in Ihrem Unternehmen.
Durchsetzung von SicherheitsstandardsDurchsetzung von Sicherheitsstandards Ermöglichen Sie Ihren Sicherheits- Ermöglichen Sie Ihren Sicherheits-
anwendungen die Selbstheilung setzen Sie Standardkonfigurationen durch, anwendungen die Selbstheilung setzen Sie Standardkonfigurationen durch, 
schützen Sie anfällige Betriebssysteme oder Anwendungen und aktivieren schützen Sie anfällige Betriebssysteme oder Anwendungen und aktivieren 
Sie aus der Ferne den Firmwareschutz (nur bei Lenovo-Produkten).Sie aus der Ferne den Firmwareschutz (nur bei Lenovo-Produkten).

Absolute Software CorporationAbsolute Software Corporation
Hamburger Allee 2-4Hamburger Allee 2-4
60486 Frankfurt am Main60486 Frankfurt am Main
www.absolute.comwww.absolute.com
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Acronis - Office

Acronis ist ein globales Technologie-Unternehmen mit Hauptsitz in der Acronis ist ein globales Technologie-Unternehmen mit Hauptsitz in der 
SchweizSchweiz

Acronis ist ein globales Unternehmen für Cyber Protection, das direkt inte-Acronis ist ein globales Unternehmen für Cyber Protection, das direkt inte-
grierte Cyber Security, Data Protection und Endpunkt-Verwaltung für Ma-grierte Cyber Security, Data Protection und Endpunkt-Verwaltung für Ma-
naged Service Provider (MSPs), kleine und mittelständische Unternehmen naged Service Provider (MSPs), kleine und mittelständische Unternehmen 
(KMU) sowie IT-Abteilungen von Großunternehmen bereitstellt. (KMU) sowie IT-Abteilungen von Großunternehmen bereitstellt. 

Die Lösungen von Acronis sind hocheffizient und darauf ausgelegt, moder-Die Lösungen von Acronis sind hocheffizient und darauf ausgelegt, moder-
ne Cyberbedrohungen zu identifizieren, zu verhindern, zu erkennen, darauf ne Cyberbedrohungen zu identifizieren, zu verhindern, zu erkennen, darauf 
zu reagieren, sie zu beseitigen und sich mit minimalen Ausfallzeiten von ih-zu reagieren, sie zu beseitigen und sich mit minimalen Ausfallzeiten von ih-
nen zu erholen. Dank diesem vollständigen Ansatz werden die Datenintegri-nen zu erholen. Dank diesem vollständigen Ansatz werden die Datenintegri-
tät und Kontinuität des Geschäftsbetriebs gewährleistet. tät und Kontinuität des Geschäftsbetriebs gewährleistet. 

Sichern Sie Ihr Unternehmen gegen moderne Cyber-Bedrohungen ab Sichern Sie Ihr Unternehmen gegen moderne Cyber-Bedrohungen ab 

Daten sind nicht nur eine weitere Ressource – sie sind integraler Bestand-Daten sind nicht nur eine weitere Ressource – sie sind integraler Bestand-
teil Ihres täglichen Geschäftsbetriebes. Die Cyber Protection-Lösungen von teil Ihres täglichen Geschäftsbetriebes. Die Cyber Protection-Lösungen von 
Acronis schützen Sie vor Datenverlusten, Datenschutzverletzungen, Be-Acronis schützen Sie vor Datenverlusten, Datenschutzverletzungen, Be-
triebsausfällen sowie den damit verbundenen finanziellen und rufschädi-triebsausfällen sowie den damit verbundenen finanziellen und rufschädi-
genden Folgen.genden Folgen.

Senken Sie die KomplexitätSenken Sie die Komplexität

Viele Unternehmen verwenden einen komplexen Flickenteppich aus unter-Viele Unternehmen verwenden einen komplexen Flickenteppich aus unter-
schiedlichen Lösungen, um sich gegen Datenverluste und andere Cyber-schiedlichen Lösungen, um sich gegen Datenverluste und andere Cyber-
bedrohungen zu schützen. Doch dieser Ansatz ist schwer zu verwalten und bedrohungen zu schützen. Doch dieser Ansatz ist schwer zu verwalten und 
kann zu mehr Sicherheitslücken führen. kann zu mehr Sicherheitslücken führen. 

Die integrierten Cyber Protection-Lösungen von Acronis können komplette Die integrierten Cyber Protection-Lösungen von Acronis können komplette 
Workloads mit einer größeren Effizienz und einem Bruchteil der entspre-Workloads mit einer größeren Effizienz und einem Bruchteil der entspre-
chenden Komplexität sichern. Dadurch werden Ressourcen frei und können chenden Komplexität sichern. Dadurch werden Ressourcen frei und können 
Sie sich mehr auf den eigentlichen Schutz und die Bereitstellung konzent-Sie sich mehr auf den eigentlichen Schutz und die Bereitstellung konzent-
rieren.rieren.

Acronis International GmbHAcronis International GmbH
Landsberger Straße 110Landsberger Straße 110
80339 München80339 München
www.acronis.comwww.acronis.com
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Anomali

Anomali vereint Telemetrie, Threat Intelligence und KI in einer vollständigen Anomali vereint Telemetrie, Threat Intelligence und KI in einer vollständigen 
Security-Plattform – entwickelt für Skalierbarkeit, ausgelegt auf Geschwin-Security-Plattform – entwickelt für Skalierbarkeit, ausgelegt auf Geschwin-
digkeit und konzipiert für hohe Sichtbarkeit. Angetrieben durch eine hoch-digkeit und konzipiert für hohe Sichtbarkeit. Angetrieben durch eine hoch-
moderne Architektur, integriert Anomali die zentralen Funktionen von ETL, moderne Architektur, integriert Anomali die zentralen Funktionen von ETL, 
SIEM, Next-Gen SIEM, XDR, UEBA, SOAR und TIP in einem einzigen, schnel-SIEM, Next-Gen SIEM, XDR, UEBA, SOAR und TIP in einem einzigen, schnel-
len, integrierten Data Lake. Entwickelt von renommierten Sicherheitsexper-len, integrierten Data Lake. Entwickelt von renommierten Sicherheitsexper-
ten und durchgehend mit KI in allen Workflows unterstützt, beseitigt An-ten und durchgehend mit KI in allen Workflows unterstützt, beseitigt An-
omali die Kompromisse herkömmlicher Tools – keine toten Winkel, keine omali die Kompromisse herkömmlicher Tools – keine toten Winkel, keine 
umständlichen Erweiterungen mehr. Nur vollständige Sichtbarkeit und Ge-umständlichen Erweiterungen mehr. Nur vollständige Sichtbarkeit und Ge-
schwindigkeit erlauben heutzutage die Kontrolle angesichts moderner Be-schwindigkeit erlauben heutzutage die Kontrolle angesichts moderner Be-
drohungen.drohungen.

Anomali SIEM (Security- & IT-Operations-Plattform)Anomali SIEM (Security- & IT-Operations-Plattform)

SIEMs sind nicht nur veraltet – sie bremsen Sie aus. Anomali ist das ultramo-SIEMs sind nicht nur veraltet – sie bremsen Sie aus. Anomali ist das ultramo-
derne SIEM und vereint ETL, SIEM, Next-Gen SIEM, XDR, UEBA, SOAR und TIP derne SIEM und vereint ETL, SIEM, Next-Gen SIEM, XDR, UEBA, SOAR und TIP 
in einem einzigen, schnellen Data Lake – mit über 7 Jahren stets verfügba-in einem einzigen, schnellen Data Lake – mit über 7 Jahren stets verfügba-
rem Speicher für sofortigen Zugriff auf historische Daten. Durchgängige KI rem Speicher für sofortigen Zugriff auf historische Daten. Durchgängige KI 
unterstützt die Workflows bei Erfassung, Anreicherung, Erkennung, Analyse unterstützt die Workflows bei Erfassung, Anreicherung, Erkennung, Analyse 
und Reaktion im großen Maßstab. Native Threat Intelligence ermöglicht voll-und Reaktion im großen Maßstab. Native Threat Intelligence ermöglicht voll-
ständige Sichtbarkeit, kontextbezogene Echtzeitinformationen und schnelle ständige Sichtbarkeit, kontextbezogene Echtzeitinformationen und schnelle 
Handlungsfähigkeit.Handlungsfähigkeit.

Anomali ThreatStream (Threat-Intelligence-Plattform)Anomali ThreatStream (Threat-Intelligence-Plattform)

Da Cybersecurity-Risiken sich zunehmend geschäftskritisch auswirken, be-Da Cybersecurity-Risiken sich zunehmend geschäftskritisch auswirken, be-
nötigen Unternehmen schnellere und intelligentere Wege, um Threat In-nötigen Unternehmen schnellere und intelligentere Wege, um Threat In-
telligence in Gegenmaßnahmen umzusetzen. Anomali ThreatStream AI telligence in Gegenmaßnahmen umzusetzen. Anomali ThreatStream AI 
Enterprise ist die einzige Threat-Intelligence-Plattform (TIP), die nahtlos In-Enterprise ist die einzige Threat-Intelligence-Plattform (TIP), die nahtlos In-
dikatoren für eine Gefährdung (Indicators of Compromise, IoCs) mit Taktiken, dikatoren für eine Gefährdung (Indicators of Compromise, IoCs) mit Taktiken, 
Techniken und Prozeduren (TTPs) von Bedrohungsakteuren korreliert und Techniken und Prozeduren (TTPs) von Bedrohungsakteuren korreliert und 
diese nativ in relevanten Logdaten durchforstet. KI sorgt für Korrelation, Prio-diese nativ in relevanten Logdaten durchforstet. KI sorgt für Korrelation, Prio-
risierung und Automatisierung, sodass CTI-Teams schneller auf die wichtigs-risierung und Automatisierung, sodass CTI-Teams schneller auf die wichtigs-
ten Bedrohungen reagieren können.ten Bedrohungen reagieren können.

Anomali Inc.Anomali Inc.
2nd Floor City Quays 1, 7 Clarendon Road2nd Floor City Quays 1, 7 Clarendon Road
Belfast, BT1 3BG, UKBelfast, BT1 3BG, UK
www.anomali.comwww.anomali.com
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Aqua Security ist ein führender Anbieter von Cloud-native Sicherheitslösun-Aqua Security ist ein führender Anbieter von Cloud-native Sicherheitslösun-
gen. Die Plattform schützt Container, Kubernetes, Serverless-Umgebungen gen. Die Plattform schützt Container, Kubernetes, Serverless-Umgebungen 
und Cloud-Infrastrukturen durch Sicherheitsanalysen, Schwachstellenma-und Cloud-Infrastrukturen durch Sicherheitsanalysen, Schwachstellenma-
nagement, Laufzeitschutz und Compliance-Überwachung, speziell für mo-nagement, Laufzeitschutz und Compliance-Überwachung, speziell für mo-
derne DevOps-Umgebungen.derne DevOps-Umgebungen.

Aqua Security GmbHAqua Security GmbH
Mainzer Landstr. 341Mainzer Landstr. 341
60326 Frankfurt am Main60326 Frankfurt am Main
www.aqua-security.dewww.aqua-security.de

Arctic Wolf bietet Managed Detection and Response (MDR), Threat Hunting Arctic Wolf bietet Managed Detection and Response (MDR), Threat Hunting 
und Security Operations as a Service. Ihre Plattform verbessert Cybersicher-und Security Operations as a Service. Ihre Plattform verbessert Cybersicher-
heitsprozesse durch kontinuierliche Überwachung, Bedrohungsanalyse heitsprozesse durch kontinuierliche Überwachung, Bedrohungsanalyse 
und schnelle Incident-Response, unterstützt von einem erfahrenen Security und schnelle Incident-Response, unterstützt von einem erfahrenen Security 
Operations Team.Operations Team.

Arctic Wolf Networks In.Arctic Wolf Networks In.
8939 Columbine Road, Suite 1508939 Columbine Road, Suite 150
Eden Prairie, MN 55347, USAEden Prairie, MN 55347, USA
www.arcticwolf.comwww.arcticwolf.com

AppTec ist ein führender Softwareanbieter im Bereich Unified Endpoint Ma-AppTec ist ein führender Softwareanbieter im Bereich Unified Endpoint Ma-
nagement und Mobile Security. Mehr als 6.400 Unternehmen in 107 Ländern nagement und Mobile Security. Mehr als 6.400 Unternehmen in 107 Ländern 
weltweit nutzen die APPTEC360 UEM-Plattform, um ihre Herausforderun-weltweit nutzen die APPTEC360 UEM-Plattform, um ihre Herausforderun-
gen bei der Verwaltung von Anwendungen, Dokumenten, Konfigurationen gen bei der Verwaltung von Anwendungen, Dokumenten, Konfigurationen 
und Sicherheit auf mobilen Geräten und Desktops zu meistern. und Sicherheit auf mobilen Geräten und Desktops zu meistern. 

APPTEC360 GmbHAPPTEC360 GmbH
St. Jakobs-Strasse 30St. Jakobs-Strasse 30
CH - 4052 BaselCH - 4052 Basel
www.apptec360.comwww.apptec360.com

Armis, THE Asset Intelligence Cybersecurity Company, sieht, schützt und Armis, THE Asset Intelligence Cybersecurity Company, sieht, schützt und 
verwaltet alle physischen und virtuellen Assets – lokal und in der Cloud – und verwaltet alle physischen und virtuellen Assets – lokal und in der Cloud – und 
stellt sicher, dass die gesamte Angriffsfläche sowohl verteidigt als auch in stellt sicher, dass die gesamte Angriffsfläche sowohl verteidigt als auch in 
Echtzeit verwaltet wird. Echtzeit verwaltet wird. 

ArmisArmis
Balanstr. 73, Gebäude 8Balanstr. 73, Gebäude 8
81541 München81541 München
https://www.armis.com/de/https://www.armis.com/de/
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Asvin GmbH bietet innovative Cybersicherheitslösungen für das Internet der Asvin GmbH bietet innovative Cybersicherheitslösungen für das Internet der 
Dinge (IoT). Ihre Dienstleistungen umfassen das Risikomanagement, das Dinge (IoT). Ihre Dienstleistungen umfassen das Risikomanagement, das 
Management von Geräte-Updates und die Unterstützung von Unterneh-Management von Geräte-Updates und die Unterstützung von Unterneh-
men bei der Einhaltung von Sicherheitsvorschriften. Sie sind besonders auf men bei der Einhaltung von Sicherheitsvorschriften. Sie sind besonders auf 
industrielle Umgebungen spezialisiert.industrielle Umgebungen spezialisiert.

asvin GmbHasvin GmbH
Eichwiesenring 1/1  Eichwiesenring 1/1  
70565 Stuttgart70565 Stuttgart
www.asvin.iowww.asvin.io

ATTACKIQ bietet eine Plattformzur Simulation und Validierung von Sicher-ATTACKIQ bietet eine Plattformzur Simulation und Validierung von Sicher-
heitsmaßnahmen,  mit der Unternehmen Schwachstellen identifizieren und heitsmaßnahmen,  mit der Unternehmen Schwachstellen identifizieren und 
ihre Abwehr stärken können. Ihre kontinuierlichen Sicherheitstests und be-ihre Abwehr stärken können. Ihre kontinuierlichen Sicherheitstests und be-
wertungen ermöglichen es Sicherheitsteams, Lücken zu schließen und ihre wertungen ermöglichen es Sicherheitsteams, Lücken zu schließen und ihre 
Verteidigung auf dieneuestenBedrohungenabzustimmen.Verteidigung auf dieneuestenBedrohungenabzustimmen.

AttackIQ Inc.AttackIQ Inc.
171 Main Street, Suite 656171 Main Street, Suite 656
Los Altos, CA 94022, USALos Altos, CA 94022, USA
www.attackiq.comwww.attackiq.com

Avast bietet KMUs cloudbasierte Endpunkt- und Netzwerksicherheit mit Avast bietet KMUs cloudbasierte Endpunkt- und Netzwerksicherheit mit 
zentraler Verwaltung, Echtzeitüberwachung und Schutz vor Ransomware, zentraler Verwaltung, Echtzeitüberwachung und Schutz vor Ransomware, 
Phishing sowie USB-Bedrohungen und umfasst ein Patch Management. Phishing sowie USB-Bedrohungen und umfasst ein Patch Management. 
Das Unternehmen nutzt eines der größten Netzwerke zur Bedrohungser-Das Unternehmen nutzt eines der größten Netzwerke zur Bedrohungser-
kennung und ist mehrfach zertifiziert und mit Bestnoten ausgezeichnet. kennung und ist mehrfach zertifiziert und mit Bestnoten ausgezeichnet. 

Avast Software s.r.o.Avast Software s.r.o.
Pikrtova 1737/1aPikrtova 1737/1a
140 00 Praha 4, Tschechische Republik140 00 Praha 4, Tschechische Republik
www.gendigital.com/us/en/www.gendigital.com/us/en/

AXONIUS ist eine innovative Cybersecurity-Asset-Management-Plattform, AXONIUS ist eine innovative Cybersecurity-Asset-Management-Plattform, 
die Unternehmen bei der Verwaltung und Sicherung ihrer Geräte, Anwen-die Unternehmen bei der Verwaltung und Sicherung ihrer Geräte, Anwen-
dungen und Benutzer unterstützt. Mit einer einheitlichen Sicht auf alle As-dungen und Benutzer unterstützt. Mit einer einheitlichen Sicht auf alle As-
sets können Unternehmen Sicherheitsrichtlinien konsistent durchsetzen sets können Unternehmen Sicherheitsrichtlinien konsistent durchsetzen 
und Compliance-Anforderungen erfüllen.und Compliance-Anforderungen erfüllen.

Axonius Inc.Axonius Inc.
41 Madison Avenue, 37th Floor41 Madison Avenue, 37th Floor
New York, NY 10010, USANew York, NY 10010, USA
www.axonius.comwww.axonius.com
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baramundi HQ - Deutschland

Die baramundi software GmbH entwickelt Unified Endpoint Management Die baramundi software GmbH entwickelt Unified Endpoint Management 
zur zentralen Verwaltung von PCs, Mobilgeräten und Servern. Sie automati-zur zentralen Verwaltung von PCs, Mobilgeräten und Servern. Sie automati-
siert Softwareverteilung, vereinfacht Patchmanagement und schafft Trans-siert Softwareverteilung, vereinfacht Patchmanagement und schafft Trans-
parenz im Netzwerk. baramundi trägt zur IT-Sicherheit bei und setzt Res-parenz im Netzwerk. baramundi trägt zur IT-Sicherheit bei und setzt Res-
sourcen frei. sourcen frei. 

baramundi software GmbH baramundi software GmbH 
Forschungsallee 3 Forschungsallee 3 
86159 Augsburg 86159 Augsburg 
www.baramundi.comwww.baramundi.com

AvePoint ist weltweit führend in Data Security, Governance und Resilience AvePoint ist weltweit führend in Data Security, Governance und Resilience 
und bietet eine sichere Datengrundlage für Zusammenarbeit. Über 25.000 und bietet eine sichere Datengrundlage für Zusammenarbeit. Über 25.000 
Kunden nutzen die AvePoint Confidence Platform zum Schutz kritischer Kunden nutzen die AvePoint Confidence Platform zum Schutz kritischer 
Daten in Microsoft-, Google-, Salesforce- und anderen Umgebungen. Ein Daten in Microsoft-, Google-, Salesforce- und anderen Umgebungen. Ein 
Partnernetzwerk mit rund 5.000 Anbietern ergänzt das Angebot. Partnernetzwerk mit rund 5.000 Anbietern ergänzt das Angebot. 

AvePoint Deutschland GmbHAvePoint Deutschland GmbH
Nymphenburger Str. 3Nymphenburger Str. 3
80335 München80335 München
www.avepoint.comwww.avepoint.com
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Bitdefender Sicherheitsexperten sorgen 24/7  für Schutz gegen Cybercrime 

Bitdefender ist ein weltweiter Pionier mit über 20 Jahren Erfahrung auf dem Bitdefender ist ein weltweiter Pionier mit über 20 Jahren Erfahrung auf dem 
Markt für Cybersicherheit und ein Branchenführer mit mehr als 1.800 Mit-Markt für Cybersicherheit und ein Branchenführer mit mehr als 1.800 Mit-
arbeitern und über 150 Niederlassungen weltweit, einschließlich unseres arbeitern und über 150 Niederlassungen weltweit, einschließlich unseres 
Hauptsitzes in Europa. Durch die kontinuierliche Entwicklung des Portfolios Hauptsitzes in Europa. Durch die kontinuierliche Entwicklung des Portfolios 
schützt Bitdefender Kunden weltweit wirkungsvoll vor digitale Bedrohun-schützt Bitdefender Kunden weltweit wirkungsvoll vor digitale Bedrohun-
gen und Cyberangriffen, und steht stets an vorderster Front, wenn es um die gen und Cyberangriffen, und steht stets an vorderster Front, wenn es um die 
neuesten Herausforderungen in der Cybersicherheit geht. neuesten Herausforderungen in der Cybersicherheit geht. 

Als EU-Unternehmen erfüllt Bitdefender die entsprechenden gesetzlichen Als EU-Unternehmen erfüllt Bitdefender die entsprechenden gesetzlichen 
Anforderungen, wie z.B. der DSGVO, ISO 27001, etc. und stellt seine Leistun-Anforderungen, wie z.B. der DSGVO, ISO 27001, etc. und stellt seine Leistun-
gen über Server bereit, die in Deutschland gehostet werden. Bitdefender ist gen über Server bereit, die in Deutschland gehostet werden. Bitdefender ist 
auch langjähriger Partner von internationalen Strafverfolgungsbehörden, auch langjähriger Partner von internationalen Strafverfolgungsbehörden, 
u.a. EUROPOL, FBI, BKA, etc. und bekämpft sehr erfolgreich weltweite Cy-u.a. EUROPOL, FBI, BKA, etc. und bekämpft sehr erfolgreich weltweite Cy-
bercrime-Organisationen.bercrime-Organisationen.

Bitdefender bietet Kunden einen vollständig integrierten Sicherheits-Stack Bitdefender bietet Kunden einen vollständig integrierten Sicherheits-Stack 
und umfassenden Schutz für IT-Infrastrukturen, Server, Endgeräte, Cloud- und umfassenden Schutz für IT-Infrastrukturen, Server, Endgeräte, Cloud- 
und mobile Infrastrukturen. Die Technologien erkennen frühzeitig Bedro-und mobile Infrastrukturen. Die Technologien erkennen frühzeitig Bedro-
hungen und wirken Ihnen präventiv entgegen, sodass Bitdefender Kunden hungen und wirken Ihnen präventiv entgegen, sodass Bitdefender Kunden 
einen detaillierten Überblick über ihre Sicherheitslage erhalten und Risiken einen detaillierten Überblick über ihre Sicherheitslage erhalten und Risiken 
durch gezieltes Angriffsflächenmanagement effektiv minimieren können. durch gezieltes Angriffsflächenmanagement effektiv minimieren können. 

In unseren global vernetzten SOCs überwachen hochqualifizierte (und zer-In unseren global vernetzten SOCs überwachen hochqualifizierte (und zer-
tifizierte) Sicherheitsexperten rund um die Uhr die IT-Umgebung, um po-tifizierte) Sicherheitsexperten rund um die Uhr die IT-Umgebung, um po-
tenzielle Bedrohungen nicht nur abzuwehren, sondern proaktiv entgegen-tenzielle Bedrohungen nicht nur abzuwehren, sondern proaktiv entgegen-
zutreten. Unsere Security Advisory Services erweitern unsere Technologie zutreten. Unsere Security Advisory Services erweitern unsere Technologie 
umfassend, indem sie auch organisatorische Aspekte, Compliance-Vorga-umfassend, indem sie auch organisatorische Aspekte, Compliance-Vorga-
ben, NIS2, etc. berücksichtigen. Dieser ganzheitliche Ansatz – von der Bera-ben, NIS2, etc. berücksichtigen. Dieser ganzheitliche Ansatz – von der Bera-
tung über die Implementierung bis hin zur langfristigen Betreuung – macht tung über die Implementierung bis hin zur langfristigen Betreuung – macht 
Bitdefender zu einem unverzichtbaren Partner für jedes Unternehmen. Bitdefender zu einem unverzichtbaren Partner für jedes Unternehmen. 

BitdefenderBitdefender
Lohbachstrasse 12Lohbachstrasse 12
58239 Schwerte58239 Schwerte
https://www.bitdefender.com/de-de/business/https://www.bitdefender.com/de-de/business/
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Barracuda bietet erstklassige Sicherheits- und Datenmanagementlösun-Barracuda bietet erstklassige Sicherheits- und Datenmanagementlösun-
gen, die Ihre IT-Infrastruktur effektiv schützen und die betriebliche Effizienz gen, die Ihre IT-Infrastruktur effektiv schützen und die betriebliche Effizienz 
steigern. Mit Produkten wie Cloud-basierten Firewalls, E-Mail-Security und steigern. Mit Produkten wie Cloud-basierten Firewalls, E-Mail-Security und 
Back-up-Diensten reduziert Barracuda Risiken und vereinfacht die Verwal-Back-up-Diensten reduziert Barracuda Risiken und vereinfacht die Verwal-
tung Ihre IT-Prozesse.tung Ihre IT-Prozesse.

Barracuda Networks, Inc.Barracuda Networks, Inc.
Radlkoferstraße 2Radlkoferstraße 2
81373 München81373 München
www.barracuda.comwww.barracuda.com

BeyondTrust konzentriert sich auf den Schutz vor Social Engineering- An-BeyondTrust konzentriert sich auf den Schutz vor Social Engineering- An-
griffen durch leistungsstarke Privileged Access Management (PAM) Lösun-griffen durch leistungsstarke Privileged Access Management (PAM) Lösun-
gen. Mit Funktionen wie rollenbasiertem Zugriffsmanagement, Passwort- gen. Mit Funktionen wie rollenbasiertem Zugriffsmanagement, Passwort- 
Tresoren und sicherem Remote-Zugriff minimiert BeyondTrust das Risiko Tresoren und sicherem Remote-Zugriff minimiert BeyondTrust das Risiko 
von Phishing-Angriffen und Insiderbedrohungen.von Phishing-Angriffen und Insiderbedrohungen.

BeyondTrust CorporationBeyondTrust Corporation
Lindleystraße 8ALindleystraße 8A
60314 Frankfurt am Main60314 Frankfurt am Main
www.beyondtrust.comwww.beyondtrust.com

B-C

Ihr Ansprechpartner bei Infraforce:

Frau Aleksandra Glock
Telefon: 0641 948490 -49
E-Mail: aleksandra.dudek-glock@infraforce.de
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BlueVoyant ist ein globales Cybersicherheitsunternehmen, das 2017 ge-BlueVoyant ist ein globales Cybersicherheitsunternehmen, das 2017 ge-
gründet wurde. Es bietet eine umfassende Cloud-native Security Operations gründet wurde. Es bietet eine umfassende Cloud-native Security Operations 
Plattform, die Netzwerke, Endgeräte und Lieferketten in Echtzeit überwacht Plattform, die Netzwerke, Endgeräte und Lieferketten in Echtzeit überwacht 
und Bedrohungen erkennt.und Bedrohungen erkennt.

Blue VoyantBlue Voyant
Am Zirkus 2Am Zirkus 2
10117 Berlin10117 Berlin
www.bluevoyant.comwww.bluevoyant.com

Bowbridge entwickelt hochspezialisierte Sicherheitslösungen für SAP-An-Bowbridge entwickelt hochspezialisierte Sicherheitslösungen für SAP-An-
wendungen, die Unternehmen umfassenden Schutz vor Cyberangriffen wendungen, die Unternehmen umfassenden Schutz vor Cyberangriffen 
bieten. Ihre Produkte integrieren sich nahtlos in SAP-Systeme und gewähr-bieten. Ihre Produkte integrieren sich nahtlos in SAP-Systeme und gewähr-
leisten Echtzeit-Schutz gegen Bedrohungen. Dadurch ermöglichen sie Un-leisten Echtzeit-Schutz gegen Bedrohungen. Dadurch ermöglichen sie Un-
ternehmen, ihre Daten und Prozesse sicher und zuverlässig zu schützen.ternehmen, ihre Daten und Prozesse sicher und zuverlässig zu schützen.

Bowbridge Software GmbHBowbridge Software GmbH
Hechtsheimer Straße 33Hechtsheimer Straße 33
55131 Mainz55131 Mainz
www.bowbridge.netwww.bowbridge.net

Centron bietet eine breite Palette von Cybersicherheit Lösungen Hosting-Centron bietet eine breite Palette von Cybersicherheit Lösungen Hosting-
Services, darunter dedizierte Server, Virtual Private Server (VPS) und Cloud-Services, darunter dedizierte Server, Virtual Private Server (VPS) und Cloud-
Hosting. Darüber hinaus bietet Centron auch Managed-Services an, bei de-Hosting. Darüber hinaus bietet Centron auch Managed-Services an, bei de-
nen das Unternehmen die Verantwortung für den Betrieb, die Überwachung nen das Unternehmen die Verantwortung für den Betrieb, die Überwachung 
und die Wartung der IT-Infrastruktur übernimmt.und die Wartung der IT-Infrastruktur übernimmt.

Centron GmbH Centron GmbH 
Heganger 29Heganger 29
96103 Hallstadt96103 Hallstadt
www.centron.dewww.centron.de

Check Point trägt zur Aktualisierung und Anpassung Ihrer Sicherheitslö-Check Point trägt zur Aktualisierung und Anpassung Ihrer Sicherheitslö-
sunen an sich verändernde Bedrohungen bei, indem es ständig innovati-sunen an sich verändernde Bedrohungen bei, indem es ständig innovati-
ve Technologien und fortschrittliche Schutzmechanismen entwickelt. Mit ve Technologien und fortschrittliche Schutzmechanismen entwickelt. Mit 
regelmäßigen Updates, Echtzeit-Bedrohungsintelligenz und adaptiven Si-regelmäßigen Updates, Echtzeit-Bedrohungsintelligenz und adaptiven Si-
cherheitsfunktionen reagiert Check Point schnell auf neue Bedrohungen.cherheitsfunktionen reagiert Check Point schnell auf neue Bedrohungen.

Check Point Software Technologies Ltd.Check Point Software Technologies Ltd.
Oskar-Messter-Straße 13Oskar-Messter-Straße 13
85737 Ismaning85737 Ismaning
www.checkpoint.comwww.checkpoint.com
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Cisco entwickelt und vertreibt Netzwerk- und Kommunikationstechnologie Cisco entwickelt und vertreibt Netzwerk- und Kommunikationstechnologie 
wie Router, Switches und Sicherheitslösungen, um Unternehmen weltweit wie Router, Switches und Sicherheitslösungen, um Unternehmen weltweit 
zu vernetzen und ihre IT-Infrastrukturen zu schützen. Zusätzlich bietet Cisco zu vernetzen und ihre IT-Infrastrukturen zu schützen. Zusätzlich bietet Cisco 
Cloud-basierte Lösungen zur Förderung der digitalen Transformation und Cloud-basierte Lösungen zur Förderung der digitalen Transformation und 
Effizienzsteigerung von Unternehmen.Effizienzsteigerung von Unternehmen.

Cisco Systems, Inc.Cisco Systems, Inc.
170 West Tasman Drive170 West Tasman Drive
San Jose, CA 95134 USASan Jose, CA 95134 USA
www.cisco.comwww.cisco.com

Claroty-Lösungen integrieren sich in vorhandene Infrastrukturen und bieten Claroty-Lösungen integrieren sich in vorhandene Infrastrukturen und bieten 
eine umfassende Palette an Steuerelementen für den Schutz von OT, He-eine umfassende Palette an Steuerelementen für den Schutz von OT, He-
althcare und XIoT Umgebungen. Über 1.000 Organisationen weltweit setzen althcare und XIoT Umgebungen. Über 1.000 Organisationen weltweit setzen 
auf Clarotyauf Claroty
Weitere Informationen finden Sie auf unserer Homepage:Weitere Informationen finden Sie auf unserer Homepage:

Claroty Ltd.Claroty Ltd.
1250 Broadway, Floor 261250 Broadway, Floor 26
New York, NY 10001-3701, USANew York, NY 10001-3701, USA
www.claroty.comwww.claroty.com

Cobalt bietet Cybersicherheit Lösungen Penetrationstests als Service, mit Cobalt bietet Cybersicherheit Lösungen Penetrationstests als Service, mit 
denen Unternehmen ihre Anwendungen, Netzwerke und Infrastrukturen denen Unternehmen ihre Anwendungen, Netzwerke und Infrastrukturen 
auf Schwachstellen prüfen können. Durch die Zusammenarbeit mit einem auf Schwachstellen prüfen können. Durch die Zusammenarbeit mit einem 
Netzwerk von zertifizierten Sicherheitsexperten bietet Cobalt kontinuierli-Netzwerk von zertifizierten Sicherheitsexperten bietet Cobalt kontinuierli-
che Sicherheitsbewertungen.che Sicherheitsbewertungen.

Cobalt Labs, Inc.Cobalt Labs, Inc.
Friedrichstraße 68Friedrichstraße 68
10117 Berlin10117 Berlin
www.cobalt.iowww.cobalt.io

Cohesity vereint Datensicherung, -wiederherstellung und -analyse in einer Cohesity vereint Datensicherung, -wiederherstellung und -analyse in einer 
einheitlichen Plattform. Profitieren Sie von einer vereinfachten Verwaltung, einheitlichen Plattform. Profitieren Sie von einer vereinfachten Verwaltung, 
verbesserter Compliance und proaktivem Schutz vor Ransomware- Angrif-verbesserter Compliance und proaktivem Schutz vor Ransomware- Angrif-
fen. Mit Cohesity optimieren Sie Ihre IT-Infrastruktur und sichern Ihre wert-fen. Mit Cohesity optimieren Sie Ihre IT-Infrastruktur und sichern Ihre wert-
vollen Daten effizient.vollen Daten effizient.

Cohesity Inc.Cohesity Inc.
300 Park Ave, Suite 1700300 Park Ave, Suite 1700
San Jose, California 95110, USASan Jose, California 95110, USA
www.cohesity.comwww.cohesity.com
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Code Blue - Services

Die Code Blue GmbH ist ein Anbieter für Cyber-Krisenmanagement, Busi-Die Code Blue GmbH ist ein Anbieter für Cyber-Krisenmanagement, Busi-
ness Continuity und Incident Response mit Hauptsitz in Frankfurt am Main. ness Continuity und Incident Response mit Hauptsitz in Frankfurt am Main. 
Das Unternehmen unterstützt Organisationen umfassend bei der Präven-Das Unternehmen unterstützt Organisationen umfassend bei der Präven-
tion, Bewältigung von Cyberangriffen und bietet innovative Lösungen, um tion, Bewältigung von Cyberangriffen und bietet innovative Lösungen, um 
die Cyber Resilienz seiner Kunden nachhaltig zu stärken.die Cyber Resilienz seiner Kunden nachhaltig zu stärken.

Code Blue GmbHCode Blue GmbH
Stützeläckerweg 14Stützeläckerweg 14
60489 Frankfurt am Main60489 Frankfurt am Main
https://codebluecyber.de/https://codebluecyber.de/

Condusiv Technologies entwickelt Performance-Optimierungssoftware für Condusiv Technologies entwickelt Performance-Optimierungssoftware für 
physische und virtuelle Umgebungen. Mit Lösungen wie V-locity und Dis-physische und virtuelle Umgebungen. Mit Lösungen wie V-locity und Dis-
keeper hilft Condusiv Unternehmen, die Leistung ihrer Anwendungen und keeper hilft Condusiv Unternehmen, die Leistung ihrer Anwendungen und 
Systeme zu verbessern, indem sie I/O-Engpässe reduziert und Speicherres-Systeme zu verbessern, indem sie I/O-Engpässe reduziert und Speicherres-
sourcen optimiert.sourcen optimiert.

Condusiv TechnologiesCondusiv Technologies
1230 Madera Rd Suite 5-1951230 Madera Rd Suite 5-195
Simi Valley, CA 93065, USASimi Valley, CA 93065, USA
www.condusiv.comwww.condusiv.com

Gegründet von den Urhebern des Open-Source-Projekts Zeek (früher Bro), Gegründet von den Urhebern des Open-Source-Projekts Zeek (früher Bro), 
bringt Corelight langjährige Erfahrung und Expertise in die Branche ein. Die bringt Corelight langjährige Erfahrung und Expertise in die Branche ein. Die 
Hauptprodukte von Corelight, die Sensors und das Corelight AP 3000, bieten Hauptprodukte von Corelight, die Sensors und das Corelight AP 3000, bieten 
detaillierte Einblicke in den Netzwerkverkehr und ermöglichen die Erken-detaillierte Einblicke in den Netzwerkverkehr und ermöglichen die Erken-
nung von Anomalien.nung von Anomalien.

Corelight Inc.Corelight Inc.
548 Market St, PMB 77799548 Market St, PMB 77799
San Francisco, CA 94104-5401, USASan Francisco, CA 94104-5401, USA
www.corelight.comwww.corelight.com
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Cofense - Lösungen

Cofense® stellt weltweit führende Lösungen zur Identifizierung und Be-Cofense® stellt weltweit führende Lösungen zur Identifizierung und Be-
kämpfung von E-Mail-Bedrohungen bereit. In Kombination mit der Cofense kämpfung von E-Mail-Bedrohungen bereit. In Kombination mit der Cofense 
PhishMe® Phishing Detection and Response Plattform (PDR) wird unsere PhishMe® Phishing Detection and Response Plattform (PDR) wird unsere 
Technologie durch ein Netzwerk von mehr als 35 Millionen von Cofense ge-Technologie durch ein Netzwerk von mehr als 35 Millionen von Cofense ge-
schulten Mitarbeitern unterstützt. Unsere Technologie beseitigt Bedrohun-schulten Mitarbeitern unterstützt. Unsere Technologie beseitigt Bedrohun-
gen, die herkömmliche E-Mail-Sicherheitslösungen nicht aufgehalten ha-gen, die herkömmliche E-Mail-Sicherheitslösungen nicht aufgehalten ha-
ben.ben.

Das Phishing-ProblemDas Phishing-Problem
E-Mails stellen heutzutage das größte Einfallstor für Cyberangriffe auf Unter-E-Mails stellen heutzutage das größte Einfallstor für Cyberangriffe auf Unter-
nehmen dar – und die Bedrohung nimmt weiter zu.nehmen dar – und die Bedrohung nimmt weiter zu.
Angreifer setzen zunehmend generative KI ein, um Phishing-Angriffe ge-Angreifer setzen zunehmend generative KI ein, um Phishing-Angriffe ge-
zielter, schneller und in größerem Umfang durchzuführen. Herkömmliche zielter, schneller und in größerem Umfang durchzuführen. Herkömmliche 
Schutzmechanismen wie Secure Email Gateways (SEGs) können mit dieser Schutzmechanismen wie Secure Email Gateways (SEGs) können mit dieser 
Entwicklung nicht Schritt halten – weder in ihrer klassischen noch in einer Entwicklung nicht Schritt halten – weder in ihrer klassischen noch in einer 
KI-unterstützten Version. KI-unterstützten Version. Dies führt zu einer gefährlichen „E-Mail-Sicher-Dies führt zu einer gefährlichen „E-Mail-Sicher-
heitslücke“.Wenn Technologie versagt, sind es nur Menschen, die Phishing heitslücke“.Wenn Technologie versagt, sind es nur Menschen, die Phishing 
E-Mails kontextuell erkennen und darauf reagieren können. E-Mails kontextuell erkennen und darauf reagieren können. 

Alle von Cofense erkannten Phishing-Angriffe wurden von Endnutzern ge-Alle von Cofense erkannten Phishing-Angriffe wurden von Endnutzern ge-
meldet, nachdem sie bereits im Posteingang angekommen waren keine meldet, nachdem sie bereits im Posteingang angekommen waren keine 
dieser Phishing E-Mails wurde durch automatische Sicherheitssysteme ge-dieser Phishing E-Mails wurde durch automatische Sicherheitssysteme ge-
blockt.blockt.
Beispiele über Phishing-Mails die Technologie nicht erkannte und Cofense Beispiele über Phishing-Mails die Technologie nicht erkannte und Cofense 
gestoppt hat.gestoppt hat.

Mit über 15 Jahre Erfahrung hat Cofense einen effektiven Kreislauf entwi-Mit über 15 Jahre Erfahrung hat Cofense einen effektiven Kreislauf entwi-
ckelt, der die Meldungen von Mitarbeitern mit automatisierten SOC-Analy-ckelt, der die Meldungen von Mitarbeitern mit automatisierten SOC-Analy-
sen und Abwehrprozessen kombiniert. Dieser wird zusätzlich durch unsere sen und Abwehrprozessen kombiniert. Dieser wird zusätzlich durch unsere 
einzigartige Bedrohungsintelligenz und unseren Dienstleistungen (Mana-einzigartige Bedrohungsintelligenz und unseren Dienstleistungen (Mana-
ged Service) ergänzt:ged Service) ergänzt:
•	•	 Erstklassige Security Awareness Trainings (SAT) und Phishing Simulatio-Erstklassige Security Awareness Trainings (SAT) und Phishing Simulatio-

nen, basierend auf aktuelle Phishing Angriffe.nen, basierend auf aktuelle Phishing Angriffe.
•	•	 Ein-Klick-Meldung verdächtiger E-Mails für einfaches ReportingEin-Klick-Meldung verdächtiger E-Mails für einfaches Reporting
•	•	 Automatische Analyse und Bekämpfung übersehener Bedrohungen, er-Automatische Analyse und Bekämpfung übersehener Bedrohungen, er-

gänzt durch Expertenprüfung.gänzt durch Expertenprüfung.
•	•	 Umfassende Bedrohungsanalysen und Echtzeit Phishing Intelligenz/Feed Umfassende Bedrohungsanalysen und Echtzeit Phishing Intelligenz/Feed 

von unserem globalen Netzwerk von über 35 Millionen geschulten Mitar-von unserem globalen Netzwerk von über 35 Millionen geschulten Mitar-
beitern.beitern.

Cofense Ltd.Cofense Ltd.
Fora Offices, Room 1.05 - 13 Dirty Lane, Borough Yards, SouthwarkFora Offices, Room 1.05 - 13 Dirty Lane, Borough Yards, Southwark
London, SE1 9PALondon, SE1 9PA
www.cofense.comwww.cofense.com

https://cofense.com/knowledge-center-hub/real-phishing-email-examples
https://cofense.com/knowledge-center-hub/real-phishing-email-examples
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Die CrowdStrike Falcon-Plattform, eine hochentwickelte Cloud-basierte Die CrowdStrike Falcon-Plattform, eine hochentwickelte Cloud-basierte 
Lösung, ermöglicht Unternehmen, ihre IT-Infrastruktur effektiv vor Cyber-Lösung, ermöglicht Unternehmen, ihre IT-Infrastruktur effektiv vor Cyber-
angriffen zu schützen. Durch den Einsatz von künstlicher Intelligenz und angriffen zu schützen. Durch den Einsatz von künstlicher Intelligenz und 
maschinellem Lernen identifiziert und bekämpft Falcon Bedrohungen in maschinellem Lernen identifiziert und bekämpft Falcon Bedrohungen in 
Echtzeit. Echtzeit. 

CrowdStrike Holding, Inc. CrowdStrike Holding, Inc. 
150 Mathilda Pl, Sunnyvale150 Mathilda Pl, Sunnyvale
CA 94086, USACA 94086, USA
www.crowdstrike.comwww.crowdstrike.com

Das Unternehmen hat sich darauf spezialisiert, sensible Daten zu schützen Das Unternehmen hat sich darauf spezialisiert, sensible Daten zu schützen 
und gleichzeitig die Compliance mit verschiedenen Datenschutzbestim-und gleichzeitig die Compliance mit verschiedenen Datenschutzbestim-
mungen zu gewährleisten. Eines der Hauptprodukte von CryptWare ist die mungen zu gewährleisten. Eines der Hauptprodukte von CryptWare ist die 
Festplattenverschlüsselungslösung, die dazu dient, sensible Daten auf Fest-Festplattenverschlüsselungslösung, die dazu dient, sensible Daten auf Fest-
platten zu schützen.platten zu schützen.

CryptWare IT Security GmbH CryptWare IT Security GmbH 
Frankfurter Str. 2 Frankfurter Str. 2 
65549 Limburg a.d. Lahn 65549 Limburg a.d. Lahn 
www.cryptware-it-security.dewww.cryptware-it-security.de

CybelAngel ist ein aufstrebendes Cybersicherheitsunternehmen, das sich CybelAngel ist ein aufstrebendes Cybersicherheitsunternehmen, das sich 
auf die Früherkennung von Datenlecks und digitalen Bedrohungen spezia-auf die Früherkennung von Datenlecks und digitalen Bedrohungen spezia-
lisiert hat. Die CybelAngel-Plattform ermöglicht Unternehmen, proaktiv auf lisiert hat. Die CybelAngel-Plattform ermöglicht Unternehmen, proaktiv auf 
Bedrohungen zu reagieren und ihre Sicherheitsmaßnahmen entsprechend Bedrohungen zu reagieren und ihre Sicherheitsmaßnahmen entsprechend 
anzupassen. anzupassen. 

CybelAngel SAS CybelAngel SAS 
45 Rue de Monceau 45 Rue de Monceau 
75008 Paris, Frankrreich 75008 Paris, Frankrreich 
www.cybelangel.comwww.cybelangel.com

CyberArk ist ein führendes Cybersicherheitsunternehmen, das sich auf Iden-CyberArk ist ein führendes Cybersicherheitsunternehmen, das sich auf Iden-
titätssicherheit spezialisiert hat. Das Unternehmen bietet Lösungen zum titätssicherheit spezialisiert hat. Das Unternehmen bietet Lösungen zum 
Schutz privilegierter Accounts und zur Sicherung von Identitäten in IT-Um-Schutz privilegierter Accounts und zur Sicherung von Identitäten in IT-Um-
gebungen.gebungen.

CyberARKCyberARK
9 Hapsagot St., Park Ofer B9 Hapsagot St., Park Ofer B
Petach-Tikva, 4951040, IsraelPetach-Tikva, 4951040, Israel
www.cyberark.comwww.cyberark.com
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Cyberbit bietet eine umfassende Cybersecurity-Simulationsplattform, die Cyberbit bietet eine umfassende Cybersecurity-Simulationsplattform, die 
sich auf die Schulung von Security Operations Teams spezialisiert. Sie ver-sich auf die Schulung von Security Operations Teams spezialisiert. Sie ver-
bessert Incident Response, Threat Hunting und SOC-Effizienz durch realisti-bessert Incident Response, Threat Hunting und SOC-Effizienz durch realisti-
sche, praxisnahe Cyberangriffsübungen und Automatisierungstools.sche, praxisnahe Cyberangriffsübungen und Automatisierungstools.

CyberbitCyberbit
44 Merrimac Street44 Merrimac Street
Newburyport, MA 01950,USANewburyport, MA 01950,USA
www.cyberbit.comwww.cyberbit.com

C-E

Ihr Ansprechpartner bei Infraforce:

Frau Aleksandra Glock
Telefon: 0641 948490 -49
E-Mail: aleksandra.dudek-glock@infraforce.de

Erleben Sie den Schutz der nächsten Generation mit Cybeready, Ihrer Lö-Erleben Sie den Schutz der nächsten Generation mit Cybeready, Ihrer Lö-
sung für umfassende Cybersicherheit. Das Plattform ist intuitiv, anpassungs-sung für umfassende Cybersicherheit. Das Plattform ist intuitiv, anpassungs-
fähig und beständig, und sie wurde entwickelt, um Ihre digitale Infrastruktur fähig und beständig, und sie wurde entwickelt, um Ihre digitale Infrastruktur 
zu schützen und das Cybersicherheitswissen Ihrer Mitarbeiter zu erweitern.zu schützen und das Cybersicherheitswissen Ihrer Mitarbeiter zu erweitern.

Cybeready Learning Solution LtdCybeready Learning Solution Ltd
3000 Scott Blvd, STE 1073000 Scott Blvd, STE 107
Santa Clara, CA 95054, USASanta Clara, CA 95054, USA
www.cybeready.comwww.cybeready.com
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Cybereason ist führender Anbieter von Cyber-Sicherheitslösungen, um An-Cybereason ist führender Anbieter von Cyber-Sicherheitslösungen, um An-
griffe am Endpunkt, in der Cloud und im gesamten Unternehmens-Ökosys-griffe am Endpunkt, in der Cloud und im gesamten Unternehmens-Ökosys-
tem zu verhindern. Die KI-gesteuerte Cybereason XDR-Plattform bietet Da-tem zu verhindern. Die KI-gesteuerte Cybereason XDR-Plattform bietet Da-
tenerfassung im globalen Maßstab, betriebsorientierte MalOp™-Erkennung tenerfassung im globalen Maßstab, betriebsorientierte MalOp™-Erkennung 
und vorausschauende Gegenmaßnahmen.und vorausschauende Gegenmaßnahmen.

Cybereason Inc.Cybereason Inc.
c/o Regus, Theresienhöhe 28c/o Regus, Theresienhöhe 28
80339 München80339 München
www.cybereason.comwww.cybereason.com

CyCognito

CyCognito ist Marktführer im External Attack Surface Management. Die CyCognito ist Marktführer im External Attack Surface Management. Die 
Plattform identifiziert und bewertet internetzugängliche Assets kontinu-Plattform identifiziert und bewertet internetzugängliche Assets kontinu-
ierlich, priorisiert Risiken und unterstützt Unternehmen jeder Größe dabei, ierlich, priorisiert Risiken und unterstützt Unternehmen jeder Größe dabei, 
ihre externe Angriffsfläche effektiv zu minimieren. ihre externe Angriffsfläche effektiv zu minimieren. 

CyCognito LtdCyCognito Ltd
Makberry House, Schrubbs Hill LaneMakberry House, Schrubbs Hill Lane
Sunningdale, Berkshire, SL6 0LD, UKSunningdale, Berkshire, SL6 0LD, UK
www.cycognito.comwww.cycognito.com

Mirion Technologies

Cynet ist ein Cybersicherheitsunternehmen, das 2015 gegründet wurde und Cynet ist ein Cybersicherheitsunternehmen, das 2015 gegründet wurde und 
seinen Hauptsitz in Boston, USA, hat. Es bietet mit der Plattform Cynet 360 seinen Hauptsitz in Boston, USA, hat. Es bietet mit der Plattform Cynet 360 
AutoXDR™ eine umfassende Sicherheitslösung, die Endpunkt-, Netzwerk- AutoXDR™ eine umfassende Sicherheitslösung, die Endpunkt-, Netzwerk- 
und Benutzerschutz integriert. Die Plattform nutzt maschinelles Lernen und und Benutzerschutz integriert. Die Plattform nutzt maschinelles Lernen und 
Automatisierung, um Bedrohungen zu erkennen und darauf zu reagieren.Automatisierung, um Bedrohungen zu erkennen und darauf zu reagieren.

CyNetCyNet
100 Summer St.100 Summer St.
Boston, MA 02110, USABoston, MA 02110, USA
www.cynet.comwww.cynet.com
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Ihre fortschrittliche, cloud-basierte CYREBRO-Plattform ermöglicht Unter-Ihre fortschrittliche, cloud-basierte CYREBRO-Plattform ermöglicht Unter-
nehmen, ihre IT-Infrastruktur und Daten effektiv zu überwachen und vor Cy-nehmen, ihre IT-Infrastruktur und Daten effektiv zu überwachen und vor Cy-
berangriffen zu schützen. Die CYREBRO-Plattform bietet EchtzeitÜberwa-berangriffen zu schützen. Die CYREBRO-Plattform bietet EchtzeitÜberwa-
chung, Bedrohungserkennung und Reaktion auf Sicherheitsvorfälle.chung, Bedrohungserkennung und Reaktion auf Sicherheitsvorfälle.

CyrebroCyrebro
52, Menachem Begin StreetTel Aviv-Yafo52, Menachem Begin StreetTel Aviv-Yafo
6713702, Israel6713702, Israel
www.cyrebro.iowww.cyrebro.io

daccord ist IAM made in Germany. Das anwendungsorientierte Baukasten-daccord ist IAM made in Germany. Das anwendungsorientierte Baukasten-
system lässt sich sukzessive erweitern - von der einfachen Auswertung und system lässt sich sukzessive erweitern - von der einfachen Auswertung und 
Kontrolle von Zugriffsberechtigungen bis hin zu einem vollumfängliches Kontrolle von Zugriffsberechtigungen bis hin zu einem vollumfängliches 
IAM-System mit automatisierten Workflows. Bei Bedarf auch inklusive Ac-IAM-System mit automatisierten Workflows. Bei Bedarf auch inklusive Ac-
cess Governance, um für IT-Audits auf der sicheren Seite zu sein. cess Governance, um für IT-Audits auf der sicheren Seite zu sein. 

G+H Systems GmbH G+H Systems GmbH 
Ludwigstraße 8 Ludwigstraße 8 
63067 Offenbach am Main 63067 Offenbach am Main 
www.daccord.dewww.daccord.de

Darktrace ist ein führender Anbieter von Cybersicherheitslösungen, der auf Darktrace ist ein führender Anbieter von Cybersicherheitslösungen, der auf 
künstlicher Intelligenz basiert. Das Unternehmen bietet innovative Techno-künstlicher Intelligenz basiert. Das Unternehmen bietet innovative Techno-
logien zur Erkennung und Abwehr von Bedrohungen in Echtzeit an, um logien zur Erkennung und Abwehr von Bedrohungen in Echtzeit an, um 
Netzwerke, Cloud-Umgebungen und IoT-Systeme vor Cyberangriffen zu Netzwerke, Cloud-Umgebungen und IoT-Systeme vor Cyberangriffen zu 
schützen.schützen.

Darktrace Holdings LimitedDarktrace Holdings Limited
Sonnenstraße 15Sonnenstraße 15
80331 München80331 München
www.darktrace.comwww.darktrace.com

DataCore bietet Software-definierte Speicherlösungen, die Unternehmen DataCore bietet Software-definierte Speicherlösungen, die Unternehmen 
helfen, Daten effizienter zu verwalten, zu speichern und zu schützen. Ihre helfen, Daten effizienter zu verwalten, zu speichern und zu schützen. Ihre 
Plattform optimiert Speicherressourcen, verbessert Performance und Ver-Plattform optimiert Speicherressourcen, verbessert Performance und Ver-
fügbarkeit und unterstützt hybride sowie Multi-Cloud-Infrastrukturen.fügbarkeit und unterstützt hybride sowie Multi-Cloud-Infrastrukturen.

DataCore Software GmbHDataCore Software GmbH
Luise-Ullrich-Str. 14Luise-Ullrich-Str. 14
80636 München80636 München
www.datacore.com/de/www.datacore.com/de/
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Deep Instinct, ist ein innovatives Cybersicherheitsunternehmen, das Pionier-Deep Instinct, ist ein innovatives Cybersicherheitsunternehmen, das Pionier-
arbeit im Bereich der KI-gestützten, präventiven Sicherheit leistet. Durch die arbeit im Bereich der KI-gestützten, präventiven Sicherheit leistet. Durch die 
Kombination von menschlicher Expertise und künstlicher Intelligenz hat Kombination von menschlicher Expertise und künstlicher Intelligenz hat 
Deep Instinct eine wegweisende Deep Learning-Plattform entwickelt, um Deep Instinct eine wegweisende Deep Learning-Plattform entwickelt, um 
Unternehmen proaktiv vor Cyberangriffen zu schützen.Unternehmen proaktiv vor Cyberangriffen zu schützen.

Deep Instinct GmbHDeep Instinct GmbH
Theodor-Stern-Kai 1Theodor-Stern-Kai 1
60596 Frankfurt am Main60596 Frankfurt am Main
www.deepinstinct.comwww.deepinstinct.com

Delinea, ein führender Anbieter im Bereich Privileged Access Management, Delinea, ein führender Anbieter im Bereich Privileged Access Management, 
unterscheidet sich durch eine umfassende Plattform, die privilegiertes Zu-unterscheidet sich durch eine umfassende Plattform, die privilegiertes Zu-
griffsmanagement und Identitätssicherheit vereint. Die Lösung bietet nah-griffsmanagement und Identitätssicherheit vereint. Die Lösung bietet nah-
tose Integration, Automatisierung von Sicherheitsprozessen, Skalierbarkeit tose Integration, Automatisierung von Sicherheitsprozessen, Skalierbarkeit 
und Flexibilität für Unternehmen.und Flexibilität für Unternehmen.

Delinea Inc.Delinea Inc.
Bogenhausen, Einsteinstraße 174Bogenhausen, Einsteinstraße 174
81677 München81677 München
www.delinea.comwww.delinea.com

Cybererpressung? Wir verhandeln – professionell, vertraulich, erfolgreich. Cybererpressung? Wir verhandeln – professionell, vertraulich, erfolgreich. 
Ex-Geiselverhandler betreuen die nicht-technischen Aspekte, reduzieren Ex-Geiselverhandler betreuen die nicht-technischen Aspekte, reduzieren 
Forderungen massiv. 24/7-Hotline, sichere Krypto-Zahlung, Krisenmanage-Forderungen massiv. 24/7-Hotline, sichere Krypto-Zahlung, Krisenmanage-
ment & Vorsorge.ment & Vorsorge.
Delta – weil Erfahrung aus Geisellagen Leben und Millionen rettet. Delta – weil Erfahrung aus Geisellagen Leben und Millionen rettet.   

Delta Crisis Management AGDelta Crisis Management AG
Birkenstrasse 47Birkenstrasse 47
CH-6343 Rotkreuz, SwitzerlandCH-6343 Rotkreuz, Switzerland
www.deltacrisis.comwww.deltacrisis.com

Die Sicherheitsmaßnahmen von Docusign umfassen hochmoderne Ver-Die Sicherheitsmaßnahmen von Docusign umfassen hochmoderne Ver-
chlüsselungstechnologien, Zugriffskontrollen und eine sichere Infrastruk-chlüsselungstechnologien, Zugriffskontrollen und eine sichere Infrastruk-
tur, um die Vertraulichkeit, Integrität und Verfügbarkeit der elektronischen tur, um die Vertraulichkeit, Integrität und Verfügbarkeit der elektronischen 
Transaktionen und Daten zu gewährleisten. Mit der Cybersicherheitslösung Transaktionen und Daten zu gewährleisten. Mit der Cybersicherheitslösung 
von Docusign können Unternehmenvertrauliche Datenschützen.von Docusign können Unternehmenvertrauliche Datenschützen.

Docusign Inc.Docusign Inc.
Maximiliansplatz 22Maximiliansplatz 22
80333 München80333 München
www.docusign.dewww.docusign.de
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DriveLock bietet eine fortschrittliche Cybersicherheitslösung mit speziellen DriveLock bietet eine fortschrittliche Cybersicherheitslösung mit speziellen 
Funktionen zur Erkennung von Bedrohungen. DriveLock nutzt KIgestützte Funktionen zur Erkennung von Bedrohungen. DriveLock nutzt KIgestützte 
Verhaltensanalyse, Echtzeit-Überwachung und Threat Intelligence, um ver-Verhaltensanalyse, Echtzeit-Überwachung und Threat Intelligence, um ver-
dächtige Aktivitäten zu identifizieren. Zudem beinhaltet sie Sandbox-Ana-dächtige Aktivitäten zu identifizieren. Zudem beinhaltet sie Sandbox-Ana-
lyse und automatisierte Reaktionsmechanismen. lyse und automatisierte Reaktionsmechanismen. 

DriveLockSEDriveLockSE
Landsberger Str. 196Landsberger Str. 196
81241 München81241 München
www.drivelock.comwww.drivelock.com

Eclypsium ist ein US-amerikanisches Cybersicherheitsunternehmen, das Eclypsium ist ein US-amerikanisches Cybersicherheitsunternehmen, das 
sich auf den Schutz von Firmware und Hardware in Unternehmensinfra-sich auf den Schutz von Firmware und Hardware in Unternehmensinfra-
strukturen spezialisiert hat. Die Plattform des Unternehmens identifiziert, strukturen spezialisiert hat. Die Plattform des Unternehmens identifiziert, 
überprüft und stärkt die Integrität von Software, Firmware und Hardware, überprüft und stärkt die Integrität von Software, Firmware und Hardware, 
um Risiken in der Lieferkette zu minimieren.um Risiken in der Lieferkette zu minimieren.

EclypsiumEclypsium
919 Southwest Taylor Street, Suite 300,919 Southwest Taylor Street, Suite 300,
OR 97205, Portland, USAOR 97205, Portland, USA
www.eclypsium.comwww.eclypsium.com

Die Plattform von Dracoon ist so konzipiert, dass sie sowohl die Sicherheit Die Plattform von Dracoon ist so konzipiert, dass sie sowohl die Sicherheit 
als auch die Benutzerfreundlichkeit maximiert. Sie bietet eine sichere Um-als auch die Benutzerfreundlichkeit maximiert. Sie bietet eine sichere Um-
gebung für das Speichern und Teilen von Dateien, mit Funktionen wie Ende-gebung für das Speichern und Teilen von Dateien, mit Funktionen wie Ende-
zu-Ende-Verschlüsselung, um sicherzustellen, dass nur autorisierte Benutzer zu-Ende-Verschlüsselung, um sicherzustellen, dass nur autorisierte Benutzer 
Zugang zu den Daten haben.Zugang zu den Daten haben.

Dracoon GmbHDracoon GmbH
Galgenbergstraße 2aGalgenbergstraße 2a
93053 Regensburg93053 Regensburg
www.dracoon.comwww.dracoon.com

Engity GmbH bietet umfassende Lösungen im Bereich Identity and Access Engity GmbH bietet umfassende Lösungen im Bereich Identity and Access 
Management, die den höchsten Standards für Datenschutz und -sicherheit Management, die den höchsten Standards für Datenschutz und -sicherheit 
entsprechen. Ihre cloudbasierte IAM-Plattform ermöglicht sichere Authen-entsprechen. Ihre cloudbasierte IAM-Plattform ermöglicht sichere Authen-
tifizierung und Autorisierung, unterstützt durch kontinuierliche Weiterent-tifizierung und Autorisierung, unterstützt durch kontinuierliche Weiterent-
wicklung und Anpassungsfähigkeit an gesetzliche Anforderungen.wicklung und Anpassungsfähigkeit an gesetzliche Anforderungen.

Engity GmbHEngity GmbH
Maximilianstraße 35aMaximilianstraße 35a
80539 München80539 München
www.engity.comwww.engity.com
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ESET HQ -  Bratislava

ESET ist ein europäisches Unternehmen mit Hauptsitz in Bratislava (Slowa-ESET ist ein europäisches Unternehmen mit Hauptsitz in Bratislava (Slowa-
kei). Seit 1987 entwickelt ESET vielfach ausgezeichnete IT-Sicherheits-Soft-kei). Seit 1987 entwickelt ESET vielfach ausgezeichnete IT-Sicherheits-Soft-
ware, die alle gängigen Betriebssysteme abdeckt und weltweit bei über 110 ware, die alle gängigen Betriebssysteme abdeckt und weltweit bei über 110 
Millionen Nutzern und 400.000 Organisationen im Einsatz ist.Millionen Nutzern und 400.000 Organisationen im Einsatz ist.

ESET Deutschland GmbHESET Deutschland GmbH
Spitzweidenweg 32Spitzweidenweg 32
07743 Jena07743 Jena
www.eset.comwww.eset.com

Die Angebote von Entrust umfassen Verschlüsselungslösungen, Zwei-Fak-Die Angebote von Entrust umfassen Verschlüsselungslösungen, Zwei-Fak-
tor-Authentifizierung, Zertifikatsverwaltung und Public Key Infrastructure tor-Authentifizierung, Zertifikatsverwaltung und Public Key Infrastructure 
(PKI). Durch den Einsatz dieser Technologien können Unternehmen ihre (PKI). Durch den Einsatz dieser Technologien können Unternehmen ihre 
Daten und Kommunikation schützen, Compliance-Anforderungen er-füllen Daten und Kommunikation schützen, Compliance-Anforderungen er-füllen 
und das Vertrauen ihrer Kunden stärken. und das Vertrauen ihrer Kunden stärken. 

Entrust CorporationEntrust Corporation
Lütticher Straße 132Lütticher Straße 132
40547 Düssendorf40547 Düssendorf
www.entrust.comwww.entrust.com

Exabeam ist eine AI-basierte Sicherheitsoperations-Plattform, die SIEM und Exabeam ist eine AI-basierte Sicherheitsoperations-Plattform, die SIEM und 
UEBA einsetzt. Unsere Cybersicherheitslösung erkennt Bedrohungen präzi-UEBA einsetzt. Unsere Cybersicherheitslösung erkennt Bedrohungen präzi-
se, reduziert Risiken und automatisiert Sicherheitsprozesse. Weitere Details se, reduziert Risiken und automatisiert Sicherheitsprozesse. Weitere Details 
auf unserer Homepage.auf unserer Homepage.

ExabeamExabeam
1051 E. Hillsdale Blvd. 4th Floor1051 E. Hillsdale Blvd. 4th Floor
Foster City, CA 94404, USAFoster City, CA 94404, USA
www.exabeam.comwww.exabeam.com
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E-H

Ihr Ansprechpartner bei Infraforce:

Frau Aleksandra Glock
Telefon: 0641 948490 -49
E-Mail: aleksandra.dudek-glock@infraforce.de

Exterro ist ein Unternehmen an der Spitze des rechtlichen GRC (Governan-Exterro ist ein Unternehmen an der Spitze des rechtlichen GRC (Governan-
ce, Risk Management und Compliance) Sektors, das darauf abzielt, Orga-ce, Risk Management und Compliance) Sektors, das darauf abzielt, Orga-
nisationen durch fortschrittliche Softwarelösungen in den Bereichen E-Dis-nisationen durch fortschrittliche Softwarelösungen in den Bereichen E-Dis-
covery, Datenschutz, digitale Forensik, Compliance und Risikomanagement covery, Datenschutz, digitale Forensik, Compliance und Risikomanagement 
zu unterstützen.zu unterstützen.

Exterro Inc.Exterro Inc.
Taunustor 1Taunustor 1
60310 Frankfurt am Main60310 Frankfurt am Main
www.exterro.comwww.exterro.com

Dank ihrer flexiblen Skalierbarkeit passt sich ExaGrid den wachsenden An-Dank ihrer flexiblen Skalierbarkeit passt sich ExaGrid den wachsenden An-
forderungen von Unternehmen an, indem sie zusätzliche Speicherkapazität-forderungen von Unternehmen an, indem sie zusätzliche Speicherkapazität-
hinzufügen, wenn sie benötigt wird. Dies ermöglicht es Unternehmen, ihre hinzufügen, wenn sie benötigt wird. Dies ermöglicht es Unternehmen, ihre 
Backup-Infrastruktur entsprechend ihrem Datenwachstum anzupassen. Backup-Infrastruktur entsprechend ihrem Datenwachstum anzupassen. 

Exagrid Systems Inc.Exagrid Systems Inc.
100 Campus Drive100 Campus Drive
Marlborough, MA 01752, USAMarlborough, MA 01752, USA
www.exagrid.comwww.exagrid.com
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Job Kuijpers- CEO & Gründer

Eye Security – Cyberschutz für den Mittelstand, ganzheitlich gedacht.Eye Security – Cyberschutz für den Mittelstand, ganzheitlich gedacht.
  
Eye Security kombiniert modernste Technologie mit praxisnaher Expertise Eye Security kombiniert modernste Technologie mit praxisnaher Expertise 
und schützt mittelständische Unternehmen vor digitalen Bedrohungen. Die und schützt mittelständische Unternehmen vor digitalen Bedrohungen. Die 
Plattform erkennt Schwachstellen frühzeitig, überwacht kontinuierlich Ihre Plattform erkennt Schwachstellen frühzeitig, überwacht kontinuierlich Ihre 
IT-Umgebung und reagiert in Echtzeit auf Angriffe. Ein erfahrenes Security IT-Umgebung und reagiert in Echtzeit auf Angriffe. Ein erfahrenes Security 
Operations Center (SOC) sorgt für 24/7-Schutz – ganz ohne komplizierte Um-Operations Center (SOC) sorgt für 24/7-Schutz – ganz ohne komplizierte Um-
stellungen in Ihrer IT. Mit transparenten Kosten, einfacher Integration und stellungen in Ihrer IT. Mit transparenten Kosten, einfacher Integration und 
individueller Betreuung ist Eye Security der ideale Partner für alle, die Cyber-individueller Betreuung ist Eye Security der ideale Partner für alle, die Cyber-
sicherheit unkompliziert und wirkungsvoll umsetzen wollen.sicherheit unkompliziert und wirkungsvoll umsetzen wollen.

Aktiver Schutz statt reaktive Maßnahmen.Aktiver Schutz statt reaktive Maßnahmen.
  
Eye Security sorgt dafür, dass Sicherheitslücken gar nicht erst zum Risiko Eye Security sorgt dafür, dass Sicherheitslücken gar nicht erst zum Risiko 
werden. Mit Echtzeit-Monitoring, kontinuierlichem Schwachstellenmanage-werden. Mit Echtzeit-Monitoring, kontinuierlichem Schwachstellenmanage-
ment und gezieltem Mitarbeiterschutz durch Awareness-Trainings schützt ment und gezieltem Mitarbeiterschutz durch Awareness-Trainings schützt 
Eye nicht nur Ihre IT, sondern auch Ihre Betriebsfähigkeit und Reputation – Eye nicht nur Ihre IT, sondern auch Ihre Betriebsfähigkeit und Reputation – 
einfach, sicher und effektiv.einfach, sicher und effektiv.

Mehrwert über Technologie hinaus.Mehrwert über Technologie hinaus.
  
Eye Security bietet nicht nur technische Lösungen, sondern begleitet Unter-Eye Security bietet nicht nur technische Lösungen, sondern begleitet Unter-
nehmen auch bei Cyber-Versicherungen, regulatorischen Anforderungen nehmen auch bei Cyber-Versicherungen, regulatorischen Anforderungen 
und im Ernstfall mit sofortiger Incident Response. Das Team aus ehemaligen und im Ernstfall mit sofortiger Incident Response. Das Team aus ehemaligen 
Geheimdienstmitarbeitern, Cyber-Profis und Versicherungsexperten ent-Geheimdienstmitarbeitern, Cyber-Profis und Versicherungsexperten ent-
wickelt eine Sicherheitsstrategie, die exakt zu Ihrem Unternehmen passt – wickelt eine Sicherheitsstrategie, die exakt zu Ihrem Unternehmen passt – 
maßgeschneidert, skalierbar und verständlich.maßgeschneidert, skalierbar und verständlich.

Eye Security GmbHEye Security GmbH
Franz-Haniel-Platz 1Franz-Haniel-Platz 1
7119 Duisburg7119 Duisburg
www.eye.security/de/www.eye.security/de/

SERVICES

Managed XDR Risk 
Intelligence

Cyber Risk 
Assessment

Threat 
Intelligence

Schwachstellen suchen

Incident 
Response

4 x 4 Stunden direkter
Support inkludiert

24/7 Security    
Operation Center

Endpunkt Überwachung

Cloud Überwachung

Attack Surface
Management

Risiko Scoring

Individuelle
Empfehlungen

Konsultation

Reports

Expert Cyber Review

Awareness

Regelmäßige Phishing
Simulation

Training 

Report zur Phishing
Simulation

Cyber 
Insurance

Restrisiko mit einer
passenden Versicherung
abdecken.
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F5 Networks arbeitet eng mit Unternehmen, Service-Providern und Cloud- F5 Networks arbeitet eng mit Unternehmen, Service-Providern und Cloud- 
Anbietern zusammen, um maßgeschneiderte Lösungen für die spezifischen Anbietern zusammen, um maßgeschneiderte Lösungen für die spezifischen 
Anforderungen ihrer Kunden zu entwickeln. Insgesamt spielt F5 eine ent-Anforderungen ihrer Kunden zu entwickeln. Insgesamt spielt F5 eine ent-
cheidende Rolle in der Gewährleistung der Sicherheit und Leistung von An-cheidende Rolle in der Gewährleistung der Sicherheit und Leistung von An-
wendungen in modernen Netzwerkinfrastrukturen.wendungen in modernen Netzwerkinfrastrukturen.

F5 Inc.F5 Inc.
5th floor, Lehrer Wirth-Strasse 25th floor, Lehrer Wirth-Strasse 2
81829 München81829 München
www.f5.comwww.f5.com

FileWave ist eine plattformübergreifende Endpoint-Management-Lösung FileWave ist eine plattformübergreifende Endpoint-Management-Lösung 
für Unternehmen, Behörden und Bildungseinrichtungen. Sie unterstützt für Unternehmen, Behörden und Bildungseinrichtungen. Sie unterstützt 
Windows, macOS, iOS, iPadOS, Android und ChromeOS – verfügbar in der Windows, macOS, iOS, iPadOS, Android und ChromeOS – verfügbar in der 
Cloud oder On-Premises – mit Funktionen für Softwareverteilung, Inventari-Cloud oder On-Premises – mit Funktionen für Softwareverteilung, Inventari-
sierung und Sicherheit.sierung und Sicherheit.

FileWave Deutschland GmbHFileWave Deutschland GmbH
Cantadorstraße 3Cantadorstraße 3
40211 Düsseldorf40211 Düsseldorf
www.filewave.com/de/www.filewave.com/de/

Forcepoint ist ein US-amerikanisches Cybersicherheitsunternehmen mit Forcepoint ist ein US-amerikanisches Cybersicherheitsunternehmen mit 
Hauptsitz in Austin, Texas. Es bietet Lösungen zum Schutz von Daten, Netz-Hauptsitz in Austin, Texas. Es bietet Lösungen zum Schutz von Daten, Netz-
werken und Benutzern, einschließlich Data Loss Prevention (DLP), Cloud Ac-werken und Benutzern, einschließlich Data Loss Prevention (DLP), Cloud Ac-
cess Security Broker (CASB) und Next-Generation Firewalls. cess Security Broker (CASB) und Next-Generation Firewalls. 

ForcepointForcepoint
10900-A Stonelake Blvd., Quarry Qaks 1,10900-A Stonelake Blvd., Quarry Qaks 1,
Suite 350, Austin, TX78759, USASuite 350, Austin, TX78759, USA
www.forcepoint.comwww.forcepoint.com

Flexera setzt seine Lösungen ein, darunter Flexera One für IT-Asset- und Flexera setzt seine Lösungen ein, darunter Flexera One für IT-Asset- und 
Cloud-Management und den Software Vulnerability Manager zur Identifizie-Cloud-Management und den Software Vulnerability Manager zur Identifizie-
ung und Priorisierung von Sicherheitslücken. Durch den Einsatz ihrer eige-ung und Priorisierung von Sicherheitslücken. Durch den Einsatz ihrer eige-
nen Technologien kann Flexera Sicherheitsrisiken minimieren und Compli-nen Technologien kann Flexera Sicherheitsrisiken minimieren und Compli-
ance-Anforderungen erfüllen.ance-Anforderungen erfüllen.

Flexera Software LLCFlexera Software LLC
Hahnenkamp 1Hahnenkamp 1
22765 Hamburg22765 Hamburg
www.flexera.dewww.flexera.de
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Das einzige Cybersicherheitsunternehmen, das alle Geräte (IT, IoT, IoMT, OT) Das einzige Cybersicherheitsunternehmen, das alle Geräte (IT, IoT, IoMT, OT) 
kontinuierlich identifiziert, schützt und Risiken analysiert. Führender An-kontinuierlich identifiziert, schützt und Risiken analysiert. Führender An-
bieter für automatisierte Cybersicherheit mit umfassender Geräteüberwa-bieter für automatisierte Cybersicherheit mit umfassender Geräteüberwa-
chung und kontinuierlicher Risikoanalyse des gesamten digitalen Bereichs chung und kontinuierlicher Risikoanalyse des gesamten digitalen Bereichs 
Ihres Unternehmens.Ihres Unternehmens.

ForeScout Technologies Inc.ForeScout Technologies Inc.
John F Kennedylaan 2John F Kennedylaan 2
5612 AB Eindhoven, Niederlande 5612 AB Eindhoven, Niederlande 
www.forescout.comwww.forescout.com

Fortinet

Fortinet ist eine treibende Kraft bei der Entwicklung von Cybersecurity und Fortinet ist eine treibende Kraft bei der Entwicklung von Cybersecurity und 
der Konvergenz von Netzwerk- und Sicherheitstechnologie. Mit dem größ-der Konvergenz von Netzwerk- und Sicherheitstechnologie. Mit dem größ-
ten integrierten Portfolio von über 50 Produkten der Enterprise-Klasse bietet ten integrierten Portfolio von über 50 Produkten der Enterprise-Klasse bietet 
Fortinet Cybersecurity, wo immer Unternehmen sie brauchen. Fortinet Cybersecurity, wo immer Unternehmen sie brauchen. 

Fortinet GmbHFortinet GmbH
Feldbergstr. 35Feldbergstr. 35
60323 Frankfurt am Main60323 Frankfurt am Main
www.fortinet.comwww.fortinet.com

Fortra schützt Netzwerke vor Cyberangriffen und unerwünschten Zugriffen Fortra schützt Netzwerke vor Cyberangriffen und unerwünschten Zugriffen 
durch Geräteerkennung, Netzwerkzugriffskontrolle (NAC), kontinuierliches durch Geräteerkennung, Netzwerkzugriffskontrolle (NAC), kontinuierliches 
Monitoring und automatisierte Reaktionen. Die Plattform ermöglicht granu-Monitoring und automatisierte Reaktionen. Die Plattform ermöglicht granu-
lare Zugriffsrichtlinien für Geräte, überwacht Anomalien, isoliert verdächtige lare Zugriffsrichtlinien für Geräte, überwacht Anomalien, isoliert verdächtige 
Geräte und integriert sich mit anderen Sicherheitslösungen.Geräte und integriert sich mit anderen Sicherheitslösungen.

Fortra LLCFortra LLC
358 Planta 12, Avenida Meridiana358 Planta 12, Avenida Meridiana
08030 Barcelona, Spanien08030 Barcelona, Spanien
www.fortra.comwww.fortra.com
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F-Secure engagiert sich dafür, Unternehmen bei der Stärkung ihrer Si-F-Secure engagiert sich dafür, Unternehmen bei der Stärkung ihrer Si-
cherheitslage zu unterstützen und ein vertrauenswürdiges Umfeld für den cherheitslage zu unterstützen und ein vertrauenswürdiges Umfeld für den 
Schutz ihrer wertvollen digitalen Assets zu schaffen. Die Durchführung von Schutz ihrer wertvollen digitalen Assets zu schaffen. Die Durchführung von 
Sicherheitsüberprüfungen, wie Penetrationstests und Schwachstellenbe-Sicherheitsüberprüfungen, wie Penetrationstests und Schwachstellenbe-
wertungen, um Schwachstellen proaktiv zeitnah zu beheben.wertungen, um Schwachstellen proaktiv zeitnah zu beheben.

F-Secure CorporationF-Secure Corporation
Mühldorfstrasse 8Mühldorfstrasse 8
81671 München81671 München
www.f-secure.comwww.f-secure.com

GData HQ - Deutschland

Die G DATA CyberDefense AG ist ein führendes deutsches Unternehmen im Die G DATA CyberDefense AG ist ein führendes deutsches Unternehmen im 
Bereich IT-Sicherheit. Das Portfolio des Bochumer Unternehmens reicht von Bereich IT-Sicherheit. Das Portfolio des Bochumer Unternehmens reicht von 
Managed eXtended Detection and Response (MXDR) über Security Awaren-Managed eXtended Detection and Response (MXDR) über Security Awaren-
ess Trainings bis hin zu Security-Dienstleistungeness Trainings bis hin zu Security-Dienstleistungen

G Data Cyber Defense AGG Data Cyber Defense AG
Königsallee 178a Königsallee 178a 
44799 Bochum  44799 Bochum  
www.gdata.dewww.gdata.de

Mit ihrer langjährigen Expertise und ihrem Fokus auf Cybersecurity ermög-Mit ihrer langjährigen Expertise und ihrem Fokus auf Cybersecurity ermög-
licht Genua Unternehmen, ihre IT-Infrastruktur abzusichern, sensible Daten licht Genua Unternehmen, ihre IT-Infrastruktur abzusichern, sensible Daten 
zu schützen und Compliance-Anforderungen zu erfüllen. Durch ihre zuver-zu schützen und Compliance-Anforderungen zu erfüllen. Durch ihre zuver-
lässigen Lösungen und ihren erstklassigen Kundenservice hat sich Genua als lässigen Lösungen und ihren erstklassigen Kundenservice hat sich Genua als 
vertrauenswürdiger Partner in der IT-Sicherheit etabliert.vertrauenswürdiger Partner in der IT-Sicherheit etabliert.

Genua GmbHGenua GmbH
Domagkstraße 7Domagkstraße 7
85551 Kirchheim bei München85551 Kirchheim bei München
www.genua.dewww.genua.de
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Google Cloud bietet eine breite Palette von Diensten, die durch die Integ-Google Cloud bietet eine breite Palette von Diensten, die durch die Integ-
ration von Mandiant, einem Spezialisten für Cybersicherheit, erweitert wird. ration von Mandiant, einem Spezialisten für Cybersicherheit, erweitert wird. 
Diese Zusammenarbeit stärkt die Sicherheitslösungen erheblich, indem sie Diese Zusammenarbeit stärkt die Sicherheitslösungen erheblich, indem sie 
Mandiants Expertise in Bedrohungserkennung und Incident Response mit Mandiants Expertise in Bedrohungserkennung und Incident Response mit 
den Sicherheitsfunktionen von Google Cloud vereint.den Sicherheitsfunktionen von Google Cloud vereint.

Google LLCGoogle LLC
1600 Amphitheatre Parkway,1600 Amphitheatre Parkway,
Mountain View, CA 94043, USAMountain View, CA 94043, USA
www.google.dewww.google.de

Proaktive IT-Sicherheit aus Deutschland: Mit über 200.000 Schwachstellen-Proaktive IT-Sicherheit aus Deutschland: Mit über 200.000 Schwachstellen-
tests scannt OPENVAS automatisiert die IT-Landschaft von Organisationen tests scannt OPENVAS automatisiert die IT-Landschaft von Organisationen 
jeder Art und Größenordnung. Dabei werden Risiken in Echtzeit bewertet jeder Art und Größenordnung. Dabei werden Risiken in Echtzeit bewertet 
und präzise Handlungsempfehlungen geliefert. Das Ergebnis ist ein intelli-und präzise Handlungsempfehlungen geliefert. Das Ergebnis ist ein intelli-
gentes Risikomanagement, das Bedrohungen einen Schritt voraus ist.gentes Risikomanagement, das Bedrohungen einen Schritt voraus ist.

Greenbone AGGreenbone AG
Neumarkt 12Neumarkt 12
49074 Osnabrück49074 Osnabrück
www.greenbone.netwww.greenbone.net

GreatHorn ist ein US-amerikanisches Cybersicherheitsunternehmen, das GreatHorn ist ein US-amerikanisches Cybersicherheitsunternehmen, das 
sich auf cloud-native E-Mail-Sicherheitslösungen spezialisiert hat. Die Platt-sich auf cloud-native E-Mail-Sicherheitslösungen spezialisiert hat. Die Platt-
form schützt Unternehmen vor Phishing, Social-Engineering-Angriffen und form schützt Unternehmen vor Phishing, Social-Engineering-Angriffen und 
Zero-Day-Bedrohungen in Microsoft 365 und Google Workspace.Zero-Day-Bedrohungen in Microsoft 365 und Google Workspace.

Great HornGreat Horn
1075 Main Street, Suite 2101075 Main Street, Suite 210
Waltham, MA 02451, USAWaltham, MA 02451, USA
www.greathorn.comwww.greathorn.com
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Group-IB

Group-IB wurde 2003 gegründet und hat seinen Hauptsitz in Singapur. Das Group-IB wurde 2003 gegründet und hat seinen Hauptsitz in Singapur. Das 
Unternehmen ist ein führender Anbieter von Cybersicherheitstechnologien Unternehmen ist ein führender Anbieter von Cybersicherheitstechnologien 
zur Untersuchung, Verhinderung und Bekämpfung digitaler Kriminalität.zur Untersuchung, Verhinderung und Bekämpfung digitaler Kriminalität.

Die Digital Crime Resistance Centers (DCRCs) von Group-IB befinden sich Die Digital Crime Resistance Centers (DCRCs) von Group-IB befinden sich 
im Nahen Osten, in Europa, Zentralasien und im asiatisch-pazifischen Raum im Nahen Osten, in Europa, Zentralasien und im asiatisch-pazifischen Raum 
und helfen bei der kritischen Analyse und schnellen Eindämmung regiona-und helfen bei der kritischen Analyse und schnellen Eindämmung regiona-
ler und länderspezifischer Bedrohungen.Diese einsatzkritischen Einheiten ler und länderspezifischer Bedrohungen.Diese einsatzkritischen Einheiten 
helfen Group-IB, seinen Beitrag zur globalen Prävention von Cyberkriminali-helfen Group-IB, seinen Beitrag zur globalen Prävention von Cyberkriminali-
tät zu stärken und seine Fähigkeiten zur Bedrohungsjagd kontinuierlich zu tät zu stärken und seine Fähigkeiten zur Bedrohungsjagd kontinuierlich zu 
erweitern. erweitern. 

Die Unified Risk Platform (URP) von Group-IB schafft eine sichere und ver-Die Unified Risk Platform (URP) von Group-IB schafft eine sichere und ver-
trauenswürdige Cyber-Umgebung durch den Einsatz intelligenter Techno-trauenswürdige Cyber-Umgebung durch den Einsatz intelligenter Techno-
logien und Fachwissen, die alle Nuancen digitaler Kriminalität erkennen und logien und Fachwissen, die alle Nuancen digitaler Kriminalität erkennen und 
abwehren. Sie schützt die kritische Infrastruktur von Unternehmen proaktiv abwehren. Sie schützt die kritische Infrastruktur von Unternehmen proaktiv 
vor ausgeklügelten Angriffen und analysiert kontinuierlich potenziell gefähr-vor ausgeklügelten Angriffen und analysiert kontinuierlich potenziell gefähr-
liche Verhaltensweisen im Netzwerk. liche Verhaltensweisen im Netzwerk. 

Die Suite bietet die weltweit zuverlässigste Threat Intelligence, umfassenden Die Suite bietet die weltweit zuverlässigste Threat Intelligence, umfassenden 
Schutz vor Betrug, KI-gestützten Schutz vor digitalen Risiken, mehrschichti-Schutz vor Betrug, KI-gestützten Schutz vor digitalen Risiken, mehrschichti-
gen Schutz mit Managed Extended Detection and Response (XDR), Schutz gen Schutz mit Managed Extended Detection and Response (XDR), Schutz 
vor geschäftlichen E-Mails und External Attack Surface Management. vor geschäftlichen E-Mails und External Attack Surface Management. 

Die umfassenden Fähigkeiten von Group-IB bei der Reaktion auf Vorfälle Die umfassenden Fähigkeiten von Group-IB bei der Reaktion auf Vorfälle 
und bei der Untersuchung haben die Branchenstandards kontinuierlich er-und bei der Untersuchung haben die Branchenstandards kontinuierlich er-
höht. Dazu gehören mehr als 77.000 Stunden abgeschlossener Reaktion auf höht. Dazu gehören mehr als 77.000 Stunden abgeschlossener Reaktion auf 
Cybersicherheitsvorfälle und mehr als 1.550 erfolgreiche Untersuchungen. Cybersicherheitsvorfälle und mehr als 1.550 erfolgreiche Untersuchungen. 

Group-IBGroup-IB
Prinsengracht 919Prinsengracht 919
1017 KD Amsterdam, Niederlande1017 KD Amsterdam, Niederlande
www.group-ib.comwww.group-ib.com
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Hexnode, Endpoint Management

Hexnode, die Unternehmenssoftwaresparte von Mitsogo, ist ein führender Hexnode, die Unternehmenssoftwaresparte von Mitsogo, ist ein führender 
Anbieter von Endpunktlösungen, die entwickelt wurden, um die Verwaltung Anbieter von Endpunktlösungen, die entwickelt wurden, um die Verwaltung 
und Sicherheit moderner Unternehmen zu vereinfachen. Hexnode unter-und Sicherheit moderner Unternehmen zu vereinfachen. Hexnode unter-
stützt Unternehmen in über 130 Ländern und baut weiterhin ein nahtloses stützt Unternehmen in über 130 Ländern und baut weiterhin ein nahtloses 
Ökosystem vernetzter Tools auf, eine Software nach der anderen.Ökosystem vernetzter Tools auf, eine Software nach der anderen.

HexnodeHexnode
Herzogspitalstraße 24Herzogspitalstraße 24
80331 München80331 München
www.hexnode.comwww.hexnode.com
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ICterra bietet Dienstleistungen in den Bereichen Cybersecurity, Web- und ICterra bietet Dienstleistungen in den Bereichen Cybersecurity, Web- und 
mobile Technologien, eingebettete Systeme, unabhängige Verifikation und mobile Technologien, eingebettete Systeme, unabhängige Verifikation und 
Validierung. ICterra arbeitet in verschiedenen Branchen, darunter Gesund-Validierung. ICterra arbeitet in verschiedenen Branchen, darunter Gesund-
heitswesen, Bahn, Energie, Luftfahrt, Automobil und Telekommunikation.heitswesen, Bahn, Energie, Luftfahrt, Automobil und Telekommunikation.

ICterra Information and Communication TechnologiesICterra Information and Communication Technologies
Parkstadt Schwabing, Marcel-Breuer-Str. 15, 1. StockParkstadt Schwabing, Marcel-Breuer-Str. 15, 1. Stock
80807 München80807 München
www.icterra.comwww.icterra.com

Huntress ist ein US-amerikanisches Cybersicherheitsunternehmen, das sich auf Huntress ist ein US-amerikanisches Cybersicherheitsunternehmen, das sich auf 
Managed Detection and Response (MDR) spezialisiert hat. Die Plattform bietet Managed Detection and Response (MDR) spezialisiert hat. Die Plattform bietet 
Bedrohungserkennung, -untersuchung und -reaktion für Endpunkte, Identi-Bedrohungserkennung, -untersuchung und -reaktion für Endpunkte, Identi-
täten und mehr, unterstützt durch ein 24/7 Security Operations Center (SOC).  täten und mehr, unterstützt durch ein 24/7 Security Operations Center (SOC).  

HuntressHuntress
6996 Columbia Gateway Drive, 6996 Columbia Gateway Drive, 
Suite 101, Columbia, MD 21046, USASuite 101, Columbia, MD 21046, USA
www.huntress.comwww.huntress.com

Hornetsecurity ist ein führender Anbieter von Cloud-basierten Sicherheits-, Hornetsecurity ist ein führender Anbieter von Cloud-basierten Sicherheits-, 
Compliance-, Backup- und Security-Awareness-Lösungen der nächsten Ge-Compliance-, Backup- und Security-Awareness-Lösungen der nächsten Ge-
neration, die Unternehmen und Organisationen jeder Größe auf der ganzen neration, die Unternehmen und Organisationen jeder Größe auf der ganzen 
Welt unterstützen. Das Flaggschiffprodukt 365 Total Protection ist die um-Welt unterstützen. Das Flaggschiffprodukt 365 Total Protection ist die um-
fassendste Cloud-Security-Lösung für Microsoft 365 auf dem Markt.fassendste Cloud-Security-Lösung für Microsoft 365 auf dem Markt.

Hornetsecurity GmbHHornetsecurity GmbH
Am Listholze 78Am Listholze 78
30177 Hannover30177 Hannover
www.hornetsecurity.comwww.hornetsecurity.com

idgard, eine Marke der uniscon GmbH (TÜV SÜD Gruppe), bietet hochsichere idgard, eine Marke der uniscon GmbH (TÜV SÜD Gruppe), bietet hochsichere 
virtuelle Datenräume für den geschützten Datenaustausch und die digitale virtuelle Datenräume für den geschützten Datenaustausch und die digitale 
Zusammenarbeit. Dank der patentierten Sealed-Cloud-Technologie sind un-Zusammenarbeit. Dank der patentierten Sealed-Cloud-Technologie sind un-
autorisierte Datenzugriffe zuverlässig ausgeschlossen. autorisierte Datenzugriffe zuverlässig ausgeschlossen. 

uniscon universal identity control GmbHuniscon universal identity control GmbH
ein Unternehmen der TÜV SÜD Gruppe ein Unternehmen der TÜV SÜD Gruppe 
Ridlerstraße 57 | Newton | 80339 MünchenRidlerstraße 57 | Newton | 80339 München
www.idgard.com www.idgard.com 
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Igel setzt fortschrittliche Technologien zur Bedrohungserkennung und ab-Igel setzt fortschrittliche Technologien zur Bedrohungserkennung und ab-
wehr ein. Dazu gehören Endpoint-Security-Lösungen wie Antivirus- Software wehr ein. Dazu gehören Endpoint-Security-Lösungen wie Antivirus- Software 
sowie fortschrittliche Verhaltensanalyse. Durch den Einsatz dieser Technolo-sowie fortschrittliche Verhaltensanalyse. Durch den Einsatz dieser Technolo-
gien kann Igel potenzielle Bedrohungen frühzeitig erkennen, darauf reagie-gien kann Igel potenzielle Bedrohungen frühzeitig erkennen, darauf reagie-
ren und die Sicherheit der Endgeräte gewährleisten.ren und die Sicherheit der Endgeräte gewährleisten.

Igel Technology GmbHIgel Technology GmbH
Hermann-Ritter-Str. 110Hermann-Ritter-Str. 110
28197 Bremen28197 Bremen
www.igel.dewww.igel.de

Illumio schützt Daten vor Advanced Persistent Threats (APTs) durch die Illumio schützt Daten vor Advanced Persistent Threats (APTs) durch die 
Implementierung von Micro-Segmentation, einem Zero-Trust-Modell und Implementierung von Micro-Segmentation, einem Zero-Trust-Modell und 
Echtzeit-Sichtbarkeit. Mit Micro-Segmentation wird der Datenverkehr zwi-Echtzeit-Sichtbarkeit. Mit Micro-Segmentation wird der Datenverkehr zwi-
schen Anwendungen und Systemen streng kontrolliert, was die laterale Be-schen Anwendungen und Systemen streng kontrolliert, was die laterale Be-
wegung von APTs erschwert.wegung von APTs erschwert.

Illumio Inc.Illumio Inc.
920 De Guine Dr.920 De Guine Dr.
Sunnyvale, CA 94085, USASunnyvale, CA 94085, USA
www.illumio.comwww.illumio.com

Impero identifiziert potenzielle Sicherheitsbedrohungen, bevor sie auftre-Impero identifiziert potenzielle Sicherheitsbedrohungen, bevor sie auftre-
ten, durch den Einsatz von fortschrittlicher Verhaltensanalyse, Threat Intelli-ten, durch den Einsatz von fortschrittlicher Verhaltensanalyse, Threat Intelli-
gence, Machine Learning und Künstlicher Intelligenz. Durch kontinuierliche gence, Machine Learning und Künstlicher Intelligenz. Durch kontinuierliche 
Überwachung und Analyse können verdächtige Aktivitäten und Anomalien Überwachung und Analyse können verdächtige Aktivitäten und Anomalien 
erkannt werden.erkannt werden.

Impero GmbHImpero GmbH
Klamsagervej 27Klamsagervej 27
8230 Åbyhøj, Dänemark8230 Åbyhøj, Dänemark
www.impero.comwww.impero.com

Imprivata ermöglicht schnellen, sicheren Zugriff auf gemeinsam genutzte Imprivata ermöglicht schnellen, sicheren Zugriff auf gemeinsam genutzte 
Geräte und Applikationen – mit Single Sign-On, passwortloser Authentifizie-Geräte und Applikationen – mit Single Sign-On, passwortloser Authentifizie-
rung und komplexem Zugriffsmanagement – zur Effizienzsteigerung und rung und komplexem Zugriffsmanagement – zur Effizienzsteigerung und 
Reduktion von Cyber-Risiken.Reduktion von Cyber-Risiken.

Imprivata GmbHImprivata GmbH
Hans-Blöckler-Straße 12Hans-Blöckler-Straße 12
40764 Langenfeld40764 Langenfeld
https://www.imprivata.com/dehttps://www.imprivata.com/de



Infraforce GmbH | Strategischer Allianz Partner TÜV Hessen Infraforce GmbH | Strategischer Allianz Partner TÜV Hessen86 87

ItWatch zeichnet sich durch seine technologische Innovation, Zuverlässig-ItWatch zeichnet sich durch seine technologische Innovation, Zuverlässig-
keit und Kundennähe aus. Durch seinen ganzheitlichen Ansatz und sein En-keit und Kundennähe aus. Durch seinen ganzheitlichen Ansatz und sein En-
gagement für IT-Sicherheit unterstützt ItWatch Unternehmen dabei, ihre IT-gagement für IT-Sicherheit unterstützt ItWatch Unternehmen dabei, ihre IT-
Infrastrukturen zu schützen und Compliance- Vorgaben einzuhalten.Infrastrukturen zu schützen und Compliance- Vorgaben einzuhalten.

itWatch GmbHitWatch GmbH
Aschauer Straße 30Aschauer Straße 30
81549 München81549 München
www.itwatch.dewww.itwatch.de

Eine der Kernkomponenten von Infoblox ist die Implementierung von IDS/Eine der Kernkomponenten von Infoblox ist die Implementierung von IDS/
IPS-Systemen (Intrusion Detection/Prevention Systems), die verdächtigen IPS-Systemen (Intrusion Detection/Prevention Systems), die verdächtigen 
Aktivitäten überwachen und Eindringversuche erkennen. Darüber hinaus Aktivitäten überwachen und Eindringversuche erkennen. Darüber hinaus 
setzt Infoblox auf Netzwerksegmentierung, um das Netzwerk in logische Be-setzt Infoblox auf Netzwerksegmentierung, um das Netzwerk in logische Be-
reiche zu unterteilen.reiche zu unterteilen.

Infoblox Inc.Infoblox Inc.
The Squaire 12, Am FlughafenThe Squaire 12, Am Flughafen
60549 Frankfurt am Main60549 Frankfurt am Main
www.infoblox.comwww.infoblox.com

Die ExchangeServerToolbox von JAM Software bietet umfassenden Schutz Die ExchangeServerToolbox von JAM Software bietet umfassenden Schutz 
für On-Premises-Exchange-Server. Sie kombiniert Antivirus, Spam-Schutz, für On-Premises-Exchange-Server. Sie kombiniert Antivirus, Spam-Schutz, 
ein flexibles Regelwerk und E-Mail-Archivierung, um Ihre E-Mail-Kommuni-ein flexibles Regelwerk und E-Mail-Archivierung, um Ihre E-Mail-Kommuni-
kation sicher und effizient zu gestalten. kation sicher und effizient zu gestalten. 

JAM Software GmbHJAM Software GmbH
AmWissenschaftspark 26AmWissenschaftspark 26
54296 Trier54296 Trier
www.jam-software.dewww.jam-software.de

Kaseya bietet umfassende IT-Management-Lösungen, die Unternehmen Kaseya bietet umfassende IT-Management-Lösungen, die Unternehmen 
helfen, ihre IT-Prozesse zu automatisieren, zu optimieren und zu sichern. Er-helfen, ihre IT-Prozesse zu automatisieren, zu optimieren und zu sichern. Er-
leben Sie gesteigerte Effizienz, reduzierte Kosten und maximale Sicherheit leben Sie gesteigerte Effizienz, reduzierte Kosten und maximale Sicherheit 
mit den innovativen Lösungen von Kaseya.mit den innovativen Lösungen von Kaseya.

Kaseya LimitedKaseya Limited
701 Brickell Avenue, Suite 400701 Brickell Avenue, Suite 400
Miami, FL 33131, USAMiami, FL 33131, USA
www.kaseya.comwww.kaseya.com
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Keeper Security

Verhindern Sie Sicherheitsverletzungen, senken Sie Helpdesk-Kosten und Verhindern Sie Sicherheitsverletzungen, senken Sie Helpdesk-Kosten und 
stellen Sie Compliance sicher.stellen Sie Compliance sicher.

Keeper Security revolutioniert die Cybersicherheit für Millionen von Einzel-Keeper Security revolutioniert die Cybersicherheit für Millionen von Einzel-
personen und Tausende von Organisationen weltweit.personen und Tausende von Organisationen weltweit.
Mit End-to-End-Verschlüsselung entwickelt, schützt Keepers intuitive Cyber Mit End-to-End-Verschlüsselung entwickelt, schützt Keepers intuitive Cyber 
Sicherheitsplattform jeden Nutzer, auf jedem Gerät, an jedem Ort.Sicherheitsplattform jeden Nutzer, auf jedem Gerät, an jedem Ort.
Unsere patentierte Zero-Trust- und Zero-Knowledge-Lösung für privilegier-Unsere patentierte Zero-Trust- und Zero-Knowledge-Lösung für privilegier-
ten Zugriff vereint Passwort-, Geheimnis- und Verbindungsmanagement ten Zugriff vereint Passwort-, Geheimnis- und Verbindungsmanagement 
mit Zero-Trust-Netzwerkzugriff, Endpoint Privilege Management und Remo-mit Zero-Trust-Netzwerkzugriff, Endpoint Privilege Management und Remo-
te Browser Isolation.te Browser Isolation.

Testen Sie Keeper kostenlos oder fordern Sie eine Demo an. Testen Sie Keeper kostenlos oder fordern Sie eine Demo an. Schwache Pass-Schwache Pass-
wörter, gestohlene Zugangsdaten und DevOps-Geheimnisse sind Haupt-wörter, gestohlene Zugangsdaten und DevOps-Geheimnisse sind Haupt-
ursachen für Datenpannen. ursachen für Datenpannen. Vielen Organisationen fehlt der Überblick über Vielen Organisationen fehlt der Überblick über 
diese Risiken – sie können keine Sicherheitsrichtlinien einheitlich für alle Mit-diese Risiken – sie können keine Sicherheitsrichtlinien einheitlich für alle Mit-
arbeitenden, Geräte und Systeme durchsetzen. Das stellt IT-Administratoren arbeitenden, Geräte und Systeme durchsetzen. Das stellt IT-Administratoren 
vor große Herausforderungen.vor große Herausforderungen.

Keeper Enterprise Password ManagerKeeper Enterprise Password Manager, ein Kernbestandteil von , ein Kernbestandteil von KeeperPAMKeeperPAM, , 
überwacht und schützt Anmeldeinformationen in einer gesamten Organisa-überwacht und schützt Anmeldeinformationen in einer gesamten Organisa-
tion mit vollständigen Cloud- und nativen Anwendungsmöglichkeiten. Kee-tion mit vollständigen Cloud- und nativen Anwendungsmöglichkeiten. Kee-
per integriert sich nahtlos in SIEM-, MFA-, passwortlos und IdP-Lösungen.per integriert sich nahtlos in SIEM-, MFA-, passwortlos und IdP-Lösungen.

Keeper bietet eine robuste Authentifizierung und Verschlüsselung für Web-Keeper bietet eine robuste Authentifizierung und Verschlüsselung für Web-
sites, Anwendungen und Systeme, mit denen Mitarbeiter interagieren. Die sites, Anwendungen und Systeme, mit denen Mitarbeiter interagieren. Die 
Plattform ist einfach bereitzustellen, auch für nicht-technische Benutzer Plattform ist einfach bereitzustellen, auch für nicht-technische Benutzer 
leicht nutzbar und der sicherste Passwort-Manager in der Branche. Keeper leicht nutzbar und der sicherste Passwort-Manager in der Branche. Keeper 
verfügt über die am längsten bestehende SOC-2-Compliance vom Typ I und verfügt über die am längsten bestehende SOC-2-Compliance vom Typ I und 
II in der Branche und ist nach ISO 27001, 27017 und 27018 zertifiziert sowie II in der Branche und ist nach ISO 27001, 27017 und 27018 zertifiziert sowie 
FedRAMP- und GovRAMP-autorisert.FedRAMP- und GovRAMP-autorisert.

Keeper Security, Inc.Keeper Security, Inc.
5A King´s Terrace5A King´s Terrace
Cork, IrelandCork, Ireland
www.keepersecurity.comwww.keepersecurity.com
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KnowBe4 ist ein führender Anbieter von Security-Awareness-Training und KnowBe4 ist ein führender Anbieter von Security-Awareness-Training und 
Phishing-Simulationen. Ihre Plattform hilft Unternehmen, menschliche Phishing-Simulationen. Ihre Plattform hilft Unternehmen, menschliche 
Schwachstellen zu minimieren, indem sie Mitarbeiter im Umgang mit Cy-Schwachstellen zu minimieren, indem sie Mitarbeiter im Umgang mit Cy-
berbedrohungen wie Social Engineering, Ransomware und Phishing schult.berbedrohungen wie Social Engineering, Ransomware und Phishing schult.

Know B4 Germany GmbHKnow B4 Germany GmbH
Rheinstrasse 45/46Rheinstrasse 45/46
12161 Berlin12161 Berlin
https://www.knowbe4.comhttps://www.knowbe4.com

Spezialisiert auf die Bereitstellung von Technologielösungen für Fachleute Spezialisiert auf die Bereitstellung von Technologielösungen für Fachleute 
in den Bereichen Recht, Geschäft und Life Sciences, ist Litera ein weltweit in den Bereichen Recht, Geschäft und Life Sciences, ist Litera ein weltweit 
führendes Unternehmen. Es bietet eine Vielzahl von Tools, die den gesamten führendes Unternehmen. Es bietet eine Vielzahl von Tools, die den gesamten 
Prozess der Dokumentenerstellung, -bearbeitung, -prüfung und -veröffent-Prozess der Dokumentenerstellung, -bearbeitung, -prüfung und -veröffent-
lichung abdecken.lichung abdecken.

Litera CorporationLitera Corporation
1 Princetown Mews,167-169 London Road1 Princetown Mews,167-169 London Road
Surrey, KT2 6PT, United KingdomSurrey, KT2 6PT, United Kingdom
www.litera.comwww.litera.com

Libelle AG entwickelt seit über 27 Jahren innovative Softwarelösungen für Libelle AG entwickelt seit über 27 Jahren innovative Softwarelösungen für 
die Automatisierung von IT-Prozessen, insbesondere in SAP-Umgebungen. die Automatisierung von IT-Prozessen, insbesondere in SAP-Umgebungen. 
Ihre Produkte umfassen Disaster Recovery, Systemkopien, Datenmaskie-Ihre Produkte umfassen Disaster Recovery, Systemkopien, Datenmaskie-
rung, IDoc-Überwachung und Master-Datenmanagement. Libelle unter-rung, IDoc-Überwachung und Master-Datenmanagement. Libelle unter-
stützt weltweit über 500 Kunden mit mehr als 1.500 Installationen.stützt weltweit über 500 Kunden mit mehr als 1.500 Installationen.

Libelle AGLibelle AG
Gewerbestr. 42Gewerbestr. 42
70565 Stuttgart70565 Stuttgart
www.libelle.comwww.libelle.com

LogPoint GmbH bietet eine konvergierte Cybersicherheitsplattform, die Or-LogPoint GmbH bietet eine konvergierte Cybersicherheitsplattform, die Or-
ganisationen dabei unterstützt, Bedrohungen schneller zu erkennen und ganisationen dabei unterstützt, Bedrohungen schneller zu erkennen und 
darauf zu reagieren. Mit über 1.000 Kunden in 70 Ländern ist LogPoint ein darauf zu reagieren. Mit über 1.000 Kunden in 70 Ländern ist LogPoint ein 
führender Anbieter von SIEM-, SOAR-, UEBA- und BCS-Lösungen. führender Anbieter von SIEM-, SOAR-, UEBA- und BCS-Lösungen. 

LogPoint GmbHLogPoint GmbH
Landsberger Straße 155Landsberger Straße 155
80687 München80687 München
www.logpoint.comwww.logpoint.com
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Lumu Technologies ist ein US-amerikanisches Cybersicherheitsunterneh-Lumu Technologies ist ein US-amerikanisches Cybersicherheitsunterneh-
men, das 2019 gegründet wurde. Es bietet eine Plattform zur Echtzeit-Erken-men, das 2019 gegründet wurde. Es bietet eine Plattform zur Echtzeit-Erken-
nung, Analyse und Reaktion auf Netzwerkbedrohungen, um Unternehmen nung, Analyse und Reaktion auf Netzwerkbedrohungen, um Unternehmen 
bei der kontinuierlichen Bewertung von Kompromittierungen zu unterstüt-bei der kontinuierlichen Bewertung von Kompromittierungen zu unterstüt-
zen.zen.

Lumu TechnologiesLumu Technologies
8600 NW 36th St., Suite 1508600 NW 36th St., Suite 150
Doral, FL33166, USADoral, FL33166, USA
https://lumu.iohttps://lumu.io
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Der österreichische MSP Hersteller Lywand bewertet einfach, schnell, ver-Der österreichische MSP Hersteller Lywand bewertet einfach, schnell, ver-
ständlich, kontinuierlich und kostengünstig die aktuelle Sicherheitslage der ständlich, kontinuierlich und kostengünstig die aktuelle Sicherheitslage der 
digitalen Infrastruktur Ihrer Kunden und zeigt Schritt für Schritt auf, wie Sie digitalen Infrastruktur Ihrer Kunden und zeigt Schritt für Schritt auf, wie Sie 
diese verbessern können. diese verbessern können. 

Lywand Software GmbHLywand Software GmbH
Josefstraße 46a/6Josefstraße 46a/6
3100 St. Pölten, Österreich3100 St. Pölten, Österreich
www.lywand.comwww.lywand.com

Die Lösungen von Macmon bieten eine umfassende Netzwerkzugangskon-Die Lösungen von Macmon bieten eine umfassende Netzwerkzugangskon-
trolle, um sicherzustellen, dass nur autorisierte Benutzer und Geräte auf dastrolle, um sicherzustellen, dass nur autorisierte Benutzer und Geräte auf das
Netzwerk zugreifen können. Durch die Integration von umfangreichen Au-Netzwerk zugreifen können. Durch die Integration von umfangreichen Au-
thentifizierungsmechanismen und Richtlinienkontrollen ermöglicht Mac-thentifizierungsmechanismen und Richtlinienkontrollen ermöglicht Mac-
mon eine präzise und granulare Kontrolle über den Netzwerkzugriff.mon eine präzise und granulare Kontrolle über den Netzwerkzugriff.

Macmon Secure GmbHMacmon Secure GmbH
Alte Jakobstraße 79-80Alte Jakobstraße 79-80
10179 Berlin10179 Berlin
www.macmon.euwww.macmon.eu

Mend.io, früher bekannt als WhiteSource, ist ein US-amerikanisches Cybersi-Mend.io, früher bekannt als WhiteSource, ist ein US-amerikanisches Cybersi-
cherheitsunternehmen, das sich auf Anwendungssicherheit spezialisiert hat. cherheitsunternehmen, das sich auf Anwendungssicherheit spezialisiert hat. 
Die Plattform bietet Tools zur Verwaltung von Open-Source-Komponenten, Die Plattform bietet Tools zur Verwaltung von Open-Source-Komponenten, 
einschließlich automatisierter Sicherheits- und Compliance-Überprüfungen, einschließlich automatisierter Sicherheits- und Compliance-Überprüfungen, 
um Risiken in der Software-Lieferkette zu minimieren. um Risiken in der Software-Lieferkette zu minimieren. 

Mend.ioMend.io
33 Arch Street, Suite 170033 Arch Street, Suite 1700
Boston, MA 02110, USABoston, MA 02110, USA
www.mend.iowww.mend.io

ManageEngine ist die Enterprise-IT-Management-Sparte der ZOHO Corpo-ManageEngine ist die Enterprise-IT-Management-Sparte der ZOHO Corpo-
ration. Das Angebot umfasst über 60 Enterprise-Produkte und kostenlose ration. Das Angebot umfasst über 60 Enterprise-Produkte und kostenlose 
Tools, um die Arbeit in der IT leichter und effizienter zu machen – und gleich-Tools, um die Arbeit in der IT leichter und effizienter zu machen – und gleich-
zeitig die IT-Infrastruktur besser gegen Bedrohungen abzusichern.zeitig die IT-Infrastruktur besser gegen Bedrohungen abzusichern.

MicroNova AGMicroNova AG
Unterfeldring 6Unterfeldring 6
D-85256 Vierkirchen D-85256 Vierkirchen 
www.ManageEngine.dewww.ManageEngine.de
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Ihr Schutzschild gegen webbasierte Bedrohungen. Ihre innovative Isolati-Ihr Schutzschild gegen webbasierte Bedrohungen. Ihre innovative Isolati-
onstechnologie bietet Menlo Security einen einzigartigen Ansatz, um Un-onstechnologie bietet Menlo Security einen einzigartigen Ansatz, um Un-
ternehmen vor Malware, Phishing und anderen webbasierten Angriffen zu ternehmen vor Malware, Phishing und anderen webbasierten Angriffen zu 
schützen. Durch die vollständige Isolation des Web-Browsing Prozesses auf schützen. Durch die vollständige Isolation des Web-Browsing Prozesses auf 
externen Servern werden potenzielle Bedrohungen effektiv neutralisiert.externen Servern werden potenzielle Bedrohungen effektiv neutralisiert.

Menlo SecurityMenlo Security
Inspired, Easthampstead RdInspired, Easthampstead Rd
RG12 1YQ, Bracknell, UKRG12 1YQ, Bracknell, UK
www.menlosecurity.comwww.menlosecurity.com

Die Schaltzentrale für leistungsstarke Softwarekomponenten. Mit ihrer Die Schaltzentrale für leistungsstarke Softwarekomponenten. Mit ihrer 
hochmodernen Technologie und ihremEngagement für erstklassige Quali-hochmodernen Technologie und ihremEngagement für erstklassige Quali-
tät bietet nsoftware Unternehmen die Werkzeuge, um leistungsstarke An-tät bietet nsoftware Unternehmen die Werkzeuge, um leistungsstarke An-
wendungen zu entwickeln. Nsoftware bietet eine umfassende Palette von wendungen zu entwickeln. Nsoftware bietet eine umfassende Palette von 
Komponenten, die Entwicklern dabei helfen, innovative Lösungen zu liefern.Komponenten, die Entwicklern dabei helfen, innovative Lösungen zu liefern.

N Software Inc.N Software Inc.
101 Europa Dr, Suite 120101 Europa Dr, Suite 120
Chapel Hill, NC 27517, USAChapel Hill, NC 27517, USA
www.nsoftware.comwww.nsoftware.com

Der Schlüssel zur Datenoptimierung und -agilität. Von der intelligenten Da-Der Schlüssel zur Datenoptimierung und -agilität. Von der intelligenten Da-
tenspeicherung und -verwaltung bis hin zur automatisierten Datenmigrati-tenspeicherung und -verwaltung bis hin zur automatisierten Datenmigrati-
on und -sicherung bietet NetApp Lösungen, die Unternehmen dabei helfen, on und -sicherung bietet NetApp Lösungen, die Unternehmen dabei helfen, 
ihre Daten effizient zu nutzen und schneller auf geschäftliche Anforderun-ihre Daten effizient zu nutzen und schneller auf geschäftliche Anforderun-
gen zu reagieren.gen zu reagieren.

NetAppNetApp
Kurfuerstendamm 21, Floor 7,Office 704-707Kurfuerstendamm 21, Floor 7,Office 704-707
10719 Berlin10719 Berlin
www.netapp.comwww.netapp.com

Die treibende Kraft hinter einer effizienten IT-Überwachung. Ihre robuste Die treibende Kraft hinter einer effizienten IT-Überwachung. Ihre robuste 
Überwachungssoftware hilft Nagios Enterprises Unternehmen dabei, po-Überwachungssoftware hilft Nagios Enterprises Unternehmen dabei, po-
tenzielle Probleme frühzeitig zu erkennen. Durch umfassende Alarmierung, tenzielle Probleme frühzeitig zu erkennen. Durch umfassende Alarmierung, 
automatisierte Berichterstattung und detaillierte Analyse ermöglicht Nagios automatisierte Berichterstattung und detaillierte Analyse ermöglicht Nagios 
Enterprises IT-Teams, Engpässe zu identifizieren.Enterprises IT-Teams, Engpässe zu identifizieren.

Nagios Enterprises, LLCNagios Enterprises, LLC
1295 Bandana Blvd N, Suite 1651295 Bandana Blvd N, Suite 165
Saint Paul, MN 55108, USASaint Paul, MN 55108, USA
www.nagios.comwww.nagios.com
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BSI-zertifizierte E-Mail-Sicherheit „Made in Germany“BSI-zertifizierte E-Mail-Sicherheit „Made in Germany“
NoSpamProxy schützt zuverlässig vor Malware, Ransomware und Spam, ver-NoSpamProxy schützt zuverlässig vor Malware, Ransomware und Spam, ver-
schlüsselt E-Mails, ermöglicht großen Dateiversand und eine einfache Dis-schlüsselt E-Mails, ermöglicht großen Dateiversand und eine einfache Dis-
claimer-Verwaltung. NoSpamProxy ist weltweit das erste Produkt mit BSI-claimer-Verwaltung. NoSpamProxy ist weltweit das erste Produkt mit BSI-
Zertifikat – wahlweise in der Cloud oder auf dem eigenen Server.Zertifikat – wahlweise in der Cloud oder auf dem eigenen Server.

Net atWork GmbHNet atWork GmbH
Am Hoppenhof 32 AAm Hoppenhof 32 A
33104 Paderborn33104 Paderborn
www.nospamproxy.dewww.nospamproxy.de

Novaplex bietet spezialisierte Softwarelösungen und Dienstleistungen für Novaplex bietet spezialisierte Softwarelösungen und Dienstleistungen für 
Dokumentenmanagement, Drucklösungen und Prozessautomatisierung. Dokumentenmanagement, Drucklösungen und Prozessautomatisierung. 
Sie unterstützen Unternehmen dabei, Dokumentenerstellung, -verarbei-Sie unterstützen Unternehmen dabei, Dokumentenerstellung, -verarbei-
tung und -verwaltung zu optimieren, um Effizienz und Produktivität zu stei-tung und -verwaltung zu optimieren, um Effizienz und Produktivität zu stei-
gern.gern.

Novaplex Business Solution LimitedNovaplex Business Solution Limited
Thornwood House, 102 London RoadThornwood House, 102 London Road
Chelmsford, CM2 0RGChelmsford, CM2 0RG
https://www.novaplex.co.uk/https://www.novaplex.co.uk/

Die O&O Software GmbH entwickelt seit 1997 innovative Softwarelösungen Die O&O Software GmbH entwickelt seit 1997 innovative Softwarelösungen 
in Berlin, spezialisiert auf Datensicherung, Datenwiederherstellung, Disaster in Berlin, spezialisiert auf Datensicherung, Datenwiederherstellung, Disaster 
Recovery und RMM. Als Microsoft-Partner bietet sie Unternehmen und Be-Recovery und RMM. Als Microsoft-Partner bietet sie Unternehmen und Be-
hörden weltweit maßgeschneiderte Lösungen, inklusive Sonderkonditionen hörden weltweit maßgeschneiderte Lösungen, inklusive Sonderkonditionen 
für öffentliche Einrichtungen, mit Fokus auf Qualität und Expertise.für öffentliche Einrichtungen, mit Fokus auf Qualität und Expertise.

O&O Software GmbHO&O Software GmbH
Bülowstraße 66Bülowstraße 66
10783 Berlin10783 Berlin
www.oo-software.com/dewww.oo-software.com/de

Ihr Kompass für eine sichere industrielle Steuerungstechnik. Ihr tiefgreifen-Ihr Kompass für eine sichere industrielle Steuerungstechnik. Ihr tiefgreifen-
des Fachwissen bietet Nozomi Networks Unternehmen die Werkzeuge, um des Fachwissen bietet Nozomi Networks Unternehmen die Werkzeuge, um 
ihre OT-Netzwerke zu schützen und betriebliche Risiken zu minimieren. No-ihre OT-Netzwerke zu schützen und betriebliche Risiken zu minimieren. No-
zomi Networks ermöglicht eine sichere und zuverlässige Betriebskontinuität zomi Networks ermöglicht eine sichere und zuverlässige Betriebskontinuität 
in der industriellen Steuerungstechnik. in der industriellen Steuerungstechnik. 

Nozomi Networks Inc.Nozomi Networks Inc.
Terminalstrasse Mitte 18Terminalstrasse Mitte 18
85356 München85356 München
www.nozominetworks.comwww.nozominetworks.com
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Obsidian Security bietet umfassende SaaS-Sicherheitslösungen mit Fokus Obsidian Security bietet umfassende SaaS-Sicherheitslösungen mit Fokus 
auf Posture Management, Bedrohungserkennung und Identitätsschutz. Die auf Posture Management, Bedrohungserkennung und Identitätsschutz. Die 
Plattform minimiert Risiken durch unsichere Integrationen, Datenlecks und Plattform minimiert Risiken durch unsichere Integrationen, Datenlecks und 
Identitätsbedrohungen.Identitätsbedrohungen.

Obsidian SecurityObsidian Security
400 Spectrum Center Drive, Suite 1900400 Spectrum Center Drive, Suite 1900
Irvine, CA 92618, USAIrvine, CA 92618, USA
www.obsidiansecurity.comwww.obsidiansecurity.com

Der Torwächter für Ihre E-Mail-Kommunikation. Die Softwarelösungen er-Der Torwächter für Ihre E-Mail-Kommunikation. Die Softwarelösungen er-
möglicht Octogate Unternehmen, ihre E-Mails sicher zu verwalten und vor möglicht Octogate Unternehmen, ihre E-Mails sicher zu verwalten und vor 
unerwünschten Inhalten und Bedrohungen zu schützen. Octogate bietet unerwünschten Inhalten und Bedrohungen zu schützen. Octogate bietet 
umfassende Funktionen, um die Sicherheit und Vertraulichkeit Ihrer E-Mail-umfassende Funktionen, um die Sicherheit und Vertraulichkeit Ihrer E-Mail-
Kommunikation zu gewährleisten.Kommunikation zu gewährleisten.

OctoGate IT Security Systems GmbHOctoGate IT Security Systems GmbH
Friedrich-List-Str. 42Friedrich-List-Str. 42
33100 Paderborn33100 Paderborn
www.octogate.dewww.octogate.de

Onapsis ist ein US-amerikanisches Cybersicherheitsunternehmen, das sich Onapsis ist ein US-amerikanisches Cybersicherheitsunternehmen, das sich 
auf den Schutz geschäftskritischer Anwendungen wie SAP und Oracle spe-auf den Schutz geschäftskritischer Anwendungen wie SAP und Oracle spe-
zialisiert hat. Die Onapsis-Plattform bietet Lösungen zur Erkennung und zialisiert hat. Die Onapsis-Plattform bietet Lösungen zur Erkennung und 
Behebung von Schwachstellen, Bedrohungsüberwachung und Complian-Behebung von Schwachstellen, Bedrohungsüberwachung und Complian-
ce-Management. ce-Management. 

OnapsisOnapsis
Salomon-Calvi-Straße 1-3Salomon-Calvi-Straße 1-3
69124 Heidelberg69124 Heidelberg
www.onapsis.comwww.onapsis.com

Ihre Lösung für sicheres Identitäts- und Zugriffsmanagement in der Cloud. Ihre Lösung für sicheres Identitäts- und Zugriffsmanagement in der Cloud. 
Mit ihrer hochmodernen Plattform ermöglicht Okta Unternehmen, Identitä-Mit ihrer hochmodernen Plattform ermöglicht Okta Unternehmen, Identitä-
ten und Zugriffsrechte einfach zu verwalten und die Sicherheit ihrer Anwen-ten und Zugriffsrechte einfach zu verwalten und die Sicherheit ihrer Anwen-
dungen und Daten zu gewährleisten. Okta bietet eine robuste und skalier-dungen und Daten zu gewährleisten. Okta bietet eine robuste und skalier-
bare Lösung für Unternehmen jeder Größe. bare Lösung für Unternehmen jeder Größe. 

Okta Inc.Okta Inc.
Salvatorplatz 3Salvatorplatz 3
80333 München80333 München
www.okta.comwww.okta.com
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Opentext versteht sich als Full-Service Anbieter für viele Produkte rund um Opentext versteht sich als Full-Service Anbieter für viele Produkte rund um 
Cybersecurity, insbesondere Server Backup, Cloud-2-Cloud Backup, GOBD-Cybersecurity, insbesondere Server Backup, Cloud-2-Cloud Backup, GOBD-
konforme Archivierung, Email Security, Client protection, MDR bzw. XDR Lö-konforme Archivierung, Email Security, Client protection, MDR bzw. XDR Lö-
sungen. Ebenso können bei uns alle Cloud-basierten Microsoft-Produkte ge-sungen. Ebenso können bei uns alle Cloud-basierten Microsoft-Produkte ge-
bucht und administriert werden (CSP). bucht und administriert werden (CSP). 

OpenText CorporationOpenText Corporation
Werner-von-Siemens-Ring 20Werner-von-Siemens-Ring 20
85630 Grasbrunn85630 Grasbrunn
https://cybersecurity.opentext.com https://cybersecurity.opentext.com 

O-R

Ihr Ansprechpartner bei Infraforce:

Frau Aleksandra Glock
Telefon: 0641 948490 -49
E-Mail: aleksandra.dudek-glock@infraforce.de

OPSWAT ist ein Cybersicherheitsunternehmen, das sich auf die Bereitstel-OPSWAT ist ein Cybersicherheitsunternehmen, das sich auf die Bereitstel-
lung von Sicherheitslösungen für kritische Infrastrukturen konzentriert. Mit lung von Sicherheitslösungen für kritische Infrastrukturen konzentriert. Mit 
Produkten wie Meta Defender undMetaAccess bieten sie fortschrittliche Be-Produkten wie Meta Defender undMetaAccess bieten sie fortschrittliche Be-
drohungserkennung, Malware-Analyse und Zero-Trust-Netzwerksicherheit, drohungserkennung, Malware-Analyse und Zero-Trust-Netzwerksicherheit, 
um die Angriffsfläche von Organisationen zu reduzieren.um die Angriffsfläche von Organisationen zu reduzieren.

OPSWAT Inc.OPSWAT Inc.
Heidenkampsweg 58Heidenkampsweg 58
20097 Hamburg20097 Hamburg
www.opswat.comwww.opswat.com
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Orca Security ist ein US-amerikanisches Cybersicherheitsunternehmen, das Orca Security ist ein US-amerikanisches Cybersicherheitsunternehmen, das 
eine agentenlose, cloud-native Sicherheits- und Compliance-Plattform für eine agentenlose, cloud-native Sicherheits- und Compliance-Plattform für 
AWS, Azure und Google Cloud anbietet. Die Plattform ermöglicht umfas-AWS, Azure und Google Cloud anbietet. Die Plattform ermöglicht umfas-
sende Sicherheitsanalysen und Risikomanagement in Cloud-Umgebungen.  sende Sicherheitsanalysen und Risikomanagement in Cloud-Umgebungen.  

Orca SecurityOrca Security
1455 NW Irving St., Suite 3901455 NW Irving St., Suite 390
Portland, OR 97209, USAPortland, OR 97209, USA
https://orca.securityhttps://orca.security

ProLion bietet ein vielzahl an Softwarelösungen, das auf die unterschied-ProLion bietet ein vielzahl an Softwarelösungen, das auf die unterschied-
lichsten Anforderungen imDatenmanagement eingeht. Sei es die Be-lichsten Anforderungen imDatenmanagement eingeht. Sei es die Be-
schleunigung von Wiederherstellungsprozessen, die Gewährleistung der schleunigung von Wiederherstellungsprozessen, die Gewährleistung der 
Hochverfügbarkeit von Daten oder die Verbesserung der Transparenz in Hochverfügbarkeit von Daten oder die Verbesserung der Transparenz in 
Speichersystemen ProLionhatdiepassende Lösung für jedes Unternehmen.Speichersystemen ProLionhatdiepassende Lösung für jedes Unternehmen.

ProLion GmbHProLion GmbH
Maierhöfen 8/3Maierhöfen 8/3
2813 Lichtenegg, Österreich2813 Lichtenegg, Österreich
www.prolion.comwww.prolion.com

Der Hüter Ihrer digitalen Identität. Die Plattform für Identitäts- und Zugriffs-Der Hüter Ihrer digitalen Identität. Die Plattform für Identitäts- und Zugriffs-
verwaltung ermöglicht Ping Identity Unternehmen die sichere und naht-verwaltung ermöglicht Ping Identity Unternehmen die sichere und naht-
lose Verwaltung digitaler Identitäten. Ping Identity bietet umfangreicher lose Verwaltung digitaler Identitäten. Ping Identity bietet umfangreicher 
Benutzerverwaltung erstklassige Lösungen, um Identitätsdiebstahl unbe-Benutzerverwaltung erstklassige Lösungen, um Identitätsdiebstahl unbe-
fugten zu verhindern.fugten zu verhindern.

Ping Identity Holding CorporationPing Identity Holding Corporation
1001 17th Street Suite 1001001 17th Street Suite 100
Denver, CO, 80202, USADenver, CO, 80202, USA
www.pingidentity.comwww.pingidentity.com

Als Experte für Augmented Reality entwickelt PTC AR-Lösungen, die Unter-Als Experte für Augmented Reality entwickelt PTC AR-Lösungen, die Unter-
nehmen dabei unterstützen, ihre Produktivität zu steigern, die Zusammen-nehmen dabei unterstützen, ihre Produktivität zu steigern, die Zusammen-
arbeit zu fördern und das Kundenerlebnis zu verbessern. PTC bietet bran-arbeit zu fördern und das Kundenerlebnis zu verbessern. PTC bietet bran-
chenführende AR-Tools, die neue Möglichkeiten in den Bereichen Design, chenführende AR-Tools, die neue Möglichkeiten in den Bereichen Design, 
Fertigung, Service und Training eröffnen.Fertigung, Service und Training eröffnen.

PTC Inc.PTC Inc.
Friedenstraße 22bFriedenstraße 22b
81671 München81671 München
www.ptc.comwww.ptc.com
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Proofpoint HQ - Kalifornien,USA

Proofpoint, Inc. ist eines der führenden Cybersicherheitsunternehmen. Proofpoint, Inc. ist eines der führenden Cybersicherheitsunternehmen. 

Im Fokus steht für Proofpoint dabei der Schutz der Mitarbeiter. Denn diese Im Fokus steht für Proofpoint dabei der Schutz der Mitarbeiter. Denn diese 
bedeuten für ein Unternehmen zugleich das größte Kapital aber auch das bedeuten für ein Unternehmen zugleich das größte Kapital aber auch das 
größte Risiko. Mit einer integrierten Suite von Cloud-basierten Cybersecu-größte Risiko. Mit einer integrierten Suite von Cloud-basierten Cybersecu-
rity-Lösungen unterstützt Proofpoint Unternehmen auf der ganzen Welt rity-Lösungen unterstützt Proofpoint Unternehmen auf der ganzen Welt 
dabei, gezielte Bedrohungen zu stoppen, ihre Daten zu schützen und IT-An-dabei, gezielte Bedrohungen zu stoppen, ihre Daten zu schützen und IT-An-
wender in Unternehmen für Risiken von Cyberangriffen zu sensibilisieren. wender in Unternehmen für Risiken von Cyberangriffen zu sensibilisieren. 
Führende Unternehmen aller Größen, darunter mehr als 75 Prozent der Führende Unternehmen aller Größen, darunter mehr als 75 Prozent der 
Fortune-100-Unternehmen, verlassen sich auf Proofpoints Sicherheits- und Fortune-100-Unternehmen, verlassen sich auf Proofpoints Sicherheits- und 
Compliance-Lösungen, bei denen der Mensch im Mittelpunkt steht, um ihre Compliance-Lösungen, bei denen der Mensch im Mittelpunkt steht, um ihre 
wichtigsten Risiken bei der Nutzung von E-Mails, der Cloud, Social Media wichtigsten Risiken bei der Nutzung von E-Mails, der Cloud, Social Media 
und dem Internet zu minimieren. und dem Internet zu minimieren. 

Weitere Informationen finden Sie unter www.proofpoint.com/de. Weitere Informationen finden Sie unter www.proofpoint.com/de. 

Die digitale Landschaft entwickelt sich stetig weiter, und eine Konstante Die digitale Landschaft entwickelt sich stetig weiter, und eine Konstante 
in der Cybersicherheit bleibt unverändert: der Mensch als Risikofaktor. Mit in der Cybersicherheit bleibt unverändert: der Mensch als Risikofaktor. Mit 
der Zunahme hybrider Arbeitsmodelle und dem verstärkten Einsatz von der Zunahme hybrider Arbeitsmodelle und dem verstärkten Einsatz von 
Cloud-Anwendungen ist die Angriffsfläche größer denn je. Mitarbeiter sind Cloud-Anwendungen ist die Angriffsfläche größer denn je. Mitarbeiter sind 
zunehmend mobil, nutzen verschiedene Endgeräte und bilden somit den zunehmend mobil, nutzen verschiedene Endgeräte und bilden somit den 
neuen Unternehmensperimeter. Die wachsende Komplexität von IT- und Si-neuen Unternehmensperimeter. Die wachsende Komplexität von IT- und Si-
cherheitssystemen durch den Einsatz unterschiedlicher Lösungen für ver-cherheitssystemen durch den Einsatz unterschiedlicher Lösungen für ver-
schiedene Herausforderungen erschwert die Situation zusätzlich. Verschärft schiedene Herausforderungen erschwert die Situation zusätzlich. Verschärft 
wird der Druck auf Unternehmen durch gesetzliche Vorschriften wie DSGVO, wird der Druck auf Unternehmen durch gesetzliche Vorschriften wie DSGVO, 
NIS2 und DORA. NIS2 und DORA. 

Unser umfassendes, KI-gestütztes Lösungsportfolio schützt Sie vor Bedro-Unser umfassendes, KI-gestütztes Lösungsportfolio schützt Sie vor Bedro-
hungen per E-Mail, in der Cloud und an Endpunkten. In Kombination mit hungen per E-Mail, in der Cloud und an Endpunkten. In Kombination mit 
unserem integrierten Plattformansatz ermöglicht es Ihnen, den aktuellen unserem integrierten Plattformansatz ermöglicht es Ihnen, den aktuellen 
und zukünftigen Herausforderungen schnell und effektiv zu begegnen. und zukünftigen Herausforderungen schnell und effektiv zu begegnen. 

Proofpoint GmbH Proofpoint GmbH 
Oskar-von-Miller-Ring 20 Oskar-von-Miller-Ring 20 
80333 München 80333 München 
www.proofpoint.com/dewww.proofpoint.com/de
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Protectly ist eine Security-Awareness-Plattform für Unternehmen und den Protectly ist eine Security-Awareness-Plattform für Unternehmen und den 
öffentlichen Dienst, die Organisationen dabei unterstützt, menschliche Si-öffentlichen Dienst, die Organisationen dabei unterstützt, menschliche Si-
cherheitsrisiken gezielt zu reduzieren.cherheitsrisiken gezielt zu reduzieren.

Mit realistischen Mit realistischen Social-Engineering-SimulationenSocial-Engineering-Simulationen macht  macht ProtectlyProtectly moder- moder-
ne Angriffe wie ne Angriffe wie Phishing, QR-Code-Scams,Phishing, QR-Code-Scams, KI-gestützte  KI-gestützte Voice-Agent-Simu-Voice-Agent-Simu-
lationenlationen und  und Live-DeepfakesLive-Deepfakes praxisnah erlebbar. Integrierte Analysen liefern  praxisnah erlebbar. Integrierte Analysen liefern 
transparente Einblicke in Öffnungs-, Klick-, Eingabe- und Downloadraten transparente Einblicke in Öffnungs-, Klick-, Eingabe- und Downloadraten 
und machen Schwachstellen sichtbar.und machen Schwachstellen sichtbar.

ProtectlyProtectly verbindet moderne Simulationen mit wirksamen  verbindet moderne Simulationen mit wirksamen Awareness-Awareness-
TrainingsTrainings und unterstützt Organisationen dabei, Sicherheitsbewusstsein zu  und unterstützt Organisationen dabei, Sicherheitsbewusstsein zu 
stärken, Risiken zu senken und Compliance-Anforderungen zuverlässig zu stärken, Risiken zu senken und Compliance-Anforderungen zuverlässig zu 
erfüllen.erfüllen.

ProtectlyProtectly vereint realistische Simulationen mit integrierten A vereint realistische Simulationen mit integrierten Awareness-Trai-wareness-Trai-
ningsnings auf einer zentralen Plattform. Trainings können automatisiert und ver- auf einer zentralen Plattform. Trainings können automatisiert und ver-
haltensbasiert zugewiesen werden, beispielsweise wenn Teilnehmende in haltensbasiert zugewiesen werden, beispielsweise wenn Teilnehmende in 
Phishing- oder Social-Engineering-Kampagnen auf schädliche Links klicken Phishing- oder Social-Engineering-Kampagnen auf schädliche Links klicken 
oder sensible Daten eingeben. So erfolgt die Wissensvermittlung gezielt und oder sensible Daten eingeben. So erfolgt die Wissensvermittlung gezielt und 
bedarfsgerecht.bedarfsgerecht.

Neben Security-Awareness deckt Neben Security-Awareness deckt ProtectlyProtectly zahlreiche in Österreich und  zahlreiche in Österreich und 
Deutschland erforderliche Pflichtschulungen ab, darunter Arbeitssicherheit, Deutschland erforderliche Pflichtschulungen ab, darunter Arbeitssicherheit, 
Compliance, Datenschutz, Informationssicherheit, Künstliche Intelligenz, Compliance, Datenschutz, Informationssicherheit, Künstliche Intelligenz, 
Nachhaltigkeit, Produktivität und Microsoft Office sowie über 500 weitere Nachhaltigkeit, Produktivität und Microsoft Office sowie über 500 weitere 
relevante Kurse für Unternehmen und Behörden.relevante Kurse für Unternehmen und Behörden.
Das Trainingsportfolio umfasst Micro- und Macrolearnings in 2D- und 3D-Das Trainingsportfolio umfasst Micro- und Macrolearnings in 2D- und 3D-
Formaten. Formaten. ProtectlyProtectly ist  ist DSGVO-konformDSGVO-konform ausgelegt und unterstützt Anfor- ausgelegt und unterstützt Anfor-
derungen aus den Richtlinien derungen aus den Richtlinien NIS2, EU AI Act, BSI-IT-GrundschutzNIS2, EU AI Act, BSI-IT-Grundschutz und I und ISO SO 
2700127001 durch transparente, revisionssichere Nachweise für Audits und Prü- durch transparente, revisionssichere Nachweise für Audits und Prü-
fungen.fungen.

Smart-Study GmbHSmart-Study GmbH
Wiesengasse 27/4, Stock/Top 18 Wiesengasse 27/4, Stock/Top 18 
1090 Wien, Österreich1090 Wien, Österreich
https://protectly.euhttps://protectly.eu
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Pure Storage entwickelt skalierbare Speicherlösungen, die auf die individu-Pure Storage entwickelt skalierbare Speicherlösungen, die auf die individu-
ellen Anforderungen jedes Unternehmens zugeschnitten sind. Die modula-ellen Anforderungen jedes Unternehmens zugeschnitten sind. Die modula-
ren und erweiterbaren Speicherplattformen ermöglichen es Unternehmen, ren und erweiterbaren Speicherplattformen ermöglichen es Unternehmen, 
ihre Speicherkapazität und Leistung dynamisch anzupassen, um den wach-ihre Speicherkapazität und Leistung dynamisch anzupassen, um den wach-
senden Datenbedarf zu bewältigen.senden Datenbedarf zu bewältigen.

Pure Storage Inc.Pure Storage Inc.
650 Castro St 400650 Castro St 400
Mountain View, CA 94041, USAMountain View, CA 94041, USA
www.purestorage.comwww.purestorage.com

Qualys bietet eine umfassende, cloudbasierte Sicherheitsplattform, die Un-Qualys bietet eine umfassende, cloudbasierte Sicherheitsplattform, die Un-
ternehmen hilft, ihre IT-Infrastruktur und Anwendungen vor Cyberbedro-ternehmen hilft, ihre IT-Infrastruktur und Anwendungen vor Cyberbedro-
hungen zu schützen. Durch die Integration mehrerer Sicherheits und Com-hungen zu schützen. Durch die Integration mehrerer Sicherheits und Com-
pliance-Tools ermöglicht Qualys Kunden, ihre Netzwerke, Endpunkte und pliance-Tools ermöglicht Qualys Kunden, ihre Netzwerke, Endpunkte und 
Webanwendungen effizient zu überwachen und zu schützen.Webanwendungen effizient zu überwachen und zu schützen.

Qualys Inc.Qualys Inc.
Terminalstr., Mitte 18Terminalstr., Mitte 18
85356 München85356 München
www.qualys.comwww.qualys.com

QuoLab setzt auf gemeinsame Bedrohungsabwehr, indem es UnternehmenQuoLab setzt auf gemeinsame Bedrohungsabwehr, indem es Unternehmen
ermöglicht, ihre Sicherheitsressourcen effizient zu bündeln und zusammen-ermöglicht, ihre Sicherheitsressourcen effizient zu bündeln und zusammen-
zuarbeiten. Durch die Integration von Datenquellen, Analysetools und Ex-zuarbeiten. Durch die Integration von Datenquellen, Analysetools und Ex-
pertenwissen in einer zentralen Plattform können Sicherheitsteams effekti-pertenwissen in einer zentralen Plattform können Sicherheitsteams effekti-
ver zusammenarbeiten, um Cyberbedrohungen zu bekämpfen.ver zusammenarbeiten, um Cyberbedrohungen zu bekämpfen.

QuoLab Technologies, IncQuoLab Technologies, Inc
6751 Columbia Gateway Drive Suite 3006751 Columbia Gateway Drive Suite 300
Columbia, MD, 21046, USAColumbia, MD, 21046, USA
www.quolab.comwww.quolab.com

Radiflow entwickelt leistungsstarke Sicherheitslösungen zur Anomalieer-Radiflow entwickelt leistungsstarke Sicherheitslösungen zur Anomalieer-
kennung und Bedrohungsabwehr, die Unternehmen ermöglichen, unge-kennung und Bedrohungsabwehr, die Unternehmen ermöglichen, unge-
wöhnliche Aktivitäten und potenzielle Cyberangriffe in Echtzeit zu erkennen. wöhnliche Aktivitäten und potenzielle Cyberangriffe in Echtzeit zu erkennen. 
Mit maschinellem Lernen und künstlicher Intelligenz unterstützt Radiflow Mit maschinellem Lernen und künstlicher Intelligenz unterstützt Radiflow 
Unternehmen bei der schnellen Reaktion auf Sicherheitsvorfälle.Unternehmen bei der schnellen Reaktion auf Sicherheitsvorfälle.

Radiflow LTD.Radiflow LTD.
900 Corporate Dr900 Corporate Dr
Mahwah, NJ 07430, USAMahwah, NJ 07430, USA
www.radiflow.comwww.radiflow.com
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Radware ist ein Experte für Anwendungssicherheit und -delivery und bietet Radware ist ein Experte für Anwendungssicherheit und -delivery und bietet 
Unternehmen leistungsstarke Lösungen, um ihre Netzwerke, Server und An-Unternehmen leistungsstarke Lösungen, um ihre Netzwerke, Server und An-
wendungen vor Cyberangriffen zu schützen. Mit innovativen Produkten wie wendungen vor Cyberangriffen zu schützen. Mit innovativen Produkten wie 
Alteon und AppWall unterstützt Radware Kunden bei der Gewährleistung Alteon und AppWall unterstützt Radware Kunden bei der Gewährleistung 
der Sicherheit und Zuverlässigkeit ihrer digitalen Assets.der Sicherheit und Zuverlässigkeit ihrer digitalen Assets.

Radware Inc.Radware Inc.
Robert-Bosch-Str. 11 A, 2nd floorRobert-Bosch-Str. 11 A, 2nd floor
63225 Langen63225 Langen
www.radware.comwww.radware.com

RangeForce bietet praxisorientierte Cybersicherheitsschulungen, die IT- und RangeForce bietet praxisorientierte Cybersicherheitsschulungen, die IT- und 
Sicherheitsfachleuten helfen, ihre Fähigkeiten und Kenntnisse durch realis-Sicherheitsfachleuten helfen, ihre Fähigkeiten und Kenntnisse durch realis-
tische Simulationen von Cyberangriffen und -szenarien zu verbessern. Mit tische Simulationen von Cyberangriffen und -szenarien zu verbessern. Mit 
einer umfassenden Trainingsbibliothek und anpassbaren Übungen ermög-einer umfassenden Trainingsbibliothek und anpassbaren Übungen ermög-
licht RangeForce Fachleuten, ihre Fähigkeiten weiterzuentwickeln.licht RangeForce Fachleuten, ihre Fähigkeiten weiterzuentwickeln.

Rangeforce Inc.Rangeforce Inc.
440 Monticello Ave, Suite 1802, PMB 44296440 Monticello Ave, Suite 1802, PMB 44296
Norfolk, Virginia 23510-2670, USANorfolk, Virginia 23510-2670, USA
www.rangeforce.comwww.rangeforce.com

Rapid7 ist ein anerkannter Anbieter von Cybersicherheitslösungen und Ana-Rapid7 ist ein anerkannter Anbieter von Cybersicherheitslösungen und Ana-
lysen, der Unternehmen bei der Identifizierung, Priorisierung und Behebung lysen, der Unternehmen bei der Identifizierung, Priorisierung und Behebung 
von Sicherheitslücken unterstützt. Ihre Plattformen, wie InsightIDR und Nex-von Sicherheitslücken unterstützt. Ihre Plattformen, wie InsightIDR und Nex-
pose, ermöglichen eine umfassende Überwachung von Sicherheitsrisiken pose, ermöglichen eine umfassende Überwachung von Sicherheitsrisiken 
und helfen, Angriffsflächen zu reduzieren.und helfen, Angriffsflächen zu reduzieren.

Rapid7 Inc.Rapid7 Inc.
Am Söldnermoos 17Am Söldnermoos 17
85399 Hallbergmoos85399 Hallbergmoos
www.rapid7.comwww.rapid7.com

RealVNC bietet sichere, zuverlässige Fernzugriffs- und Steuerungssoftware, RealVNC bietet sichere, zuverlässige Fernzugriffs- und Steuerungssoftware, 
die es Benutzern ermöglicht, von überall aus eine Verbindung zu Geräten die es Benutzern ermöglicht, von überall aus eine Verbindung zu Geräten 
herzustellen und diese zu steuern. Es steigert die Produktivität, unterstützt herzustellen und diese zu steuern. Es steigert die Produktivität, unterstützt 
Remote-Arbeit und vereinfacht den IT-Support mit benutzerfreundlichen Remote-Arbeit und vereinfacht den IT-Support mit benutzerfreundlichen 
und effizienten Lösungen.und effizienten Lösungen.

RealVNC LimitedRealVNC Limited
50-60 Station Road50-60 Station Road
Cambridge, CB1 2JH, UKCambridge, CB1 2JH, UK
www.realvnc.comwww.realvnc.com
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Red Canary ist ein US-amerikanisches Cybersicherheitsunternehmen. Es Red Canary ist ein US-amerikanisches Cybersicherheitsunternehmen. Es 
bietet Managed Detection and Response Dienste an, die Bedrohungen über bietet Managed Detection and Response Dienste an, die Bedrohungen über 
Endpunkte, Identitäten und Cloud-Umgebungen hinweg erkennen und Endpunkte, Identitäten und Cloud-Umgebungen hinweg erkennen und 
stoppen. Die Plattform kombiniert maschinelles Lernen mit menschlicher stoppen. Die Plattform kombiniert maschinelles Lernen mit menschlicher 
Expertise, um Unternehmen vor Cyberangriffen zu schützen.Expertise, um Unternehmen vor Cyberangriffen zu schützen.

Red CanaryRed Canary
1515 Wynkoop St., Suite 3901515 Wynkoop St., Suite 390
Denever, CO 80202, USADenever, CO 80202, USA
www.redcanary.comwww.redcanary.com

Die E-Mail-Verschlüsselungslösungen von Reddoxx gewährleisten die siche-Die E-Mail-Verschlüsselungslösungen von Reddoxx gewährleisten die siche-
re Übertragung vertraulicher Informationen. Darüber hinaus bietet Reddoxx re Übertragung vertraulicher Informationen. Darüber hinaus bietet Reddoxx 
auch Archivierungslösungen, die es Unternehmen ermöglichen, E-Mails und auch Archivierungslösungen, die es Unternehmen ermöglichen, E-Mails und 
Anhänge langfristig zu speichern, zu verwalten und leicht darauf zuzugrei-Anhänge langfristig zu speichern, zu verwalten und leicht darauf zuzugrei-
fen.fen.

REDDOXX GmbHREDDOXX GmbH
NeueWeilheimer Str. 14NeueWeilheimer Str. 14
73230 Kirchheim73230 Kirchheim
www.reddoxx.comwww.reddoxx.com

Redgate bietet Lösungen für effizientes Datenbankmanagement über den Redgate bietet Lösungen für effizientes Datenbankmanagement über den 
gesamten Softwareentwicklungsprozess hinweg – für jede Datenbank, über-gesamten Softwareentwicklungsprozess hinweg – für jede Datenbank, über-
all. Teams profitieren von höherer Effizienz, weniger Fehlern und besserem all. Teams profitieren von höherer Effizienz, weniger Fehlern und besserem 
Datenschutz. Über 200.000 Nutzer weltweit, darunter 92 % der Fortune 100, Datenschutz. Über 200.000 Nutzer weltweit, darunter 92 % der Fortune 100, 
vertrauen darauf. vertrauen darauf. 

Red Gate Software LtdRed Gate Software Ltd
Cavendish HouseCavendish House
Cambridge, CB4 0XB, UKCambridge, CB4 0XB, UK
www.red-gate.comwww.red-gate.com

Retrospect ist der Meister der Datensicherung, der Unternehmen und Pri-Retrospect ist der Meister der Datensicherung, der Unternehmen und Pri-
vatanwendern zuverlässige Lösungen bietet, um ihre wertvollen Daten zu vatanwendern zuverlässige Lösungen bietet, um ihre wertvollen Daten zu 
schützen und im Bedarfsfall wiederherzustellen. Mit umfassenden Siche-schützen und im Bedarfsfall wiederherzustellen. Mit umfassenden Siche-
rungs-, Archivierungs- und Wiederherstellungsfunktionen sorgt Retrospectrungs-, Archivierungs- und Wiederherstellungsfunktionen sorgt Retrospect
für den Schutz Ihrer wertvollen Informationen.für den Schutz Ihrer wertvollen Informationen.

Retrospect Inc.Retrospect Inc.
1287 Anvilwood Ave1287 Anvilwood Ave
Sunnyvale, CA 94089, USASunnyvale, CA 94089, USA
www.retrospect.comwww.retrospect.com
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R-S

Ihr Ansprechpartner bei Infraforce:

Frau Aleksandra Glock
Telefon: 0641 948490 -49
E-Mail: aleksandra.dudek-glock@infraforce.de

ReversingLabs schützt die Software-Lieferkette durch Bedrohungsanalysen. ReversingLabs schützt die Software-Lieferkette durch Bedrohungsanalysen. 
Die Titanium-Plattform erkennt Malware, Ransomware und Sicherheitsrisi-Die Titanium-Plattform erkennt Malware, Ransomware und Sicherheitsrisi-
ken durch Datei- und Binary-Scans, um Unternehmen vor Cyberangriffen zu ken durch Datei- und Binary-Scans, um Unternehmen vor Cyberangriffen zu 
schützen und Software-Sicherheit zu gewährleisten.schützen und Software-Sicherheit zu gewährleisten.

Reversing LabsReversing Labs
222 Third Street, Unit 1101222 Third Street, Unit 1101
Cambridge, MA 02142, USACambridge, MA 02142, USA
www.reversinglabs.comwww.reversinglabs.com

Rohde & Schwarz ist ein weltweit führender Anbieter von Lösungen in den Rohde & Schwarz ist ein weltweit führender Anbieter von Lösungen in den 
Bereichen Messtechnik, Rundfunk, Verteidigung, Cybersecurity und siche-Bereichen Messtechnik, Rundfunk, Verteidigung, Cybersecurity und siche-
re Kommunikation. Mit innovativen Technologien unterstützen sie Unter-re Kommunikation. Mit innovativen Technologien unterstützen sie Unter-
nehmen und Behörden dabei, komplexe technische Herausforderungen zu nehmen und Behörden dabei, komplexe technische Herausforderungen zu 
meistern und sichere, verlässliche Kommunikationsnetzwerke aufzubauen.meistern und sichere, verlässliche Kommunikationsnetzwerke aufzubauen.

Rohde & Schwarz GmbH & Co. KGRohde & Schwarz GmbH & Co. KG
Mühldorfstraße 15Mühldorfstraße 15
81671 München81671 München
www.rohde-schwarz.comwww.rohde-schwarz.com
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Dave Howaldt & Alexander 
Müller, Geschäftsführer

Im dynamischen Bereich der IT-Security ist es unerlässlich, hochqualifizierte Im dynamischen Bereich der IT-Security ist es unerlässlich, hochqualifizierte 
Fach- und Führungskräfte zu gewinnen, die den immer komplexer werden-Fach- und Führungskräfte zu gewinnen, die den immer komplexer werden-
den Bedrohungen effektiv begegnen können. den Bedrohungen effektiv begegnen können. 

ROG – Recruiting ohne Grenzen bietet hierfür ununterbrochene Expertise ROG – Recruiting ohne Grenzen bietet hierfür ununterbrochene Expertise 
seit 2017 und greift auf einen exklusiven, aktiv gepflegten Kandidatenstamm seit 2017 und greift auf einen exklusiven, aktiv gepflegten Kandidatenstamm 
von über 13.000 Spezialisten zurück. Unser Kernsegment ist die IT- und Infor-von über 13.000 Spezialisten zurück. Unser Kernsegment ist die IT- und Infor-
mationssicherheit, ergänzt durch unsere Kompetenz in den Kernbereichen mationssicherheit, ergänzt durch unsere Kompetenz in den Kernbereichen 
IT, Industrie und Finance. IT, Industrie und Finance. 
    
Wir unterstützen Unternehmen dieser Branchen, indem wir kritische Schlüs-Wir unterstützen Unternehmen dieser Branchen, indem wir kritische Schlüs-
selpositionen besetzen, die für die Cyber-Resilienz und die Einhaltung Ihrer selpositionen besetzen, die für die Cyber-Resilienz und die Einhaltung Ihrer 
Compliance-Vorgaben entscheidend sind. Unser Fokus liegt darauf, maßge-Compliance-Vorgaben entscheidend sind. Unser Fokus liegt darauf, maßge-
schneiderte Recruiting-Lösungen zu liefern, die es Ihnen ermöglichen, sich schneiderte Recruiting-Lösungen zu liefern, die es Ihnen ermöglichen, sich 
voll auf Ihr Kerngeschäft zu konzentrieren. voll auf Ihr Kerngeschäft zu konzentrieren. 

Wir sind davon überzeugt, dass der wahre Schutz Ihrer Systeme in den Talen-Wir sind davon überzeugt, dass der wahre Schutz Ihrer Systeme in den Talen-
ten liegt, die fortschrittliche Sicherheitslösungen entwickeln und umsetzen. ten liegt, die fortschrittliche Sicherheitslösungen entwickeln und umsetzen. 
Mit unserem Konzept Recruiting-as-a-Service (RaaS) gestalten wir Ihre Rek-Mit unserem Konzept Recruiting-as-a-Service (RaaS) gestalten wir Ihre Rek-
rutierungsprozesse transparent, planbar und kosteneffizient. RaaS ermög-rutierungsprozesse transparent, planbar und kosteneffizient. RaaS ermög-
licht Ihnen umfassende, skalierbare Unterstützung: Wir garantieren Planbar-licht Ihnen umfassende, skalierbare Unterstützung: Wir garantieren Planbar-
keit, von der Festpreis-Garantie bis zur erfolgsbasierten Einzelvermittlung für keit, von der Festpreis-Garantie bis zur erfolgsbasierten Einzelvermittlung für 
Ihre spezifischste Vakanz.“ Ihre spezifischste Vakanz.“ 

Die Besetzung von IT-Security-Schlüsselpositionen entscheidet maßgeblich Die Besetzung von IT-Security-Schlüsselpositionen entscheidet maßgeblich 
über die Cyber-Resilienz und den Compliance-Erfolg Ihres Unternehmens. über die Cyber-Resilienz und den Compliance-Erfolg Ihres Unternehmens. 
Angesichts der Komplexität dieses Marktes ist es essenziell, einen Partner Angesichts der Komplexität dieses Marktes ist es essenziell, einen Partner 
an der Seite zu haben, der planbare, effiziente und garantierte Ergebnisse an der Seite zu haben, der planbare, effiziente und garantierte Ergebnisse 
liefert. liefert. 
Wenn Sie vor der Herausforderung stehen, Ihre anspruchsvollsten Vakanzen Wenn Sie vor der Herausforderung stehen, Ihre anspruchsvollsten Vakanzen 
schnell und ohne Kompromisse zu besetzen und die Expertise von ROG für schnell und ohne Kompromisse zu besetzen und die Expertise von ROG für 
Ihre strategische Personalplanung nutzen möchten, laden wir Sie herzlich Ihre strategische Personalplanung nutzen möchten, laden wir Sie herzlich 
zum direkten Austausch ein. zum direkten Austausch ein. 
Nehmen Sie Kontakt mit unserem Geschäftsführer auf und starten Sie den Nehmen Sie Kontakt mit unserem Geschäftsführer auf und starten Sie den 
Prozess zur Sicherung Ihrer Fach- und Führungskräfte: Prozess zur Sicherung Ihrer Fach- und Führungskräfte: 

E-Mail an: dave.howaldt@rog-recruiting.de E-Mail an: dave.howaldt@rog-recruiting.de 

ROG – Recruiting ohne Grenzen ROG – Recruiting ohne Grenzen 
Havelufer 14 Havelufer 14 
16515 Oranienburg | Deutschland 16515 Oranienburg | Deutschland 
https://www.rog-recruiting.de/ https://www.rog-recruiting.de/ 

Ihr Turbo für IT & Cyber Security Personal
Fokus aufs Kerngeschäft. Wir kümmern uns um das Recruiting, Sie sich um die Sicherheit.

IHR VORTEIL MIT ROG:

● Maximales Sourcing: Zugriff auf unseren exklusiven 
Talentpool von 13.000+ Spezialisten 
+ Aktives Direct Sourcing + Breites Multiposting.

● Präzision & Transparenz: Exakte Rollendefinition und 
volle Transparenz in jedem Schritt.

● Planbare Kosten & Zeit: Wahl zwischen 
Festpreis, erfolgsbasiert oder Hybrid.

WIR LÖSEN IHR PROBLEM:

● Der Fachkräftemangel: Schwierigkeiten, 
spezialisiertes IT Security Personal zu finden.

● Hohe Fluktuation: Gefahr von Fehlbesetzungen 
und Kosten.

● Unplanbare Kosten: Hohe Gebühren oder 
Zeitverlust durch lange Prozesse.

1. Analyse & Sourcing: Exakte Bedarfsanalyse und Ausschöpfung aller 
Sourcing-Kanäle (Talentpool, Active Sourcing, Multiposting).

2. Steuerung & Auswahl: Passende Modell-Wahl und durchgehende 
Prozess-Steuerung bis zur Vertragsunterschrift.

3. Besetzung & Erfolg: Lieferung der passenden Talente zur Stärkung und 
Entlastung Ihres IT-Security-Teams.
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SailPoint ist ein führendes Unternehmen im Bereich IdentitätsmanagementSailPoint ist ein führendes Unternehmen im Bereich Identitätsmanagement
und Zugriffssteuerung. Ihre Plattform unterstützt Unterneh-men in ver-und Zugriffssteuerung. Ihre Plattform unterstützt Unterneh-men in ver-
schiedenen Branchen bei der Verwaltung von Identitäten, Zugriffsberech-schiedenen Branchen bei der Verwaltung von Identitäten, Zugriffsberech-
tigungen, Governance und Compliance. SailPoint zielt darauf ab, die Sicher-tigungen, Governance und Compliance. SailPoint zielt darauf ab, die Sicher-
heit und Effizienz von IT-Infrastrukturen zu verbessern.heit und Effizienz von IT-Infrastrukturen zu verbessern.

Sail Point Technologies Inc.Sail Point Technologies Inc.
11120 Four Points Drive, Suite 10011120 Four Points Drive, Suite 100
Austin, Texas 78726, USAAustin, Texas 78726, USA
www.sailpoint.comwww.sailpoint.com

Rubrik bietet integrierte Datenmanagementlösungen, die Unternehmen Rubrik bietet integrierte Datenmanagementlösungen, die Unternehmen 
dabei unterstützen, ihre Daten effizient zu schützen, verwalten und wieder-dabei unterstützen, ihre Daten effizient zu schützen, verwalten und wieder-
herstellen. Mit leistungsstarken Technologien, Cloudfähigen Sicherungs-herstellen. Mit leistungsstarken Technologien, Cloudfähigen Sicherungs-
optionen und umfassender Datenanalyse ermöglicht Rubrik eine nahtlose optionen und umfassender Datenanalyse ermöglicht Rubrik eine nahtlose 
Kontrolle über die gesamte Dateninfrastruktur.Kontrolle über die gesamte Dateninfrastruktur.

Rubrik Inc.Rubrik Inc.
Mainzer Landstr. 41Mainzer Landstr. 41
60329 Frankfurt am Main60329 Frankfurt am Main
www.rubrik.comwww.rubrik.com

Saviynt bietet cloud-native Lösungen für Identitäts- und Zugriffsmanage-Saviynt bietet cloud-native Lösungen für Identitäts- und Zugriffsmanage-
ment. Die Plattform kombiniert Identity Governance and Administration, ment. Die Plattform kombiniert Identity Governance and Administration, 
Privileged Access Management und Application Access Governance, um Be-Privileged Access Management und Application Access Governance, um Be-
nutzerzugriffe zu kontrollieren, Risiken zu minimieren und Compliance-An-nutzerzugriffe zu kontrollieren, Risiken zu minimieren und Compliance-An-
forderungen zu erfüllen. forderungen zu erfüllen. 

Saviynt Inc.Saviynt Inc.
1301 E El Segundo Blvd., Suite D1301 E El Segundo Blvd., Suite D
El Segundo, CA 90245, USAEl Segundo, CA 90245, USA
www.saviynt.comwww.saviynt.com

Qiata ist eine Lösung für den sicheren Dateiaustausch, die Unternehmen Qiata ist eine Lösung für den sicheren Dateiaustausch, die Unternehmen 
DSGVO-konforme, verschlüsselte und benutzerfreundliche Datenübertra-DSGVO-konforme, verschlüsselte und benutzerfreundliche Datenübertra-
gung ermöglicht. Sie bietet volle Kontrolle über Dateien, inklusive Zugriffs-gung ermöglicht. Sie bietet volle Kontrolle über Dateien, inklusive Zugriffs-
beschränkungen, Nachvollziehbarkeit und Einbindung externer Dienste.beschränkungen, Nachvollziehbarkeit und Einbindung externer Dienste.

SECUDOS GmbHSECUDOS GmbH
Südfeld 9CSüdfeld 9C
59174 Kamen59174 Kamen
www.secudos.dewww.secudos.de
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Secjur HQ - Deutschland

SECJURs Automatisierungsplattform - das Digital Compliance Office - ver-SECJURs Automatisierungsplattform - das Digital Compliance Office - ver-
eint alle Compliance-Bereiche unter einem Dach. Damit wird die Umset-eint alle Compliance-Bereiche unter einem Dach. Damit wird die Umset-
zung gesetzlicher Vorgaben zum Kinderspiel und Standards wie NIS2, ISO zung gesetzlicher Vorgaben zum Kinderspiel und Standards wie NIS2, ISO 
27001, DSGVO oder TISAX® lassen sich schnell und ohne große Vorerfahrung 27001, DSGVO oder TISAX® lassen sich schnell und ohne große Vorerfahrung 
umsetzen.umsetzen.

secjur GmbHsecjur GmbH
Steinhöft 9Steinhöft 9
20459 Hamburg 20459 Hamburg 
www.secjur.comwww.secjur.com

Secure Point bietet eine erstklassige Firewall-Lösung, die fortschrittliche Secure Point bietet eine erstklassige Firewall-Lösung, die fortschrittliche 
Sicherheitsfunktionen wie Intrusion Detection/Prevention, VPN-Unterstüt-Sicherheitsfunktionen wie Intrusion Detection/Prevention, VPN-Unterstüt-
zung und Content Filtering umfasst. Diese Firewall-Lösung schützt Unter-zung und Content Filtering umfasst. Diese Firewall-Lösung schützt Unter-
nehmen vor Angriffen aus dem Internet und gewährleistet eine sichere in-nehmen vor Angriffen aus dem Internet und gewährleistet eine sichere in-
terne und externe Kommunikation.terne und externe Kommunikation.

Securepoint GmbHSecurepoint GmbH
Bleckeder Landstraße 28Bleckeder Landstraße 28
21337 Lüneburg21337 Lüneburg
www.securepoint.dewww.securepoint.de

SecureLink, übernommen von Imprivata, bietet Cybersicherheitslösungen SecureLink, übernommen von Imprivata, bietet Cybersicherheitslösungen 
für sicheren Remote-Zugriff, Privileged Access Management und Managed für sicheren Remote-Zugriff, Privileged Access Management und Managed 
Security Services. Sie helfen Unternehmen, sensible Daten zu schützen und Security Services. Sie helfen Unternehmen, sensible Daten zu schützen und 
Compliance-Anforderungen durch proaktive Bedrohungsabwehr und Si-Compliance-Anforderungen durch proaktive Bedrohungsabwehr und Si-
cherheitsüberwachung zu erfüllen.cherheitsüberwachung zu erfüllen.

Imprivata Imprivata 
20 Citypoint, 6. Stock, 480 Totten Pond Rd20 Citypoint, 6. Stock, 480 Totten Pond Rd
Waltham, MA 02451, USAWaltham, MA 02451, USA
www.imprivata.com/dewww.imprivata.com/de
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Secureworks bietet Cybersicherheitslösungen mit Fokus auf Extended De-Secureworks bietet Cybersicherheitslösungen mit Fokus auf Extended De-
tection and Response (XDR) über seine Plattform Taegis™. Das Unterneh-tection and Response (XDR) über seine Plattform Taegis™. Das Unterneh-
men erkennt und bekämpft Bedrohungen durch KI-gestützte Analysen und men erkennt und bekämpft Bedrohungen durch KI-gestützte Analysen und 
menschliche Expertise. Es unterstützt Unternehmen bei der Abwehr von An-menschliche Expertise. Es unterstützt Unternehmen bei der Abwehr von An-
griffen und der Einhaltung von Sicherheitsstandards.griffen und der Einhaltung von Sicherheitsstandards.

SecureworksSecureworks
One Concourse Parkway NE, Suite 500One Concourse Parkway NE, Suite 500
Atlanta, GA 30328, USAAtlanta, GA 30328, USA
www.secureworks.comwww.secureworks.com

SecurityScorecard bietet eine Plattform zur Bewertung der Cybersicher-SecurityScorecard bietet eine Plattform zur Bewertung der Cybersicher-
heitslage von Unternehmen und deren Partnern. Sie analysiert Netzwerksi-heitslage von Unternehmen und deren Partnern. Sie analysiert Netzwerksi-
cherheit, Malware-Infektionen und Anwendungsrisiken, um Schwachstellen cherheit, Malware-Infektionen und Anwendungsrisiken, um Schwachstellen 
zu identifizieren. Unternehmen erhalten detaillierte Sicherheitsbewertun-zu identifizieren. Unternehmen erhalten detaillierte Sicherheitsbewertun-
gen zur Verbesserung ihrer IT-Sicherheit und Compliance.gen zur Verbesserung ihrer IT-Sicherheit und Compliance.

Security ScorecardSecurity Scorecard
1140 Avenue of the Americas1140 Avenue of the Americas
New York, NY 10036, USANew York, NY 10036, USA
https://www.securityscorecard.comhttps://www.securityscorecard.com

Mit intelligenten Sicherheitsanalysen, fortschrittlicher Threat Intelligence Mit intelligenten Sicherheitsanalysen, fortschrittlicher Threat Intelligence 
und end-to-end-Sicherheitslösungen bietet Securonix eine umfassende Lö-und end-to-end-Sicherheitslösungen bietet Securonix eine umfassende Lö-
sung zum Schutz der IT-Infrastruktur und geschäftskritischer Daten. Durch sung zum Schutz der IT-Infrastruktur und geschäftskritischer Daten. Durch 
Verhaltensanalyse und Benutzerüberwachung werden potenziell schädli-Verhaltensanalyse und Benutzerüberwachung werden potenziell schädli-
ches Verhalten und Insider-Angriffe frühzeitig erkannt.ches Verhalten und Insider-Angriffe frühzeitig erkannt.

Securonix Inc.Securonix Inc.
Europadamm 4Europadamm 4
41460 Neuss41460 Neuss
www.securonix.comwww.securonix.com

Ihr Angebot umfasst ein breites Spektrum an Produkten, die darauf abzie-Ihr Angebot umfasst ein breites Spektrum an Produkten, die darauf abzie-
len, das Sicherheitsbewusstsein und das Sicherheitsverhalten in Unterneh-len, das Sicherheitsbewusstsein und das Sicherheitsverhalten in Unterneh-
men zu verbessern. Dazu gehören Tools wie ein Simulations-Phishing- Tool, men zu verbessern. Dazu gehören Tools wie ein Simulations-Phishing- Tool, 
ein Darkwebscan, E-Learnings, und ein umfassender Schwachstellenscan.ein Darkwebscan, E-Learnings, und ein umfassender Schwachstellenscan.

SECVISIO GmbHSECVISIO GmbH
Heiligenstock 34cHeiligenstock 34c
42697 Solingen42697 Solingen
www.secvisio.iowww.secvisio.io
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SentinelOne ist ein innovatives Cybersicherheitsunternehmen und bietet SentinelOne ist ein innovatives Cybersicherheitsunternehmen und bietet 
eine breite Palette von Produkten, das sich auf Endpoint- Schutz und KI-ge-eine breite Palette von Produkten, das sich auf Endpoint- Schutz und KI-ge-
stützte Bedrohungserkennung spezialisiert hat. Mit der SentinelOne Singu-stützte Bedrohungserkennung spezialisiert hat. Mit der SentinelOne Singu-
larity-Plattform bietet das Unternehmen eine einheitliche Lösung zur Ab-larity-Plattform bietet das Unternehmen eine einheitliche Lösung zur Ab-
wehr von Cyberangriffen.wehr von Cyberangriffen.

SentinelOne Inc.SentinelOne Inc.
Prielmayerstr. 3Prielmayerstr. 3
80335 München80335 München
www.sentinelone.comwww.sentinelone.com

Skyhigh Security bietet eine umfassende Lösung zumSchutz sensibler Daten Skyhigh Security bietet eine umfassende Lösung zumSchutz sensibler Daten 
und Anwendungen in der Cloud. Durch fortschrittliche Verschlüsselungs-und Anwendungen in der Cloud. Durch fortschrittliche Verschlüsselungs-
technologien, Zugriffskontrollen und Data Loss Prevention (DLP) ermöglichttechnologien, Zugriffskontrollen und Data Loss Prevention (DLP) ermöglicht
die Plattform Unternehmen, ihre Daten sicher in der Cloud zu speichern unddie Plattform Unternehmen, ihre Daten sicher in der Cloud zu speichern und
vor unbefugtemZugriff zu schützen.vor unbefugtemZugriff zu schützen.

Musarubra US LLCMusarubra US LLC
Ahornallee 9Ahornallee 9
33106 Paderborn33106 Paderborn
www.skyhighsecurity.comwww.skyhighsecurity.com

Stephan Heimel - Sales Director

SEPPmail ist spezialisiert auf E-Mail-Sicherheit und reduziert Komplexität auf SEPPmail ist spezialisiert auf E-Mail-Sicherheit und reduziert Komplexität auf 
ein benutzerfreundliches Minimum. Die umfangreiche Lösung ergänzt alle ein benutzerfreundliches Minimum. Die umfangreiche Lösung ergänzt alle 
gängigen Mailserver und ermöglicht so eine vertrauensvolle und sichere E-gängigen Mailserver und ermöglicht so eine vertrauensvolle und sichere E-
Mail-Kommunikation  – so werden sensible Informationen vor unbefugtem Mail-Kommunikation  – so werden sensible Informationen vor unbefugtem 
Zugriff geschützt. Zugriff geschützt. 

SEPPmail Deutschland GmbHSEPPmail Deutschland GmbH
Ringstrasse 1cRingstrasse 1c
85649 Brunnthal b. München85649 Brunnthal b. München
https://www.seppmail.com/de/https://www.seppmail.com/de/
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SEP HQ - Deutschland

Die SEP entwickelt und vertreibt seit 1992 unternehmensweite Datensiche-Die SEP entwickelt und vertreibt seit 1992 unternehmensweite Datensiche-
rungslösungen und hat ihren Hauptsitz in Holzkirchen bei München. Die rungslösungen und hat ihren Hauptsitz in Holzkirchen bei München. Die 
SEP AG ist Hersteller von Backup- und Disaster Recovery-Software-Lösun-SEP AG ist Hersteller von Backup- und Disaster Recovery-Software-Lösun-
gen zum Schutz aller Daten. gen zum Schutz aller Daten. 

Die Backup-Lösung SEP sesam wird „Made in Germany“ entwickelt und un-Die Backup-Lösung SEP sesam wird „Made in Germany“ entwickelt und un-
terstützt eine Vielzahl von virtuellen Umgebungen (Support von 10 Hyper-terstützt eine Vielzahl von virtuellen Umgebungen (Support von 10 Hyper-
visoren), Betriebssystemen, Anwendungen und Datenbanken bis hin zum visoren), Betriebssystemen, Anwendungen und Datenbanken bis hin zum 
gesamten SAP Solution Stack. gesamten SAP Solution Stack. 
Die universelle Unterstützung komplexer Systemumgebungen hebt SEP se-Die universelle Unterstützung komplexer Systemumgebungen hebt SEP se-
sam deutlich von Mitbewerbern ab. Mit dem SEP Cloud Application Protec-sam deutlich von Mitbewerbern ab. Mit dem SEP Cloud Application Protec-
tion Service (CAPS) bietet die SEP AG zudem eine DSGVO-konforme Cloud-tion Service (CAPS) bietet die SEP AG zudem eine DSGVO-konforme Cloud-
to-Cloud-Backup- und Data Loss Prevention-Lösung für Microsoft Systeme.to-Cloud-Backup- und Data Loss Prevention-Lösung für Microsoft Systeme.

SEP stellt die Sicherheit Ihrer Daten in den Vordergrund und hebt sich ge-SEP stellt die Sicherheit Ihrer Daten in den Vordergrund und hebt sich ge-
rade auch durch die Entwicklung in Deutschland und dem dazugehörigen rade auch durch die Entwicklung in Deutschland und dem dazugehörigen 
deutschsprachigen Support von den meisten anderen Anbieter ab. deutschsprachigen Support von den meisten anderen Anbieter ab. 
Als Hersteller „Made in Germany“ garantiert SEP die Einhaltung des Daten-Als Hersteller „Made in Germany“ garantiert SEP die Einhaltung des Daten-
schutzes und erfüllt die NO-Spy Klausel des BMI / ohne Backdoors. SEP schutzes und erfüllt die NO-Spy Klausel des BMI / ohne Backdoors. SEP 
gewährt BSI-Konformität und liefert die technische Sicherheit für NIS-2-, gewährt BSI-Konformität und liefert die technische Sicherheit für NIS-2-, 
DSGVO- und weitere Compliance-Anforderungen. Mit den SEP Immutabi-DSGVO- und weitere Compliance-Anforderungen. Mit den SEP Immutabi-
lity Solutions sind die Sicherungsdaten unveränderbar und resistent gegen lity Solutions sind die Sicherungsdaten unveränderbar und resistent gegen 
Ransomware.Ransomware.

Umfassender Service und Support werden von Deutschland aus geleistet Umfassender Service und Support werden von Deutschland aus geleistet 
und somit bleiben im Supportfall Ihre Daten und Logfiles innerhalb Deutsch-und somit bleiben im Supportfall Ihre Daten und Logfiles innerhalb Deutsch-
lands. Auch hier erfüllt die SEP AG die Compliance- und DSGVO-Anforderun-lands. Auch hier erfüllt die SEP AG die Compliance- und DSGVO-Anforderun-
gen lückenlos.gen lückenlos.

SEP AGSEP AG
Konrad-Zuse-Strasse 5Konrad-Zuse-Strasse 5
83607 Holzkirchen83607 Holzkirchen
www.sep.dewww.sep.de

DSGVO

Frei von 
Spyware/Backdoors

Datensicherung und –wiederherstellung
Herstellerkonforme 

Standortübergreifende 

Datensicherung

     Ransomware 
Schutz

     Verschlüsselung 
           

Backup Made 
in Germany

Gesetzeskonforme

Datensicherung

Erfüllung der 
NIS-2 Richtline

Deutschsprachiger 
Support

Leader PUR-S 2024
Award bei Techconsult
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Die umfassenden Lösungen von SolarWinds, die Netzwerküberwachung, Die umfassenden Lösungen von SolarWinds, die Netzwerküberwachung, 
Systemüberwachung, Anwendungsleistungsmanagement und mehr abde-Systemüberwachung, Anwendungsleistungsmanagement und mehr abde-
cken, spielen eine entscheidende Rolle dabei, Unternehmen dabei zu unter-cken, spielen eine entscheidende Rolle dabei, Unternehmen dabei zu unter-
stützen, ihre IT-Infrastrukturen effektiv zu überwachen und Performance-stützen, ihre IT-Infrastrukturen effektiv zu überwachen und Performance-
Probleme proaktiv zuerkennen.Probleme proaktiv zuerkennen.

SolarWinds Inc.SolarWinds Inc.
Alt-Moabit 73Alt-Moabit 73
10555 Berlin10555 Berlin
www.solarwinds.comwww.solarwinds.com

S-V

Ihr Ansprechpartner bei Infraforce:

Frau Aleksandra Glock
Telefon: 0641 948490 -49
E-Mail: aleksandra.dudek-glock@infraforce.de
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Sophos  - AI Experts

Sophos ist ein weltweit führender Anbieter innovativer Cybersicherheitslö-Sophos ist ein weltweit führender Anbieter innovativer Cybersicherheitslö-
sungen. Durch die Übernahme von Secureworks im Februar 2025 vereinte sungen. Durch die Übernahme von Secureworks im Februar 2025 vereinte 
das Unternehmen zwei Pioniere der Branche. Sophos ist der größte reine das Unternehmen zwei Pioniere der Branche. Sophos ist der größte reine 
Anbieter von Managed Detection and Response (MDR) und schützt über Anbieter von Managed Detection and Response (MDR) und schützt über 
28.000 Organisationen. Sein Portfolio umfasst MDR, Endpunkt-, Netzwerk-, 28.000 Organisationen. Sein Portfolio umfasst MDR, Endpunkt-, Netzwerk-, 
E-Mail- und Cloud-Sicherheit, die über die Sophos-Central-Plattform inte-E-Mail- und Cloud-Sicherheit, die über die Sophos-Central-Plattform inte-
griert sind. Secureworks ergänzt das Angebot mit Taegis XDR/MDR, ITDR, griert sind. Secureworks ergänzt das Angebot mit Taegis XDR/MDR, ITDR, 
SIEM der nächsten Generation, Managed Risk und Beratungsdiensten. So-SIEM der nächsten Generation, Managed Risk und Beratungsdiensten. So-
phos vertreibt seine Lösungen über Reseller, MSPs und MSSPs und schützt phos vertreibt seine Lösungen über Reseller, MSPs und MSSPs und schützt 
über 600.000 Organisationen weltweit vor Cyberbedrohungen. Die Sicher-über 600.000 Organisationen weltweit vor Cyberbedrohungen. Die Sicher-
heitslösungen basieren auf Echtzeit-Bedrohungsdaten von Sophos X-Ops heitslösungen basieren auf Echtzeit-Bedrohungsdaten von Sophos X-Ops 
und der Counter Threat Unit (CTU). Der Hauptsitz ist in Oxford, U.K.und der Counter Threat Unit (CTU). Der Hauptsitz ist in Oxford, U.K.

Cybersecurity ist so komplex und ändert sich so schnell, dass die meisten Cybersecurity ist so komplex und ändert sich so schnell, dass die meisten 
Unternehmen nicht in der Lage sind, sich effektiv selbst darum zu kümmern. Unternehmen nicht in der Lage sind, sich effektiv selbst darum zu kümmern. 
Mit Sophos MDR stoppen unsere Experten komplexe, manuell gesteuerte Mit Sophos MDR stoppen unsere Experten komplexe, manuell gesteuerte 
Angriffe und ergreifen Sofortmaßnahmen, um Bedrohungen für Sie zu be-Angriffe und ergreifen Sofortmaßnahmen, um Bedrohungen für Sie zu be-
seitigen. So können Sie sich auf das Wesentliche konzentrieren: Ihr eigent-seitigen. So können Sie sich auf das Wesentliche konzentrieren: Ihr eigent-
liches Geschäft. liches Geschäft. 

Bedrohungslandschaft im ständigen Wandel Bedrohungslandschaft im ständigen Wandel 
Moderne Bedrohungen werden immer ausgefeilter und können traditio-Moderne Bedrohungen werden immer ausgefeilter und können traditio-
nelle Security-Tools und -Technologien überlisten. nelle Security-Tools und -Technologien überlisten. 

Begrenzte Cybersecurity-Ressourcen Begrenzte Cybersecurity-Ressourcen 
Unternehmen und Organisationen fehlen oft die Ressourcen und Experti-Unternehmen und Organisationen fehlen oft die Ressourcen und Experti-
se, um Angriffe 24/7 zu erkennen und darauf zu reagieren. se, um Angriffe 24/7 zu erkennen und darauf zu reagieren. 

Zu viele verschiedene Security-Tools Zu viele verschiedene Security-Tools 
Zu viele verschiedene Tools führen zu einer „Alarmmüdigkeit“ und einer Zu viele verschiedene Tools führen zu einer „Alarmmüdigkeit“ und einer 
komplexen Verwaltung, wodurch der Sicherheitsstatus insgesamt leidet. komplexen Verwaltung, wodurch der Sicherheitsstatus insgesamt leidet. 

SophosTechnology GmbHSophosTechnology GmbH
Gustav-Stresemann-Ring 1Gustav-Stresemann-Ring 1
65189 Wiesbaden65189 Wiesbaden
www.sophos.comwww.sophos.com
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Wir sind das weltweit am schnellsten wachsende Scale-up im Bereich Se-Wir sind das weltweit am schnellsten wachsende Scale-up im Bereich Se-
curity Awareness. Wir stellen den Menschen in den Mittelpunkt – und defi-curity Awareness. Wir stellen den Menschen in den Mittelpunkt – und defi-
nieren mit unserem lernpsychologischen Ansatz den Status quo im Bereich nieren mit unserem lernpsychologischen Ansatz den Status quo im Bereich 
digitale Sicherheit neu.  digitale Sicherheit neu.  

SoSafe GmbHSoSafe GmbH
Lichtstraße 25aLichtstraße 25a
50825 Köln50825 Köln
https://sosafe-awareness.com/dehttps://sosafe-awareness.com/de

Seit über 30 Jahren schützt SonicWall kleine, mittlere und große Unterneh-Seit über 30 Jahren schützt SonicWall kleine, mittlere und große Unterneh-
men weltweit vor Cyberkriminalität. Mit unseren Produkten und patentier-men weltweit vor Cyberkriminalität. Mit unseren Produkten und patentier-
ten Lösungen können wir eine Echtzeit-Cyberabwehr für die individuellen ten Lösungen können wir eine Echtzeit-Cyberabwehr für die individuellen 
Anforderungen von über 500.000 Organisationen bieten.Anforderungen von über 500.000 Organisationen bieten.

SonicWall IncSonicWall Inc
Maximilianstr. 13Maximilianstr. 13
80539 München80539 München
www.sonicwall.comwww.sonicwall.com

Mit Splunk können Unternehmen ihre IT-Infrastruktur proaktiv überwachen,Mit Splunk können Unternehmen ihre IT-Infrastruktur proaktiv überwachen,
Sicherheitsbedrohungen identifizieren und bekämpfen, Kundenerlebnisse-Sicherheitsbedrohungen identifizieren und bekämpfen, Kundenerlebnisse-
verbessern und geschäftliche Entscheidungen auf der Grundlage von Daten verbessern und geschäftliche Entscheidungen auf der Grundlage von Daten 
treffen. Dank seiner leistungsstarken Such- und Berichtsfunktionen sowie treffen. Dank seiner leistungsstarken Such- und Berichtsfunktionen sowie 
seiner Fähigkeit, komplexe Datenkorrelationen zu erstellen.seiner Fähigkeit, komplexe Datenkorrelationen zu erstellen.

Splunk Inc.Splunk Inc.
Highlight TowersHighlight Towers
Mies-van-der-Rohe-Straße 6Mies-van-der-Rohe-Straße 6
www.splunk.comwww.splunk.com

Sysdig bietet eine cloud-native Sicherheits- und Monitoring-Plattform für Sysdig bietet eine cloud-native Sicherheits- und Monitoring-Plattform für 
DevOps-Teams und Sicherheitsexperten, um containerisierte Anwendungen DevOps-Teams und Sicherheitsexperten, um containerisierte Anwendungen 
zu sichern und zu überwachen. Die Plattform umfasst Open-Source- und zu sichern und zu überwachen. Die Plattform umfasst Open-Source- und 
kommerzielle Tools, einschließlich einer Laufzeit-Bedrohungserkennungs-kommerzielle Tools, einschließlich einer Laufzeit-Bedrohungserkennungs-
Engine und Integrationen für Prometheus-Monitoring. Engine und Integrationen für Prometheus-Monitoring. 

SysdigSysdig
135 Main Street, 21st Floor135 Main Street, 21st Floor
San Francisco, CA 94105, USASan Francisco, CA 94105, USA
www.sysdig.comwww.sysdig.com
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Tanium bietet umfassende Endpunktmanagement- und Sicherheitssyste-Tanium bietet umfassende Endpunktmanagement- und Sicherheitssyste-
me, die Unternehmen eine Echtzeit-Transparenz und Kontrolle über ihre IT-me, die Unternehmen eine Echtzeit-Transparenz und Kontrolle über ihre IT-
Umgebungen ermöglichen. Mit seiner einzigartigen Architektur unterstützt Umgebungen ermöglichen. Mit seiner einzigartigen Architektur unterstützt 
Tanium Organisationen dabei, Bedrohungen schnell zu erkennen, zu unter-Tanium Organisationen dabei, Bedrohungen schnell zu erkennen, zu unter-
suchen und darauf zu reagieren sowie IT-Operationen effizient zu verwalten.suchen und darauf zu reagieren sowie IT-Operationen effizient zu verwalten.

Tanium Inc.Tanium Inc.
3550 Carillion Point3550 Carillion Point
Kirkland, WA 98033, USAKirkland, WA 98033, USA
www.tanium.comwww.tanium.com

Tenable.io ist eine cloud-basierte Plattform, die ein umfassendes Bild der ge-Tenable.io ist eine cloud-basierte Plattform, die ein umfassendes Bild der ge-
samten Angriffsfläche eines Unternehmens liefert, einschließlich traditionel-samten Angriffsfläche eines Unternehmens liefert, einschließlich traditionel-
ler, Cloud-, Mobil- und IoT-Umgebungen. Mit Tenable können Unternehmen ler, Cloud-, Mobil- und IoT-Umgebungen. Mit Tenable können Unternehmen 
Schwachstellen identifizieren und priorisieren, um gezielte Abhilfemaßnah-Schwachstellen identifizieren und priorisieren, um gezielte Abhilfemaßnah-
men zur Verbesserung ihrer Sicherheitslage zu ergreifen.men zur Verbesserung ihrer Sicherheitslage zu ergreifen.

Tenable Inc.Tenable Inc.
Birketweg 31Birketweg 31
80639 München80639 München
www.tenable.comwww.tenable.com

Thales bietet Hochsicherheitslösungen, Cybersicherheitsdienstleistungen, Thales bietet Hochsicherheitslösungen, Cybersicherheitsdienstleistungen, 
digitale Identität und Zugriffsverwaltung, Verschlüsselung und Datensicher-digitale Identität und Zugriffsverwaltung, Verschlüsselung und Datensicher-
heit sowie IoT-Sicherheit. Ein bemerkenswertes Produkt ist die Hardware-Si-heit sowie IoT-Sicherheit. Ein bemerkenswertes Produkt ist die Hardware-Si-
cherheitsmodul-Serie, die eine skalierbare und leistungsfähige Plattform für cherheitsmodul-Serie, die eine skalierbare und leistungsfähige Plattform für 
die sichere Erzeugung kryptografischer Schlüssel bietet.die sichere Erzeugung kryptografischer Schlüssel bietet.

Thales GroupThales Group
Werinherstr. 81Werinherstr. 81
81541 München81541 München
www.thalesgroup.comwww.thalesgroup.com

Trellix bietet umfassende Cybersicherheitslösungen, die Unternehmen vor Trellix bietet umfassende Cybersicherheitslösungen, die Unternehmen vor 
komplexen Bedrohungen schützen. Mit fortschrittlicher Bedrohungserken-komplexen Bedrohungen schützen. Mit fortschrittlicher Bedrohungserken-
nung, intelligenter Automatisierung und integrierter Sicherheitstechnologie nung, intelligenter Automatisierung und integrierter Sicherheitstechnologie 
ermöglicht Trellix eine proaktive Abwehr und schnelle Reaktion auf Cyber-ermöglicht Trellix eine proaktive Abwehr und schnelle Reaktion auf Cyber-
angriffe.angriffe.

TrellixTrellix
6220 America Center Drive6220 America Center Drive
San Jose, CA 95002, USASan Jose, CA 95002, USA
www.trellix.comwww.trellix.com
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Gründer und Geschäftsführer, Bastian Härzer und Sven Bartelsen

Syngenity® GmbH – Ihr Lösungsanbieter für Cybersecurity-Beratung Syngenity® GmbH – Ihr Lösungsanbieter für Cybersecurity-Beratung 

Seit der Gründung im Jahr 2019 bietet die Syngenity® GmbH innovative Fest-Seit der Gründung im Jahr 2019 bietet die Syngenity® GmbH innovative Fest-
preispakete zur Beratung in den Bereichen Informationssicherheit, Com-preispakete zur Beratung in den Bereichen Informationssicherheit, Com-
pliance und Qualitätsmanagement an. Die Geschäftsführer Bastian Härzer pliance und Qualitätsmanagement an. Die Geschäftsführer Bastian Härzer 
und Sven Bartelsen leiten das eigenkapitalfinanzierte Unternehmen, das na-und Sven Bartelsen leiten das eigenkapitalfinanzierte Unternehmen, das na-
tional und international tätig ist, mit Niederlassungen in Deutschland, der tional und international tätig ist, mit Niederlassungen in Deutschland, der 
Schweiz, Marokko und den USA. Syngenity® hat sich einen Namen gemacht Schweiz, Marokko und den USA. Syngenity® hat sich einen Namen gemacht 
durch ihre Nähe zu den Kunden und ihr unternehmerisches Engagement, durch ihre Nähe zu den Kunden und ihr unternehmerisches Engagement, 
was sie zu einem zuverlässigen Partner bei der Umsetzung anspruchsvoller was sie zu einem zuverlässigen Partner bei der Umsetzung anspruchsvoller 
Cyber-Security-Anforderungen macht. Cyber-Security-Anforderungen macht. 
Unsere Kunden stammen aus unterschiedlichen Branchen und Unterneh-Unsere Kunden stammen aus unterschiedlichen Branchen und Unterneh-
mensgrößen, was unsere Flexibilität und Anpassungsfähigkeit unterstreicht. mensgrößen, was unsere Flexibilität und Anpassungsfähigkeit unterstreicht. 
Mit einem prozessorientierten Ansatz erzielen wir rasch die gewünschten Er-Mit einem prozessorientierten Ansatz erzielen wir rasch die gewünschten Er-
gebnisse, wobei wir stets die wirtschaftlichen Rahmenbedingungen unserer gebnisse, wobei wir stets die wirtschaftlichen Rahmenbedingungen unserer 
Kunden berücksichtigen. Kunden berücksichtigen. 

Ein wesentlicher Erfolgsfaktor von Syngenity® ist die enge Zusammenarbeit Ein wesentlicher Erfolgsfaktor von Syngenity® ist die enge Zusammenarbeit 
mit unseren Kunden und die 100%-ige Erfolgsquote bei Zertifizierungen. mit unseren Kunden und die 100%-ige Erfolgsquote bei Zertifizierungen. 
Unser ganzheitlicher Beratungsansatz berücksichtigt die individuellen Be-Unser ganzheitlicher Beratungsansatz berücksichtigt die individuellen Be-
dürfnisse unserer Kunden und unterstützt sie dabei, den Prüfungen durch dürfnisse unserer Kunden und unterstützt sie dabei, den Prüfungen durch 
externe Zertifizierungsstellen wie dem TÜV SÜD zu entsprechen, was das externe Zertifizierungsstellen wie dem TÜV SÜD zu entsprechen, was das 
Vertrauen ihrer Geschäftspartner stärkt. Vertrauen ihrer Geschäftspartner stärkt. 
Unser Leistungsportfolio wird kontinuierlich an die sich wandelnden Markt-Unser Leistungsportfolio wird kontinuierlich an die sich wandelnden Markt-
anforderungen angepasst und umfasst Dienstleistungen wie Beratung, Trai-anforderungen angepasst und umfasst Dienstleistungen wie Beratung, Trai-
ning & Awareness sowie Audits für Standards wie TISAX® (*TISAX® ist eine ning & Awareness sowie Audits für Standards wie TISAX® (*TISAX® ist eine 
eingetragene Marke der ENX), TISAX® VCS, ISO 27001, EU-DSGVO, ISO 9001, eingetragene Marke der ENX), TISAX® VCS, ISO 27001, EU-DSGVO, ISO 9001, 
DORA, NIS2, SOC 2, C5 und ISO 14001. Zudem bieten wir IT-Architekturana-DORA, NIS2, SOC 2, C5 und ISO 14001. Zudem bieten wir IT-Architekturana-
lysen und Penetrationstests an.lysen und Penetrationstests an.

Durch unsere partnerschaftliche Zusammenarbeit mit dem TÜV SÜD und Durch unsere partnerschaftliche Zusammenarbeit mit dem TÜV SÜD und 
unsere umfassende Erfahrung als Auditoren haben wir ein starkes internati-unsere umfassende Erfahrung als Auditoren haben wir ein starkes internati-
onales Netzwerk im Bereich Cyber-Security aufgebaut, das unseren Kunden onales Netzwerk im Bereich Cyber-Security aufgebaut, das unseren Kunden 
zugutekommt. zugutekommt. 

Syngenity GmbHSyngenity GmbH
Ahornstraße 7Ahornstraße 7
85296 Rohrbach85296 Rohrbach
www.syngenity.comwww.syngenity.com
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Trend Micro konzentriert sich auf mehrere Schwerpunkte in seinem Port-Trend Micro konzentriert sich auf mehrere Schwerpunkte in seinem Port-
folio an Cybersicherheitslösungen. Dazu gehören Endpoint-Sicherheit zum folio an Cybersicherheitslösungen. Dazu gehören Endpoint-Sicherheit zum 
Schutz von Endpunkten vor Malware, Ransomware und Bedrohungen, Schutz von Endpunkten vor Malware, Ransomware und Bedrohungen, 
Cloud-Sicherheit für sicheres Cloud-Computing, Netzwerksicherheit zur Ab-Cloud-Sicherheit für sicheres Cloud-Computing, Netzwerksicherheit zur Ab-
wehr von Angriffen, Bedrohungsinformationen.wehr von Angriffen, Bedrohungsinformationen.

Trend Micro Inc.Trend Micro Inc.
Parkring 29Parkring 29
85748 Garching85748 Garching
www.trendmicro.comwww.trendmicro.com

Die Tufin Orchestration Suite ist eine umfassende, integrierte Lösung, die Die Tufin Orchestration Suite ist eine umfassende, integrierte Lösung, die 
Organisationen dabei unterstützt, ihre Sicherheitsrichtlinien effektiv zu ver-Organisationen dabei unterstützt, ihre Sicherheitsrichtlinien effektiv zu ver-
walten, ihre Angriffsfläche zu reduzieren und Compliance-Anforderungen walten, ihre Angriffsfläche zu reduzieren und Compliance-Anforderungen 
einzuhalten. Tufin unterstützt Unternehmen dabei, ihre Netzwerksicherheit einzuhalten. Tufin unterstützt Unternehmen dabei, ihre Netzwerksicherheit 
zu optimieren.zu optimieren.

Tufin Software Technologies Ltd.Tufin Software Technologies Ltd.
10 Summer Street10 Summer Street
Boston, Massachusetts 02132, USABoston, Massachusetts 02132, USA
www.tufin.comwww.tufin.com

Mit umfangreicher Erfahrung bietet UNICON eine breite Palette von Dienst-Mit umfangreicher Erfahrung bietet UNICON eine breite Palette von Dienst-
leistungen, einschließlich Anwendungsentwicklung, Systemintegration, IT-leistungen, einschließlich Anwendungsentwicklung, Systemintegration, IT-
Beratung und Managed Services. UNICON ist bestrebt, seinen Kunden dabeiBeratung und Managed Services. UNICON ist bestrebt, seinen Kunden dabei
zu helfen, ihre Geschäftsziele zu erreichen, indem es innovative, zuverlässigezu helfen, ihre Geschäftsziele zu erreichen, indem es innovative, zuverlässige
und kosteneffektive IT-Lösungen bereitstellt.und kosteneffektive IT-Lösungen bereitstellt.

Unicon GmbHUnicon GmbH
Ludwig-Erhard-Allee 26Ludwig-Erhard-Allee 26
76131 Karlsruhe76131 Karlsruhe
www.unicon.comwww.unicon.com

Utimaco ist ein führender Anbieter von IT-Sicherheitslösungen, spezialisiert Utimaco ist ein führender Anbieter von IT-Sicherheitslösungen, spezialisiert 
auf Hardwaresicherheitsmodule (HSMs) und Compliance-Lösungen. Sie auf Hardwaresicherheitsmodule (HSMs) und Compliance-Lösungen. Sie 
schützen kritische Daten, unterstützen Verschlüsselung, digitale Signaturen schützen kritische Daten, unterstützen Verschlüsselung, digitale Signaturen 
und gewährleisten die Einhaltung regulatorischer Standards in zahlreichen und gewährleisten die Einhaltung regulatorischer Standards in zahlreichen 
Branchen weltweit.Branchen weltweit.

Utimaco Managment Services GmbHUtimaco Managment Services GmbH
Germanusstraße 4Germanusstraße 4
52080 Aachen52080 Aachen
https://utimaco.com/dehttps://utimaco.com/de
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Varonis schützt Unternehmensdaten in hybriden Infrastrukturen. Die Data Varonis schützt Unternehmensdaten in hybriden Infrastrukturen. Die Data 
Security Platform erkennt interne und externe Cyberbedrohungen, bietet Security Platform erkennt interne und externe Cyberbedrohungen, bietet 
umfassende Visibilität über sensible und unsensible Daten, bewertet Risiken umfassende Visibilität über sensible und unsensible Daten, bewertet Risiken 
und nutzt Automatismen für schnelle Reaktionen auf verdächtiges Verhal-und nutzt Automatismen für schnelle Reaktionen auf verdächtiges Verhal-
ten sowie zur Sicherstellung einer durchgehenden Cyber-Hygiene.ten sowie zur Sicherstellung einer durchgehenden Cyber-Hygiene.

Varonis Systems Inc.Varonis Systems Inc.
Kronstadter Str. 4Kronstadter Str. 4
81677 München81677 München
www.varonis.comwww.varonis.com

Vectra AI ist ein Cybersicherheitsunternehmen, das 2012 gegründet wurde Vectra AI ist ein Cybersicherheitsunternehmen, das 2012 gegründet wurde 
und seinen Hauptsitz in San Jose, Kalifornien, hat. Es bietet eine KI-gestützte und seinen Hauptsitz in San Jose, Kalifornien, hat. Es bietet eine KI-gestützte 
Plattform zur Erkennung, Untersuchung und Reaktion auf hybride Angriffe. Plattform zur Erkennung, Untersuchung und Reaktion auf hybride Angriffe. 
Die Lösungen von Vectra AI helfen Unternehmen, Bedrohungen in Echtzeit Die Lösungen von Vectra AI helfen Unternehmen, Bedrohungen in Echtzeit 
zu identifizieren und zu beheben.zu identifizieren und zu beheben.

Vectra AIVectra AI
550 S. Winchester Blvd., Suite 200550 S. Winchester Blvd., Suite 200
San Jose, CA 95128, USASan Jose, CA 95128, USA
https://vectra.aihttps://vectra.ai

Veeam ist ein führender Anbieter von Lösungen zur Datensicherung und Veeam ist ein führender Anbieter von Lösungen zur Datensicherung und 
-wiederherstellung. Unternehmen können damit ihre Daten in physischen, -wiederherstellung. Unternehmen können damit ihre Daten in physischen, 
virtuellen und Cloud-Umgebungen schützen. Veeam sorgt mit modernen virtuellen und Cloud-Umgebungen schützen. Veeam sorgt mit modernen 
Technologien für hohe Verfügbarkeit, Effizienz und Flexibilität im Datenma-Technologien für hohe Verfügbarkeit, Effizienz und Flexibilität im Datenma-
nagement.nagement.

VeeamVeeam
Terminal Straße Mitte 18,Terminal Straße Mitte 18,
85356 München-Flughafen 85356 München-Flughafen 
https://www.veeam.com/dehttps://www.veeam.com/de

Versa, ein weltweit führender Anbieter von SASE, liefert KI-gestützte Lösun-Versa, ein weltweit führender Anbieter von SASE, liefert KI-gestützte Lösun-
gen, die SSE, SD-WAN, Next Generation Firewall und SD-LAN umfassen, um gen, die SSE, SD-WAN, Next Generation Firewall und SD-LAN umfassen, um 
Daten vor Bedrohungen zu schützen und ein hervorragendes digitales Er-Daten vor Bedrohungen zu schützen und ein hervorragendes digitales Er-
lebnis zu bieten. Tausende Unternehmen weltweit vertrauen auf Versa. lebnis zu bieten. Tausende Unternehmen weltweit vertrauen auf Versa. 

Versa NetworksVersa Networks
Kingsfirdweg 151Kingsfirdweg 151
1043 GR Amsterdam - Niederlande1043 GR Amsterdam - Niederlande
www.versa-networks.comwww.versa-networks.com
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V-Z

Ihr Ansprechpartner bei Infraforce:

Frau Aleksandra Glock
Telefon: 0641 948490 -49
E-Mail: aleksandra.dudek-glock@infraforce.de

Als globaler Marktführer in der Cloud-Infrastruktur und digitalen Arbeits-Als globaler Marktführer in der Cloud-Infrastruktur und digitalen Arbeits-
platztechnologie revolutioniert VMware die Art undWeise, wie Unternehmen platztechnologie revolutioniert VMware die Art undWeise, wie Unternehmen 
ihre IT-Systeme verwalten und nutzen. Mit seiner bahnbrechenden Virtuali-ihre IT-Systeme verwalten und nutzen. Mit seiner bahnbrechenden Virtuali-
sierungssoftware, die mehrere Betriebssysteme auf einem einzigen Server sierungssoftware, die mehrere Betriebssysteme auf einem einzigen Server 
ermöglicht, bietet VMware eine beispiellose Effizienz und Flexibilität.ermöglicht, bietet VMware eine beispiellose Effizienz und Flexibilität.

VMwareVMware
Willy-Brandt-Platz 2Willy-Brandt-Platz 2
81829 München81829 München
www.vmware.com/dewww.vmware.com/de

WatchGuard® Technologies, Inc. ist ein weltweit führender Anbieter von ein-WatchGuard® Technologies, Inc. ist ein weltweit führender Anbieter von ein-
heitlichen Cybersicherheitslösungen. Unser Unified Security Platform®-An-heitlichen Cybersicherheitslösungen. Unser Unified Security Platform®-An-
satz wurde speziell für Managed Service Provider entwickelt, um erstklassige satz wurde speziell für Managed Service Provider entwickelt, um erstklassige 
Sicherheit zu bieten, die das Geschäftswachstum und die Geschwindigkeit Sicherheit zu bieten, die das Geschäftswachstum und die Geschwindigkeit 
steigert und gleichzeitig die betriebliche Effizienz verbessert. steigert und gleichzeitig die betriebliche Effizienz verbessert. 

WatchGuard Technologies WatchGuard Technologies 
Dr.-Alfred-Herrhausen-Allee 26 Dr.-Alfred-Herrhausen-Allee 26 
47228 Duisburg 47228 Duisburg 
www.watchguard.comwww.watchguard.com
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Wazuh ist eine Open-Source-Sicherheitsplattform, die Bedrohungserken-Wazuh ist eine Open-Source-Sicherheitsplattform, die Bedrohungserken-
nung, Compliance-Management und Sicherheitsüberwachung vereint. Sie nung, Compliance-Management und Sicherheitsüberwachung vereint. Sie 
bietet Unternehmen eine zentrale Lösung zur Analyse von Sicherheitsdaten, bietet Unternehmen eine zentrale Lösung zur Analyse von Sicherheitsdaten, 
Erkennung von Angriffen und Verwaltung von Sicherheitsrichtlinien.Erkennung von Angriffen und Verwaltung von Sicherheitsrichtlinien.

Wazuh Inc.Wazuh Inc.
1999 S Bascom Ave1999 S Bascom Ave
Campbell, CA, USACampbell, CA, USA
https://wazuh.com/https://wazuh.com/

Die Lösungen vonWinMagic umfassen Datenverschlüsselung für Endgeräte,Die Lösungen vonWinMagic umfassen Datenverschlüsselung für Endgeräte,
Festplattenverschlüsselung, Dateiverschlüsselung und Verschlüsselung für Festplattenverschlüsselung, Dateiverschlüsselung und Verschlüsselung für 
virtuelle Umgebungen. Durch die Verschlüsselung sensibler Daten können virtuelle Umgebungen. Durch die Verschlüsselung sensibler Daten können 
Unternehmen sicherstellen, dass selbst im Falle eines Datenverlusts oder Unternehmen sicherstellen, dass selbst im Falle eines Datenverlusts oder 
Diebstahls die vertraulichen Informationen geschützt bleiben.Diebstahls die vertraulichen Informationen geschützt bleiben.

WinMagic CorporationWinMagic Corporation
Hagenauer Strasse 59Hagenauer Strasse 59
65203Wiesbaden65203Wiesbaden
www.winmagic.comwww.winmagic.com

Yubico ist Erfinder des YubiKey, dem Goldstandard für eine Phishing-re-Yubico ist Erfinder des YubiKey, dem Goldstandard für eine Phishing-re-
sistente Multi-Faktor-Authentifizierung (MFA), und hat wesentlich zur Ent-sistente Multi-Faktor-Authentifizierung (MFA), und hat wesentlich zur Ent-
wicklung der offenen FIDO-Authentifizierungsstandards beigetragen. Das wicklung der offenen FIDO-Authentifizierungsstandards beigetragen. Das 
Unternehmen ist ein Pionier bei der Bereitstellung einer hardwarebasierten Unternehmen ist ein Pionier bei der Bereitstellung einer hardwarebasierten 
Passkey-Authentifizierung für Kunden in über 160 Ländern.Passkey-Authentifizierung für Kunden in über 160 Ländern.

Yubico GmbHYubico GmbH
Feringastr. 6Feringastr. 6
85774 Unterföhring85774 Unterföhring
www.yubico.com/dewww.yubico.com/de

ZeroFox ist ein Cybersicherheitsunternehmen mit Hauptsitz in Baltimore, ZeroFox ist ein Cybersicherheitsunternehmen mit Hauptsitz in Baltimore, 
Maryland, USA. Es bietet cloudbasierte SaaS-Lösungen zum Aufdecken und Maryland, USA. Es bietet cloudbasierte SaaS-Lösungen zum Aufdecken und 
Unterbinden von Bedrohungen wie Phishing, Betrug, Datenlecks und Iden-Unterbinden von Bedrohungen wie Phishing, Betrug, Datenlecks und Iden-
titätsdiebstahl, die auf Marken, Domains und Personen abzielen.titätsdiebstahl, die auf Marken, Domains und Personen abzielen.

ZeroFoxZeroFox
1834 S. Charles St.1834 S. Charles St.
Baltimore, MD 21230, USABaltimore, MD 21230, USA
www.zerofox.comwww.zerofox.com



Infraforce GmbH | Strategischer Allianz Partner TÜV Hessen Infraforce GmbH | Strategischer Allianz Partner TÜV Hessen148 149

Zscaler bietet cloudbasierte Sicherheitslösungen basierend auf Zero-Trust-Zscaler bietet cloudbasierte Sicherheitslösungen basierend auf Zero-Trust-
Prinzipien. Die Plattform schützt Benutzer, Geräte und Anwendungen durch Prinzipien. Die Plattform schützt Benutzer, Geräte und Anwendungen durch 
sichere, direkte Verbindungen, ohne den Datenverkehr über das Unterneh-sichere, direkte Verbindungen, ohne den Datenverkehr über das Unterneh-
mensnetzwerk zu leiten. Dies reduziert die Angriffsfläche und verbessert die mensnetzwerk zu leiten. Dies reduziert die Angriffsfläche und verbessert die 
Sicherheitslage.Sicherheitslage.

ZScalerZScaler
120 Holger Way120 Holger Way
San Jose, CA 95134, USASan Jose, CA 95134, USA
www.zscaler.comwww.zscaler.com

EMEA@A10Networks.com
+49 21 5193 78440

Sales@Absolute.com
+49 80 0182 000

info-de@acronis.com
+49 89 2555 2940

info@certgate.com
+49 20 8778 91210

general@anomali.com
+44 8000 148 096

info@apptec360.com
+49 761216 09480

info@aqua-security.de
+49 151 4148 1023

ask@arcticwolf.com
+49 30 1663 7144

dach@armis.com
+1 888 452 4011

sales@asvin.io
+49 711 2204 0938 0 

info@attackiq.com
+1 888 588 9116

domenico.baglio@gendigital.com
+49 151 1790 7282

salesDE@avepoint.com
+49 89 2190 98900

info@axonius.com
+49 89 2190 98900

request@baramundi.com
+49 821 567 080

info@barracuda.com
+49 89 1437 77404

info@bitdefender.de
+49 69 5060 189060

de-info@bitdefender.de
+49 230 4945 160
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info@bluevoyant.com
+49 30 5200 1332

info@bowbridge.net
+49 89 215 38580

info@centron.de
+49 95 1968 340

www.checkpoint.com
+49 89 9957 930

www.cisco.com
+49 800 187 3652

  

www.claroty.com
+1 121 293 79095

    

hello@cobalt.io
+49 800 0010 416

info@codebluecyber.de
+49 69 9794 6090 0

sales@cofense.com
+49 80 0183 8227

contact@cohesity.com
+49 89 2620 4598

sales@condusiv.com
+1 818 771 1600

info@corelight.com
+1 888 547 9497

info@corwsstrike.com
+1 888 512 8906

info@cryptware.eu
+49 64 3197 77900

contact@cybelangel.com
+33 772 664 948

sales@cyberark.com
+972 3 918 0000

info@cyberbit.com
+49 89 2154 1622

info@cybeready.com
+1 201 733 2923

info@cybereason.com
+1 855 695 8200

georg@cycognito.com
+49 170 5753154

info@cynet.com
www.cynet.com

info@cyrebro.io
+972 72279 9900

info@daccord.de
+49 69 8500 020

sales@darktrace.com
+49 89 2555 2985

infoGermany@datacore.com
+49 89 4613 5709 9

info@deepinstinct.com
+1 347 5341 315

sales@delinea.com
+49 89 20804 8630

info@deltacrisis.com
+41 76 2950 999

emea@docusign.com
+49 80 0724 1748

info@dracoon.com
+49 94 1783 850

info@drivelock.com
+49 89 5463 6490

info@eclypsium.com
+1 833 425 9774

info@engity.com
+49 89 2153 5550

www.entrust.com
+49 21 15401 2450

info@ESET.de
+49 3641 3114 100

info@exabeam.com
+1 844 3922 326
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info@exagrid.com
+1 800 8686 985

info@exterro.com
+44 203 8589 587

info@eyesecurity.de
+49 203 6688 1900

emeaps@f5.com
+49 93 2740 051

eu.sales@filewave.com
+49 211 5401 1690

munich@flexera.com
+49 40 7889 990

contact@forcepoint.com
+1 512 664 1360

nina.gieseke@forescout.com
+49 162 5864 426

www.fortinet.com
+1 408 2357 700

info@fortra.com
+34 93 2740 051

info-de@f-secure.com
+49 89 7874 670

info@gdata.de
+49 2349 7620

info@genua.de
+49 89 9919 500

www.google.de
+1 650 2530 000

info@greathorn.com
+1 800 604 2566

sales@greenbone.net
+49 541 7602 7820

c.brecht@group.ib.com
+49 160 / 90326845

support@hexnode.com
+44 8003 6899 20

info@hornetsecurity.com
+49 51 1515 4640

info@huntress.com
www.huntress.com

info@icterra.com
+49 89 2153 5557

contact@idgard.com
+49 89 4444 3514 0

info@igel.com
+49 42 1520 940

info@illumio.com
+1 888 6316 354

mail@impero.com
+45 7022 5364

www.imprivata.com
+49 2173 9938 50

info@infoblox.com
+1 408 9864 000

info@itWatch.de
+49 89 6203 0100

info2@jam-software.com
+49 65 1145 6530

info@kaseya.com
+49 89 2019 5977 0

stoenker@keepersecurity.com
+353 21 2127 347

marketing@knowbe4.de
+49 30 3464 6460

info@libelle.com
+49 711 7833 50

info@litera.com
+44 20 3890 2860

info@logpoint.com
+49 89 2153 5559

support@lumu.io
+1 877 909 5868
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sales@lywand.com
+43 680 4064 048

info@macmon.eu
+49 30 2325 7770

sales@manageengine.com
+31 85 0666 700

sales@mend.io
www.mend.io

www.menlosecurity.com
+44 13 4498 8230

sales@nsoftware.com
+1 91 9544 7070

sales@nagios.com
+1 65 1204 9102

info-de@netapp.com
+49 30 8870 6220 1

info@netatwork.de
+49 52 5130 4800

info@novaplex.co.uk
+44 20 7193 1966

hello@nozominetworks.com
+49 89 9700 7010

sales@oo-software.com
+49 30 9919 1620 0

info@obsidiansecurity.com
+1 949 272 9741

info@octogate.de
+49 52 5118 0400

info_germany@okta.com
+49 89 2620 3329

info@onapsis.com
https://onapsis.com

dach-smbc@opentext.com
+49 21 6291 9802 0

sales@opswat.com
+49 81 5790 8490 0

inf@orca.security
https://orca.security

info@pingidentity.com
+49 76 5996 7770

office@prolion.com
+43 66 4134 3832

info-dach@proofpoint.com 
https://www.proofpoint.com/de

office@smartstudy.at
+43 316 4380 17

information@ptc.com
+49 89 3210 60

info@purestorage.com
+1 800 3797 873

info-de@qualys.com
+49 89 9700 7146

info@quolab.com
+1 41 0685 0877 

sales@radiflow.com
+49 16 0109 7565 

info_de@radware.com
+49 61 0370 6570

info@rangeforce.com
+1 87 726 4342

info@rapid7.com
+49 89 9700 7007

enquiries@realvnc.com
+44 12 2331 0410

info@redcanary.com
https://redcanary.com

sales@reddoxx.com
+49 70 2192 8460

info@red-gate.com
+44 12 2343 7901

sales@retrospect.com
+1 92 5476 1030
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info@reversinglabs.com
www.reversinglabs.com

info@rohde-schwarz.com
+49 89 4129 0

info@rubik.com
+1 84 4478 2745

info@sailpoint.com
+1 88 8487 4579

info@saviynt.com
https://saviynt.com

info@secjur.com
+49 40 2285 9952 0

info@secudos.com
+49 23 0728 5053 0

info@de.orangecyberdefense.com
+49 69 2000 1480 0

info@securepoint.de
+49 41 3120 10

info@secureworks.com
www.secureworks.com

info@securityscorecard.com
www.securityscorecard.com

info@securonix.com
+1 85 5732 6649

info@secvisio.io
+49 21 2880 3373 0

info-DACH@sentinelone.com
+1 85 5868 3733

info@sep.de
+49 80 2446 3310

info@seppmail.de
+49 81 0489 9903 0

www.skyhighsecurity.com
+49 69 1753 7053 0

sales@solarwinds.com
+35 32 1500 2900

centraleurope@sonicwall.com
+49 80 0183 3316

info@sophos.de
+49 611 5858 0

info@sosafe.de
+49 221 6508 288

info@splunk.com
www.splunk.com

info@syngenity.com
+49 84 4261 9982 40

info@sysdig.com
www.sysdig.com

privacy@tanium.com
www.tanium.de

sales-de@tenable.com
+49 89 3803 6443

smsales@thalesgroup.com
+49 69 9451 8998 8

peopleservices@trellix.com
www.trellix.com

sales_info@trendmicro.com
+49 89 8393 2970 0

info@tufin.com
+49 89 3704 0089

info@unicon.com
+49 72 1964 510

info@utimaco.com
+49 241 1696 0

www.varonis.com
+49 89 3803 7990

info@vectra.ai
www.vectra.ai

info@veeam.com
+49 89 2109 4962

info@versa-networks.com
+44 01 2237 5288 7
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www.vmware.com
+49 89 3706 1700 0

germanysales@watchguard.com 
+49 700 9222 9333 

info@wazuh.com
www.wazuh.com

sales@winmagic.com
+49 69 1753 7053 0

info@yubico.com
www.yubico.com

info@zerofox.com
www.zerofox.com

info@zscaler.com
www.zscaler.com
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