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Um IT-Infrastrukturen effektiv gegen moderne Cyberangriffe, z.B. mit Hilfe von KI, zu
schitzen, ist eine fortwdahrende informationstechnologische Uberlegenheit notwen-
dig. Wir verfolgen deshalb einen holistischen Ansatz im Umgang mit Risiken fur die
Cybersicherheit:

Unser aktualisierter , ITU-TechGuide 2024" gibt Ihnen einen Uberblick Uber die fUhren-
den, im deutschen Sprachraum aktiven, Hersteller und die von Ihnen abgedeckten
Technologiebereiche in der IT-Sicherheit.

Neue Bewertungskriterien des BSI fiir Cybersicherheits-Hersteller

2022 warnte das BSI erstmals vor Risiken, die nicht nur von Cyberkriminellen, sondern
auch von Cybersicherheits Herstellern ausgehen konnen. Aufgrund zunehmender Hos-

“Na rrenSiChere SySteme Sind meiSt tilitaten auf der Weltblhne, hat das BSI| ethische und geopolitische Aspekte bei der Be-
° . ” gutachtung von Cybersicherheitstechnologien integriert.
nicht von Narren gepruf

Die Einbeziehung von auf Werten basierenden Kriterien beeinflussen zukunftig nicht
nur die bisweilen technisch fokussierte Entscheidungsfindung deutscher Unterneh-
. men und Behorden bei der Technologieauswahl, sondern auch deren Einkaufsent-
Erhard Blanck (deutscher Schriftsteller) scheidungen im Hinblick auf Herkunft, Reputation und ethischen Grundsatzen der An-

bieter.

Infraforce ist Ihr kompetenter Partner fur den Beschaffungsprozess im Bereich Cyber-
sicherheit. Als unabhangiger Anbieter mit strategischer Partnerschaft zum TUV Hessen
kombinieren wir unsere Expertise mit einer klaren Meinungshoheit am Markt, um Ih-
nen die besten Losungen fur lhre individuellen Anforderungen zu bieten.

Diese besondere Position ist gleichzeitig unser Mandat zur Férderung und Sicherstel-
lung von Integritat und Compliance. Zusammen mit unseren Kunden erarbeiten wir
ein Richtlinien-Papier und attestieren die von Herstellern gemachten Garantie- und
Transparenzzusagen.

ity

Frank German Franke

Managing Partner

- -

Disclosure:
infraforce ist ein strategischer Partner des TUV Hessen im Bereich Cybersicherheit
Der TUV Hessen ist im Eigentum des TUV SUD und des Landes Hessen.
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infraforce

CYBERSECURITY

Seit Uber einem Jahrzehnt erbringt Infraforce
hochwertige Services im Bereich Cybersicher-
heit. Sitz der Gesellschaft ist Giel3en.

Sicherheit ist kein abstraktes Versprechen,
sondern ein nachweisbares Qualitatsmerkmal.
Seit 2018 sind wir ein zentraler Bestandteil der
TUV-Organisation und agieren als strategi-
scher Allianz-Partner des TUV Hessen. Unsere
langjahrige Zusammenarbeit hat uns gelehrt,
dass IT-Sicherheit nicht allein durch Technolo-
gien gewahrleistet wird, sondern durch ein tie-
fes Verstandnis fur Risiken, Prozesse und Com-
pliance-Anforderungen.

Heute sichert Infraforce Uber 1.000 Kunden,
vorwiegend aus dem deutschen Mittelstand
und dem behoérdlichen Umfeld, nach mo-
dernsten Standards ab. Dafur stellt sie fundier-
tes Know-how und ein umfangreiches Techno-
logie Portfolio bereit.

Die TUV Technische Uberwachung Hessen
GmbH ist eine international tatige Dienstleis-
tungsgesellschaft mit Sitz in Darmstadt. TUV
Hessen hat mehr als 80 Standorte in Hessen,
Niederlassungen in vier weiteren Bundes-
landern und ist international erfolgreich mit
Partnerunternehmen auf drei Kontinenten.

Technische Uberwachung beginnt in
Deutschland vor Uber 150 Jahren. Uber alle
technologischen Revolutionen und Evolutio-
nen hinweg hat die technische Uberwachung
ihre Fahigkeit entwickelt und bewiesen, sich
an neue Aufgabenstellungen anzupassen
und Potentiale und Risiken von Innovationen
richtig einschatzen zu kénnen.

Die technische Uberwachung hat die Funkti-
oneiner ,Third Party” und Ubernimmt die Auf-
gabe, ,der unabhangige Dritte" im Verhaltnis
von Staat und Herstellern von Technik zu sein.
Mit der Wahrnehmung dieses ,gesellschaft-
lichen Auftrags* genieft die technische Uber-
wachung hohes Vertrauen in der Offentlich-
keit. Mit seiner Kompetenz und Erfahrung
ist TUV Hessen ein idealer Partner von Wirt-
schaft, &éffentlicher Verwaltung und Wissen-
schaft.

Infraforce GmbH
Strategischer Allianz Partner TUV Hessen

Gottfried-Arnold-Str. 1a
35398 Giel3en

Tel.: 0641948490 - O
Fax: 0641948490 - 9

info@infraforce.de
www.infraforce.de

TUV Technische
Uberwachung Hessen CmbH

Robert-Bosch-Straf3e. 16
64293 Darmstadt

Tel.: 06151 600 -0
Fax: 06151 600 -323

mailbox@tuevhessen.de
www.tuevhessen.de
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UBERSICHT DER DIGITALEN SICHERHEITSDOMANEN
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Endpoint
Security

Data & Application
Security

Network
Security

Data Protection

Awareness, Consulting,
Trainings & Workshops

E-Mail, Web & Cloud
Security

Infrastructure

Security Orchestration,
Automation & Response

Endpoint Protection (AntiVirus)
Endpoint Protection (EDR)

Mobile Device Security MDM, MAM, UEM)
Device Control

Patch Managment

API Security

Data Loss Prevention

Identity & Acess Managment
Encryption & Secure Data Handling
Web Applicaiton

Firewall

Network Access Control

IDS/ IPS

Secure Remote Access

Zero Trust (Microsegmentierung, Access Manage-
ment, Continuous Monitoring)

Backup & Recovery
Immutability
Encryption

Access Controll
Reliability

Awareness Training

Consuslting ISO, TISAX, B3S etc, Certifacation
External ISO& DPO (ISB & DSB)

Risk Assessment

Cloud Access Security Broker (CASB)
E-Mail Archiving

E-Mail Encryption

E-Mail Security

Web Security

Application Delivery
Cloud Infrastructure
DDoS Protection

OT Security

Network Infrastructure
Wireless Infrastructure

Extremal Attack Surface Management
Governance & Compliance

Indicent Response

Pentesting

Security Information Evcent Management (SIEM)
Security Operation Center (SOC)

Threat Intelligence

Extended Detection & Response

Managed Detection & Response
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Ave Point

Arctic Wolf Networks

Al10

Absolute
Acronis

AirlD
Anomali
Apptec360
Aqua Security
Armis

Asvin
AttackIQ
Avast
Axonius
Baramundi
Barracuda
Beyond Trust
Bitdefender
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BlueVoyant
Bowbridge

Code Blue Cyber

Centron
Check Point
Cisco
Claroty
Cobalt
Cofense
Cohesity
Condusiv
Corelight
Crowdstrike
Cryptware
CybelAngel
CyberArk
Cyberbi
Cybeready
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Daccord
Darktrace
Datacore
Deep Instinct
Delinea

isis

Cybereason
Cycognito
Cynet
Cyrebro
Delta Cr
DocusSign
Dracoon
DriveLock
Eclypsium
Engity
Entrust
Eset
Exabeam
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Exagri

Exterro

Eye Security
F5

Filewave
Flexera
Forcepoint
Forescout
Fortinet
Fortra
F-Secure

G Data
Genua
Google Cloud
GreatHorn
Greenbone
Group-IB
Hexnode
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Huntress
Icterra
Idgard
lllumio
Impero
Imprivata
Infoblox
ItWatch
JamSoftware
Kaseya
Keeper
KnowBe4
Libelle
Litera
LogPoint
Lumu

Igel
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Lywand Software
Macmon

Manage Engine
Mend.io

Menlo Security
NSoftware
Nagios

NetApp

NoSpam proxy
Novaplex

Nozomi Networks
0&O0 Software
Obsidian Security
OctoGate

Okta

Onapsis
Opentext
Opswat
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Reversing Labs
Rohde&Schwarz

Rubri

Security Scorecard

SailPoint
Saviynt
Secjur
Secudos
SecureLink
Securepoint
Secureworks
Securonix
Secvi
SentinelOne
SEP
SeppMail
Skyhigh
Solarwinds
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Al10

A10 Networks gilt als Spitzenreiter im Bereich Netzwerksicherheit und DDoS-
Abwehr und bietet erstklassige Losungen, die Unternehmen effektiv vor
Cyberangriffen schiutzen. Durch ihre hochmoderne Thunder-Produktfami-
lie stellt es sicher, dass sowohl Anwendungen als auch Infrastrukturen von
hochster Verfugbarkeit und Sicherheit profitieren.

A10 Networks, Inc. :
Farstenrieder StraBe 263 Elr EI
81377 Mlinchen

www.alOnetworks.com El

AiriD™

Mit seinem exzellenten Ruf in der Branche ist AirlD ein fUhrendes Unterneh-
men, das sich auf sichere Authentifizierungs- und Zugriffskontrolllésungen
spezialisiert hat. Durch kontinuierliche Innovation und hochmoderne Tech-
nologiebietet AirlD Unternehmen eine vertrauenswurdige Lésung, um ihre
digitalen Identitaten effizient und sicher zu verwalten.

AirlD GmbH [8]=%. [5]
Ilhr Ansprechpartner bei Infraforce: Kaiserswerther Str. 45 H

40477 Dusseldorf

www.airid.com [=]. 3

Frau Aleksandra Glock
Telefon: 0641 948490 -49
E-Mail: aleksandra.dudek-glock@infraforce.de

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen Infraforce GmbH | Strategischer Allianz Partner TUV Hessen -
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/ABSOLUTE

Christy Wyatt - CEO

Was wir tun

Anwendungen und Ressourcen fur mobil arbeitende Unternehmen. Wir lie-
fern unvergleichliche Sichtbarkeit von Problemen, die im Von Grund auf far
Mitarbeiter entwickelt, die hybrid, mobil, ohne festen Arbeitsplatz oder im
AuBendienst arbeiten.

Unsere Versprechen

Standige, resiliente Konnektivitat Absolute ist die einzige Secure-Access-L6-
sung, die darauf ausgerichtet ist, die Produktivitat mobiler Mitarbeiter unab-
hangig von ihrem aktuellen Standort aufrechtzuerhalten Hohe Sichtbarkeit
und Analysen lhre IT bekommt auBergewdhnlich tiefe Einblicke in Benut-
zerund Netzwerkverhalten in- und auBBerhalb des Unternehmensnetzwerks
— auch aufBBerhalb der eigenen Aktive Verbesserung der Arbeitsablaufe Ab-
solute sorgt in Echtzeit flUr besseres Arbeiten: Schluss mit unzuverlassiger
Konnektivitat und abstirzenden Anwendungen.

sturn on Investment
S0 wiel produktive Feltt verllert eln durchschniitlicher
el s mhinte et dglonsdsh sl Halen Sie sich diese verlarane Zeit mit Absalute
il
Jede Wiochs: wegen Lechintschiern Unier brechungen Turlhcs
Hihe der an 2 Kisten fiir
obllcn o m durchs
Unibermetumen i Lembselearn

Mit Absalute kannen Sie sich dieses Geald
sparen

Antell aller T-Support-Tickets, die heute wegen Reduzieren Sie die Anzahl dieser Tickets mit
Problamen mit mobilen Gengten gedffnet warden Absolute

50 wlel kostete Lintermehmen Im_lahe 2003 in Setren Sie den hart erarbeiteten Umsatz lhres
. Unternehmens nicht aufs Spiel

Absolute Secure Endpoint Use Cases

Optimierung der Hardware-Inventarverwaltung Halten Sie Ihr Hardware-In
entar immer auf dem neuesten Stand, vereinfachen Sie ihre Hardware-Auits,
vermeiden Sie Fragmentierung Uber mehrere Plattformen und optimieren
Sie das Management lhrer IT-Leasings.

Vereinfachung und Kontrolle lhres Softwareinventars Halten Sie |hr Soft-
wareinventar imm auf dem neusten Stand, vereinfachen Sie Software-Au-
dits, optimieren Sie die Nutzerproduktivitdit und erkennen und entfernen
Sie Schatten-IT. Mithilfe grundlegender Parameter Uber den Anwendungs-
zustand kénnen Sie jegliche Ausfalle ermitteln und ermdéglichen damit eine
schnelle Reaktion.

Nutzungsanalyse Identifizieren und eliminieren Sie Uberflissige Hardware
und Software, validieren Sie zu erwartendes Nutzerverhalten, analysieren Sie
Nutzungsmuster und weisen Sie lhren ROI nach.

Lifecycle-Management von Remote-Geraten Machen Sie die Bereitstellung
vom Remote-Geraten maoglich, stellen Sie die Konfigurierung dieser Gerate
sicher, erwirken Sie die Rickgabe und sichere Neuzuweisung lhrer Gerate
und vereinfachen Sie die Ausmusterung von remote eingesetzten Geraten.

Verbesserung der Support-Effektivitat Prognostizieren Sie Gerdateprobleme,
verbessern Sie Support-Tools, [6sen Sie Probleme effizient und umfassend
und verbessern Sie |hre Lésungszeit.

Beurteilung des Sicherheitsstatus Ermitteln Sie fehlerhafte Sicherheitsan-
wendungen, Konfigurationsabweichungen, anfallige Betriebssysteme oder
Anwendungen und berichten Sie Uber die Einhaltung von Vorschriften oder
Branchenstandards in lnrem Unternehmen.

Durchsetzung von Sicherheitsstandards Ermaoglichen Sie Ihren Sicherheits-
anwendungen die Selbstheilung setzen Sie Standardkonfigurationen durch,
schltzen Sie anfallige Betriebssysteme oder Anwendungen und aktivieren
Sie aus der Ferne den Firmwareschutz (nur bei Lenovo-Produkten).

Absolute Software Corporation E - E
Hamburger Allee 2-4

60486 Frankfurt am Main

www.absolute.com [=]L;

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen
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Acronis

AcCronis

Sichern Sie Ihr Unternehmen gegen moderne Cyber-Bedrohungen ab

Daten sind nicht nur eine weitere Ressource - sie sind integraler Bestand-
teil Ihres taglichen Geschaftsbetriebes. Die Cyber Protection-Lésungen von
Acronis schutzen Sie vor Datenverlusten, Datenschutzverletzungen, Be-
triebsausfallen sowie den damit verbundenen finanziellen und rufschadi-
genden Folgen.

Acronis Cyber Protect

Schdtzen Sie Ihre Daten mit einer einzigen
Lésung vor allen Bedrohungen

2 ) "R
) + e HL

s - Sichere Backup- Schnelle Daten- Maximale
Cybel' PI‘OteCtID ) Losung wiederherstellung Effizienz
-
AV ;n:rﬁ;:';fmrmm mi AV Test 2024 Corporate ‘ Saftware Reviews 2023
- e | @E] fent | B oo,

Acronis ist ein globales Technologie-Unternehmen mit Hauptsitz in der
Schweiz

Acronis ist ein globales Unternehmen fur Cyber Protection, das direkt inte-
grierte Cyber Security, Data Protection und Endpunkt-Verwaltung flr Ma-
naged Service Provider (MSPs), kleine und mittelstandische Unternehmen
(KMU) sowie IT-Abteilungen von GroBunternehmen bereitstellt.

Die Lésungen von Acronis sind hocheffizient und darauf ausgelegt, moder-
ne Cyberbedrohungen zu identifizieren, zu verhindern, zu erkennen, darauf
ZU reagieren, sie zu beseitigen und sich mit minimalen Ausfallzeiten von ih-
nen zu erholen. Dank diesem vollstandigen Ansatz werden die Datenintegri-
tat und Kontinuitat des Geschaftsbetriebs gewahrleistet.

Senken Sie die Komplexitat

Viele Unternehmen verwenden einen komplexen Flickenteppich aus unter-
schiedlichen Lésungen, um sich gegen Datenverluste und andere Cyber-
bedrohungen zu schitzen. Doch dieser Ansatz ist schwer zu verwalten und
kann zu mehr Sicherheitslicken fuhren.

Die integrierten Cyber Protection-L6sungen von Acronis kénnen komplette
Workloads mit einer gréBeren Effizienz und einem Bruchteil der entspre-
chenden Komplexitat sichern. Dadurch werden Ressourcen frei und kdnnen
Sie sich mehr auf den eigentlichen Schutz und die Bereitstellung konzent-
rieren.

Acronis International GmbH
Landsberger StraBBe 110
80339 Milinchen
www.acronis.com

i
RN
[=]

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen
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ANOMALI

NANOMALI

Security and
IT Operations
Done Differently.

Anomali

Anomali vereint Telemetrie, Threat Intelligence und Kl in einer vollstandigen
Security-Plattform — entwickelt fur Skalierbarkeit, ausgelegt auf Geschwin-
digkeit und konzipiert fir hohe Sichtbarkeit. Angetrieben durch eine hoch-
moderne Architektur, integriert Anomali die zentralen Funktionen von ETL,
SIEM, Next-Gen SIEM, XDR, UEBA, SOAR und TIP in einem einzigen, schnel-
len, integrierten Data Lake. Entwickelt von renommierten Sicherheitsexper-
ten und durchgehend mit Kl in allen Workflows unterstutzt, beseitigt An-
omali die Kompromisse herkémmlicher Tools — keine toten Winkel, keine
umstandlichen Erweiterungen mehr. Nur vollstandige Sichtbarkeit und Ge-
schwindigkeit erlauben heutzutage die Kontrolle angesichts moderner Be-
drohungen.

Anomali SIEM (Security- & IT-Operations-Plattform)

SIEMs sind nicht nur veraltet — sie bremsen Sie aus. Anomali ist das ultramo-
derne SIEM und vereint ETL, SIEM, Next-Gen SIEM, XDR, UEBA, SOAR und TIP
in einem einzigen, schnellen Data Lake — mit Uber 7 Jahren stets verfugba-
rem Speicher fur sofortigen Zugriff auf historische Daten. Durchgangige Ki
unterstutzt die Workflows bei Erfassung, Anreicherung, Erkennung, Analyse
und Reaktion im groBen MafBstab. Native Threat Intelligence ermdéglicht voll-
standige Sichtbarkeit, kontextbezogene Echtzeitinformationen und schnelle
Handlungsfahigkeit.

Anomali: Al-Powered Security
& IT Analytics Platform

Anomali ThreatStream (Threat-Intelligence-Plattform)

Da Cybersecurity-Risiken sich zunehmend geschaftskritisch auswirken, be-
nétigen Unternehmen schnellere und intelligentere Wege, um Threat In-
telligence in GegenmaBnahmen umzusetzen. Anomali ThreatStream Al
Enterprise ist die einzige Threat-Intelligence-Plattform (TIP), die nahtlos In-
dikatoren fur eine Gefahrdung (Indicators of Compromise, loCs) mit Taktiken,
Techniken und Prozeduren (TTPs) von Bedrohungsakteuren korreliert und
diese nativ in relevanten Logdaten durchforstet. Kl sorgt flir Korrelation, Prio-
risierung und Automatisierung, sodass CTI-Teams schneller auf die wichtigs-
ten Bedrohungen reagieren kénnen.

Anomali Inc. E E
2nd Floor City Quays 1, 7 Clarendon Road

Belfast, BT1 3BG, UK

www.anomali.com EI

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen
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9 APPTEC360

Unified Endpoint Management

AppTec ist ein fUhrender Softwareanbieter im Bereich Unified Endpoint Ma-
nagement und Mobile Security. Mehr als 6.400 Unternehmen in 107 Landern
weltweit nutzen die APPTEC360 UEM-Plattform, um ihre Herausforderun-
gen bei der Verwaltung von Anwendungen, Dokumenten, Konfigurationen
und Sicherheit auf mobilen Geraten und Desktops zu meistern.

APPTEC360 GmbH
St. Jakobs-Strasse 30
CH - 4052 Basel
www.apptec360.com

p\ ARCTIC
A WOLF

Arctic Wolf bietet Managed Detection and Response (MDR), Threat Hunting
und Security Operations as a Service. |hre Plattform verbessert Cybersicher-
heitsprozesse durch kontinuierliche Uberwachung, Bedrohungsanalyse
und schnelle Incident-Response, unterstitzt von einem erfahrenen Security
Operations Team.

Arctic Wolf Networks In. E| 3 El
8939 Columbine Road, Suite 150

Eden Prairie, MN 55347, USA

www.arcticwolf.com El

Jaqua

Aqua Security ist ein fUhrender Anbieter von Cloud-native Sicherheitslésun-
gen. Die Plattform schutzt Container, Kubernetes, Serverless-Umgebungen
und Cloud-Infrastrukturen durch Sicherheitsanalysen, Schwachstellenma-
nagement, Laufzeitschutz und Compliance-Uberwachung, speziell fir mo-
derne DevOps-Umgebungen.

Aqua Security GmbH

Mainzer Landstr. 341 Eﬁm

60326 Frankfurt am Main
www.aqua-security.de

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen

'ARMIS®

Armis, THE Asset Intelligence Cybersecurity Company, sieht, schitzt und
verwaltet alle physischen und virtuellen Assets — lokal und in der Cloud —und
stellt sicher, dass die gesamte Angriffsflache sowohl verteidigt als auch in
Echtzeit verwaltet wird.

Armis

Balanstr. 73, Gebédude 8
81541 Miinchen
https://www.armis.com/de/

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen
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asvin

Asvin GmbH bietet innovative Cybersicherheitslésungen flr das Internet der
Dinge (loT). Ihre Dienstleistungen umfassen das Risikomanagement, das
Management von Gerdte-Updates und die Unterstitzung von Unterneh-
men bei der Einhaltung von Sicherheitsvorschriften. Sie sind besonders auf
industrielle Umgebungen spezialisiert.

asvin GmbH

Eichwiesenring 1/1 (= E
70565 Stuttgart

www.asvin.io EI e

&) Avast

Avast bietet KMUs cloudbasierte Endpunkt- und Netzwerksicherheit mit
zentraler Verwaltung, EchtzeitUberwachung und Schutz vor Ransomware,
Phishing sowie USB-Bedrohungen und umfasst ein Patch Management.
Das Unternehmen nutzt eines der groBten Netzwerke zur Bedrohungser-
kennung und ist mehrfach zertifiziert und mit Bestnoten ausgezeichnet.

Avast Software s.r.o.

Pikrtova 1737/1a

140 00 Praha 4, Tschechische Republik
www.gendigital.com/us/en/

ATTACKIQ

ATTACKIQ bietet eine Plattformzur Simulation und Validierung von Sicher-
heitsmaBnahmen, mit der Unternehmen Schwachstellen identifizieren und
ihre Abwehr starken kdnnen. lhre kontinuierlichen Sicherheitstests und be-
wertungen ermaoéglichen es Sicherheitsteams, Licken zu schlieBen und ihre
Verteidigung auf dieneuestenBedrohungenabzustimmen.

AttackiQ Inc. L!

171 Main Street, Suite 656 el
Los Altos, CA 94022, USA

www.attackiq.com E

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen
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#% AXONIUS

AXONIUS ist eine innovative Cybersecurity-Asset-Management-Plattform,
die Unternehmen bei der Verwaltung und Sicherung ihrer Gerate, Anwen-
dungen und Benutzer unterstitzt. Mit einer einheitlichen Sicht auf alle As-
sets kdnnen Unternehmen Sicherheitsrichtlinien konsistent durchsetzen
und Compliance-Anforderungen erfullen.

Axonius Inc.

41 Madison Avenue, 37th Floor
New York, NY 10010, USA
www.axonius.com

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen
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A AvePoint

AvePoint ist weltweit fuhrend in Data Security, Governance und Resilience
und bietet eine sichere Datengrundlage fir Zusammenarbeit. Uber 25.000
Kunden nutzen die AvePoint Confidence Platform zum Schutz kritischer
Daten in Microsoft-, Google-, Salesforce- und anderen Umgebungen. Ein
Partnernetzwerk mit rund 5.000 Anbietern erganzt das Angebot.

AvePoint Deutschland GmbH
Nymphenburger Str. 3

80335 Minchen
www.avepoint.com

Opy=0

& baramundi

Die baramundi software GmbH entwickelt Unified Endpoint Management
zur zentralen Verwaltung von PCs, Mobilgeraten und Servern. Sie automati-
siert Softwareverteilung, vereinfacht Patchmanagement und schafft Trans-
parenz im Netzwerk. baramundi tragt zur IT-Sicherheit bei und setzt Res-
sourcen frei.

baramundi software GmbH
Forschungsallee 3

86159 Augsburg
www.baramundi.com

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen
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Bitdefender ist ein weltweiter Pionier mit Uber 20 Jahren Erfahrung auf dem
Markt flr Cybersicherheit und ein Branchenfihrer mit mehr als 1.800 Mit-
arbeitern und Uber 150 Niederlassungen weltweit, einschlie3lich unseres
Hauptsitzes in Europa. Durch die kontinuierliche Entwicklung des Portfolios
schutzt Bitdefender Kunden weltweit wirkungsvoll vor digitale Bedrohun-
gen und Cyberangriffen, und steht stets an vorderster Front, wenn es um die
neuesten Herausforderungen in der Cybersicherheit geht.

Als EU-Unternehmen erflllt Bitdefender die entsprechenden gesetzlichen
Anforderungen, wie z.B. der DSGVO, ISO 27001, etc. und stellt seine Leistun-
gen Uber Server bereit, die in Deutschland gehostet werden. Bitdefender ist
auch langjahriger Partner von internationalen Strafverfolgungsbehérden,
u.a. EUROPOL, FBI, BKA, etc. und bekampft sehr erfolgreich weltweite Cy-
bercrime-Organisationen.

Bitdefender bietet Kunden einen vollstandig integrierten Sicherheits-Stack
und umfassenden Schutz fur IT-Infrastrukturen, Server, Endgerate, Cloud-
und mobile Infrastrukturen. Die Technologien erkennen frihzeitig Bedro-
hungen und wirken Ihnen praventiv entgegen, sodass Bitdefender Kunden
einen detaillierten Uberblick Uber ihre Sicherheitslage erhalten und Risiken
durch gezieltes Angriffsflachenmanagement effektiv minimieren kénnen.

Managed Detection and Response (MDR)

P taabi y
. Investigations /J | Response /

o s
Threat Hunting ( Recommendations

Extended Detection and Response (XDR)

....@

Identity  Productivity Network Cloud
Apps

. X . -
Prevention | Protection | Detection | Response

ra

G raVItyZO ne Cloud
D i On-premises

In unseren global vernetzten SOCs Uberwachen hochqualifizierte (und zer-
tifizierte) Sicherheitsexperten rund um die Uhr die IT-Umgebung, um po-
tenzielle Bedrohungen nicht nur abzuwehren, sondern proaktiv entgegen-
zutreten. Unsere Security Advisory Services erweitern unsere Technologie
umfassend, indem sie auch organisatorische Aspekte, Compliance-Vorga-
ben, NIS2, etc. berucksichtigen. Dieser ganzheitliche Ansatz — von der Bera-
tung Uber die Implementierung bis hin zur langfristigen Betreuung — macht
Bitdefender zu einem unverzichtbaren Partner flr jedes Unternehmen.

Bitdefender

Lohbachstrasse 12

58239 Schwerte
https://www.bitdefender.com/de-de/business/

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen



l( Barracuda.

Your journey, secured.

Barracuda bietet erstklassige Sicherheits- und Datenmanagementlésun-
gen, die Ihre IT-Infrastruktur effektiv schiitzen und die betriebliche Effizienz
steigern. Mit Produkten wie Cloud-basierten Firewalls, E-Mail-Security und
Back-up-Diensten reduziert Barracuda Risiken und vereinfacht die Verwal-
tung lhre IT-Prozesse.

Barracuda Networks, Inc. E E
Radlkoferstrae 2

81373 Mlinchen i-El:
www.barracuda.com E

lal BeyondTrust

BeyondTrust konzentriert sich auf den Schutz vor Social Engineering- An-
griffen durch leistungsstarke Privileged Access Management (PAM) Lésun-
gen. Mit Funktionen wie rollenbasiertem Zugriffsmanagement, Passwort-
Tresoren und sicherem Remote-Zugriff minimiert BeyondTrust das Risiko
von Phishing-Angriffen und Insiderbedrohungen.

BeyondTrust Corporation [=] et [w]

LindleystraBe 8A i Ihr Ansprechpartner bei Infraforce:
60314 Frankfurt am Main iEl

www.beyondtrust.com Frau Aleksandra Glock

Telefon: 0641 948490 -49
E-Mail: aleksandra.dudek-glock@infraforce.de

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen Infraforce GmbH | Strategischer Allianz Partner TUV Hessen -
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*® Blue\/oyant

BlueVoyant ist ein globales Cybersicherheitsunternehmen, das 2017 ge-
grundet wurde. Es bietet eine umfassende Cloud-native Security Operations
Plattform, die Netzwerke, Endgerate und Lieferketten in Echtzeit Uberwacht
und Bedrohungen erkennt.

Blue Voyant =
Am Zirkus 2 E E
10117 Berlin

www.bluevoyant.com E -

centron

Centron bietet eine breite Palette von Cybersicherheit Lésungen Hosting-
Services, darunter dedizierte Server, Virtual Private Server (VPS) und Cloud-
Hosting. Daruber hinaus bietet Centron auch Managed-Services an, bei de-
nen das Unternehmen die Verantwortung fur den Betrieb, die Uberwachung
und die Wartung der IT-Infrastruktur Gbernimmt.

Centron GmbH
Heganger 29
96103 Halilstadt
www.centron.de

b~wbridge

Bowbridge entwickelt hochspezialisierte Sicherheitsléosungen fur SAP-An-
wendungen, die Unternehmen umfassenden Schutz vor Cyberangriffen
bieten. Ihre Produkte integrieren sich nahtlos in SAP-Systeme und gewahr-
leisten Echtzeit-Schutz gegen Bedrohungen. Dadurch erméglichen sie Un-
ternehmen, ihre Daten und Prozesse sicher und zuverlassig zu schltzen.

Bowbridge Software GmbH alh=0|
Hechtsheimer StraBe 33 1

55131 Mainz 0
www.bowbridge.net [=]

S
CHECK POINT"

YOU DESERVE THE BEST SECURITY

Check Point tragt zur Aktualisierung und Anpassung lhrer Sicherheitsl6-
sunen an sich verandernde Bedrohungen bei, indem es standig innovati-
ve Technologien und fortschrittliche Schutzmechanismen entwickelt. Mit
regelmaBigen Updates, Echtzeit-Bedrohungsintelligenz und adaptiven Si-
cherheitsfunktionen reagiert Check Point schnell auf nheue Bedrohungen.

Check Point Software Technologies Ltd. [=] = =]
Oskar-Messter-Stra3e 13 L=

85737 Ismaning I=
www.checkpoint.com EI

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen
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CISCO

Cisco entwickelt und vertreibt Netzwerk- und Kommmunikationstechnologie
wie Router, Switches und Sicherheitslésungen, um Unternehmen weltweit
zu vernetzen und ihre IT-Infrastrukturen zu schitzen. Zusatzlich bietet Cisco
Cloud-basierte Losungen zur Forderung der digitalen Transformation und
Effizienzsteigerung von Unternehmen.

Cisco Systems, Inc.

170 West Tasman Drive
San Jose, CA 95134 USA
www.cisco.com

*
=]

o

{}: Cobalt

Cobalt bietet Cybersicherheit Losungen Penetrationstests als Service, mit
denen Unternehmen ihre Anwendungen, Netzwerke und Infrastrukturen
auf Schwachstellen prufen kdnnen. Durch die Zusammenarbeit mit einem
Netzwerk von zertifizierten Sicherheitsexperten bietet Cobalt kontinuierli-
che Sicherheitsbewertungen.

Cobalt Labs, Inc.

FriedrichstraBe 68 E E
10117 Berlin

www.cobalt.io [=]!

@ cLAROTY

Claroty-Loésungen integrieren sich in vorhandene Infrastrukturen und bieten
eine umfassende Palette an Steuerelementen flir den Schutz von OT, He-
althcare und XloT Umgebungen. Uber 1.000 Organisationen weltweit setzen
auf Claroty

Weitere Informationen finden Sie auf unserer Homepage:

Claroty Ltd.

1250 Broadway, Floor 26

New York, NY 10001-3701, USA
www.claroty.com

COHESITY

Cohesity vereint Datensicherung, -wiederherstellung und -analyse in einer
einheitlichen Plattform. Profitieren Sie von einer vereinfachten Verwaltung,
verbesserter Compliance und proaktivem Schutz vor Ransomware- Angrif-
fen. Mit Cohesity optimieren Sie |Ihre IT-Infrastruktur und sichern |hre wert-
vollen Daten effizient.

Cohesity Inc. q
300 Park Ave, Suite 1700 EI EI
San Jose, California 95110, USA

www.cohesity.com [m] 5=
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>_Code blue

by Dussmann

INCIDENT RESPONSE
2417

DARKNET
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A
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&
360°
CYBER CRISIS MANAGEMENT
TEAM

CRISIS MANAGEMENT
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RISK
MANAGEMENT

e N

RESILIENCE REPUTATION

Condusiv’

Technologies

Condusiv Technologies entwickelt Performance-Optimierungssoftware flir
physische und virtuelle Umgebungen. Mit Lésungen wie V-locity und Dis-
keeper hilft Condusiv Unternehmen, die Leistung ihrer Anwendungen und
Systeme zu verbessern, indem sie 1/O-Engpésse reduziert und Speicherres-
sourcen optimiert.

Condusiv Technologies
1230 Madera Rd Suite 5-195
Simi Valley, CA 93065, USA
www.condusiv.com

| cowmm-some N

Die Code Blue GmbH ist ein Anbieter fir Cyber-Krisenmanagement, Busi-
ness Continuity und Incident Response mit Hauptsitz in Frankfurt am Main.
Das Unternehmen unterstitzt Organisationen umfassend bei der Praven-
tion, Bewaltigung von Cyberangriffen und bietet innovative Lésungen, um
die Cyber Resilienz seiner Kunden nachhaltig zu starken.

Code Blue GmbH

Stutzeldckerweg 14 !EI EI
60489 Frankfurt am Main N
https://codebluecyber.de/ [=]

( corelight

Gegrundet von den Urhebern des Open-Source-Projekts Zeek (friher Bro),
bringt Corelight langjahrige Erfahrung und Expertise in die Branche ein. Die
Hauptprodukte von Corelight, die Sensors und das Corelight AP 3000, bieten
detaillierte Einblicke in den Netzwerkverkehr und ermaoglichen die Erken-
nung von Anomalien.

Corelight Inc.

548 Market St, PMB 77799

San Francisco, CA 94104-5401, USA
www.corelight.com

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen
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PHISHME.
COFENSE

Phishing
Simulations

Phishing

intelligence

Cofense® stellt weltweit fuhrende Lésungen zur ldentifizierung und Be-
kampfung von E-Mail-Bedrohungen bereit. In Kombination mit der Cofense
PhishMe® Phishing Detection and Response Plattform (PDR) wird unsere
Technologie durch ein Netzwerk von mehr als 35 Millionen von Cofense ge-
schulten Mitarbeitern unterstitzt. Unsere Technologie beseitigt Bedrohun-
gen, die herkdbmmliche E-Mail-Sicherheitslésungen nicht aufgehalten ha-
ben.

Das Phishing-Problem

E-Mails stellen heutzutage das gréBte Einfallstor fur Cyberangriffe auf Unter-
nehmen dar — und die Bedrohung nimmt weiter zu.

Angreifer setzen zunehmend generative Kl ein, um Phishing-Angriffe ge-
Zielter, schneller und in gréBerem Umfang durchzufihren. Herkdmmliche
Schutzmechanismen wie Secure Email Gateways (SEGs) kdbnnen mit dieser
Entwicklung nicht Schritt halten — weder in ihrer klassischen noch in einer
Kl-unterstltzten Version. Dies fuhrt zu einer gefahrlichen ,E-Mail-Sicher-
heitslicke“Wenn Technologie versagt, sind es nur Menschen, die Phishing
E-Mails kontextuell erkennen und darauf reagieren kénnen.

Alle von Cofense erkannten Phishing-Angriffe wurden von Endnutzern ge-
meldet, nachdem sie bereits im Posteingang angekommen waren keine
dieser Phishing E-Mails wurde durch automatische Sicherheitssysteme ge-
blockt.

er Phishing-Mails die Technologie nicht erkannte und Cofense

Mit Uber 15 Jahre Erfahrung hat Cofense einen effektiven Kreislauf entwi-
ckelt, der die Meldungen von Mitarbeitern mit automatisierten SOC-Analy-
sen und Abwehrprozessen kombiniert. Dieser wird zusatzlich durch unsere
einzigartige Bedrohungsintelligenz und unseren Dienstleistungen (Mana-
ged Service) erganzt:

- Erstklassige Security Awareness Trainings (SAT) und Phishing Simulatio-
nen, basierend auf aktuelle Phishing Angriffe.

- Ein-Klick-Meldung verdachtiger E-Mails fur einfaches Reporting

- Automatische Analyse und Bekampfung Ubersehener Bedrohungen, er-
ganzt durch Expertenprifung.

- Umfassende Bedrohungsanalysen und Echtzeit Phishing Intelligenz/Feed
von unserem globalen Netzwerk von Uber 35 Millionen geschulten Mitar-
beitern.

Cofense Ltd.

Fora Offices, Room 1.05 - 13 Dirty Lane, Borough Yards, Southwark
London, SE1 9PA

www.cofense.com

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen
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\GROWDSTRIKE

Die CrowdStrike Falcon-Plattform, eine hochentwickelte Cloud-basierte
Lésung, ermdéglicht Unternehmen, ihre IT-Infrastruktur effektiv vor Cyber-
angriffen zu schitzen. Durch den Einsatz von kunstlicher Intelligenz und
maschinellem Lernen identifiziert und bekédmpft Falcon Bedrohungen in
Echtzeit.

CrowdsStrike Holding, Inc.
150 Mathilda PI, Sunnyvale
CA 94086, USA
www.crowdstrike.com

§ CybelAngel

CybelAngel ist ein aufstrebendes Cybersicherheitsunternehmen, das sich
auf die Friherkennung von Datenlecks und digitalen Bedrohungen spezia-
lisiert hat. Die CybelAngel-Plattform ermdéglicht Unternehmen, proaktiv auf
Bedrohungen zu reagieren und ihre Sicherheitsmanahmen entsprechend
anzupassen.

CybelAngel SAS

45 Rue de Monceau E E
75008 Paris, Frankrreich

www.cybelangel.com E

&® cryptware

secure your way

Das Unternehmen hat sich darauf spezialisiert, sensible Daten zu schitzen
und gleichzeitig die Compliance mit verschiedenen Datenschutzbestim-
mungen zu gewahrleisten. Eines der Hauptprodukte von CryptWare ist die
Festplattenverschlisselungslésung, die dazu dient, sensible Daten auf Fest-
platten zu schitzen.

CryptWare IT Security GmbH
Frankfurter Str. 2
65549 Limburg a.d. Lahn

www.cryptware-it-security.de

5 CYBERARK

CyberArk ist ein fUhrendes Cybersicherheitsunternehmen, das sich auf Iden-
titatssicherheit spezialisiert hat. Das Unternehmen bietet Lésungen zum
Schutz privilegierter Accounts und zur Sicherung von Identitaten in IT-Um-
gebungen.

CyberARK
9 Hapsagot St., Park Ofer B

Petach-Tikva, 4951040, Israel
www.cyberark.com

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen
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Mcyberbit

Cyberbit bietet eine umfassende Cybersecurity-Simulationsplattform, die
sich auf die Schulung von Security Operations Teams spezialisiert. Sie ver-
bessert Incident Response, Threat Hunting und SOC-Effizienz durch realisti-
sche, praxisnahe Cyberangriffsibungen und Automatisierungstools.

Cyberbit Ok
44 Merrimac Street ;E-
Newburyport, MA 01950,USA

www.cyberbit.com ==

HUMAR READINE 55 COMPANY

CEBEREAYY

Erleben Sie den Schutz der nachsten Generation mit Cybeready, |hrer Lo-
sung fur umfassende Cybersicherheit. Das Plattform ist intuitiv, anpassungs-
fahig und bestandig, und sie wurde entwickelt, um Ihre digitale Infrastruktur
zu schutzen und das Cybersicherheitswissen |hrer Mitarbeiter zu erweitern.

Cybeready Learning Solution Ltd

3000 Scott Blvd, STE 107 Ihr Ansprechpartner bei Infraforce:
Santa Clara, CA 95054, USA
www.cybeready.com Frau Aleksandra Glock

Telefon: 0641 948490 -49
E-Mail: aleksandra.dudek-glock@infraforce.de

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen Infraforce GmbH | Strategischer Allianz Partner TUV Hessen -




@cybereasom

Cybereason ist fUhrender Anbieter von Cyber-Sicherheitslésungen, um An-
griffe am Endpunkt, in der Cloud und im gesamten Unternehmens-Okosys-
tem zu verhindern. Die Kl-gesteuerte Cybereason XDR-Plattform bietet Da-
tenerfassung im globalen MafRstab, betriebsorientierte MalOp™-Erkennung
und vorausschauende GegenmaBnahmen.

Cybereason Inc.

c/o Regus, Theresienhéhe 28
80339 Miinchen
WWwWw.cybereason.com

& cynet

Cynet ist ein Cybersicherheitsunternehmen, das 2015 gegrundet wurde und
seinen Hauptsitz in Boston, USA, hat. Es bietet mit der Plattform Cynet 360
AutoXDR™ eine umfassende Sicherheitslésung, die Endpunkt-, Netzwerk-
und Benutzerschutz integriert. Die Plattform nutzt maschinelles Lernen und
Automatisierung, um Bedrohungen zu erkennen und darauf zu reagieren.

CyNet

100 Summer St.
Boston, MA 02110, USA
www.cynet.com

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen

CYCOGNITO

CyCognito ist Marktfuhrer im External Attack Surface Management. Die
Plattform identifiziert und bewertet internetzugangliche Assets kontinu-
ierlich, priorisiert Risiken und unterstitzt Unternehmen jeder Grée dabei,
ihre externe Angriffsflache effektiv zu minimieren.

CyCoghnito Ltd
Makberry House, Schrubbs Hill Lane

Sunningdale, Berkshire, SL6 OLD, UK
www.cycoghito.com

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen
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CYREBRO

Ilhre fortschrittliche, cloud-basierte CYREBRO-Plattform ermdglicht Unter-
nehmen, ihre IT-Infrastruktur und Daten effektiv zu Uberwachen und vor Cy-
berangriffen zu schitzen. Die CYREBRO-Plattform bietet EchtzeitUberwa-
chung, Bedrohungserkennung und Reaktion auf Sicherheitsvorfalle.

52, Menachem Begin StreetTel Aviv-Yafo
6713702, Israel
www.cyrebro.io [x]

DARKTRACE

Darktrace ist ein fUhrender Anbieter von Cybersicherheitslésungen, der auf
kUnstlicher Intelligenz basiert. Das Unternehmen bietet innovative Techno-
logien zur Erkennung und Abwehr von Bedrohungen in Echtzeit an, um
Netzwerke, Cloud-Umgebungen und loT-Systeme vor Cyberangriffen zu
schutzen.

Darktrace Holdings Limited
SonnenstraBe 15

80331 Miinchen
www.darktrace.com

Yy daccord

daccord ist IAM made in Germany. Das anwendungsorientierte Baukasten-
system lasst sich sukzessive erweitern - von der einfachen Auswertung und
Kontrolle von Zugriffsberechtigungen bis hin zu einem vollumfangliches
IAM-System mit automatisierten Workflows. Bei Bedarf auch inklusive Ac-
cess Governance, um fur IT-Audits auf der sicheren Seite zu sein.

G+H Systems GmbH
LudwigstraBBe 8

63067 Offenbach am Main
www.daccord.de

A :
~v DATACORE

DataCore bietet Software-definierte Speicherlésungen, die Unternehmen
helfen, Daten effizienter zu verwalten, zu speichern und zu schutzen. lhre
Plattform optimiert Speicherressourcen, verbessert Performmance und Ver-
fUgbarkeit und unterstutzt hybride sowie Multi-Cloud-Infrastrukturen.

DataCore Software GmbH
Luise-Ulirich-Str. 14
80636 Miinchen
www.datacore.com/de/
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dsep
INnstinct

Deep Instinct, ist ein innovatives Cybersicherheitsunternehmen, das Pionier-
arbeit im Bereich der Kl-gestUtzten, praventiven Sicherheit leistet. Durch die
Kombination von menschlicher Expertise und kunstlicher Intelligenz hat
Deep Instinct eine wegweisende Deep Learning-Plattform entwickelt, um
Unternehmen proaktiv vor Cyberangriffen zu schitzen.

Deep Instinct GmbH
Theodor-Stern-Kai 1
60596 Frankfurt am Main
www.deepinstinct.com

DELTA CRISIS
GEMENT

MANA E N

Cybererpressung? Wir verhandeln — professionell, vertraulich, erfolgreich.
Ex-Geiselverhandler betreuen die nicht-technischen Aspekte, reduzieren
Forderungen massiv. 24/7-Hotline, sichere Krypto-Zahlung, Krisenmanage-
ment & Vorsorge.

Delta - weil Erfahrung aus Geisellagen Leben und Millionen rettet.

Delta Crisis Management AG ]t 1]
Birkenstrasse 47 1 :
CH-6343 Rotkreuz, Switzerland

www.deltacrisis.com EI

Delinea

Delinea, ein fuhrender Anbieter im Bereich Privileged Access Management,
unterscheidet sich durch eine umfassende Plattform, die privilegiertes Zu-
griffsmanagement und Identitatssicherheit vereint. Die Lésung bietet nah-
tose Integration, Automatisierung von Sicherheitsprozessen, Skalierbarkeit
und Flexibilitat fir Unternehmen.

Delinea Inc. EI‘[;_'#E

Bogenhausen, EinsteinstraBe 174
81677 Miinchen I
www.delinea.com E-

DocuSign

Die SicherheitsmaBnahmen von Docusign umfassen hochmoderne Ver-
chlusselungstechnologien, Zugriffskontrollen und eine sichere Infrastruk-
tur, um die Vertraulichkeit, Integritat und Verfugbarkeit der elektronischen
Transaktionen und Daten zu gewahrleisten. Mit der Cybersicherheitslésung
von Docusigh kénnen Unternehmenvertrauliche Datenschutzen.

Docusign Inc. s
Maximiliansplatz 22 Oberl0
80333 Miinchen

www.docusign.de [=]:
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DRACOON

Die Plattformn von Dracoon ist so konzipiert, dass sie sowohl die Sicherheit
als auch die Benutzerfreundlichkeit maximiert. Sie bietet eine sichere Um-
gebung flr das Speichern und Teilen von Dateien, mit Funktionen wie Ende-
zu-Ende-VerschlUsselung, um sicherzustellen, dass nur autorisierte Benutzer
Zugang zu den Daten haben.

Dracoon GmbH

Galgenbergstra3e 2a EI EI
93053 Regensburg I
www.dracoon.com E

@:Iypsmrn

Eclypsium ist ein US-amerikanisches Cybersicherheitsunternehmen, das
sich auf den Schutz von Firmware und Hardware in Unternehmensinfra-
strukturen spezialisiert hat. Die Plattform des Unternehmens identifiziert,
Uberpruft und starkt die Integritat von Software, Firmware und Hardware,
um Risiken in der Lieferkette zu minimieren.

Eclypsium

919 Southwest Taylor Street, Suite 300,
OR 97205, Portland, USA
www.eclypsium.com

Q) DriveLock

DrivelLock bietet eine fortschrittliche Cybersicherheitslésung mit speziellen
Funktionen zur Erkennung von Bedrohungen. DriveLock nutzt Klgestutzte
Verhaltensanalyse, Echtzeit-Uberwachung und Threat Intelligence, um ver-
dachtige Aktivitdten zu identifizieren. Zudem beinhaltet sie Sandbox-Ana-
lyse und automatisierte Reaktionsmechanismen.

DriveLockSE

Landsberger Str. 196 E E
81241 Miinchen

www.drivelock.com E

ENGITY

Engity GmbH bietet umfassende Lésungen im Bereich Identity and Access
Management, die den héchsten Standards fur Datenschutz und -sicherheit
entsprechen. |hre cloudbasierte IAM-Plattform ermdglicht sichere Authen-
tifizierung und Autorisierung, unterstitzt durch kontinuierliche Weiterent-
wicklung und Anpassungsfahigkeit an gesetzliche Anforderungen.

Engity GmbH
MaximilianstraBe 35a
80539 Miinchen
www.engity.com
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Die Angebote von Entrust umfassen Verschllsselungslésungen, Zwei-Fak-
tor-Authentifizierung, Zertifikatsverwaltung und Public Key Infrastructure
(PKI). Durch den Einsatz dieser Technologien kénnen Unternehmen ihre
Daten und Kommunikation schitzen, Compliance-Anforderungen er-fullen
und das Vertrauen ihrer Kunden starken.

Entrust Corporation of=0
Latticher StraBe 132 i

40547 Dussendorf

www.entrust.com =]

/), exabeam

Exabeam ist eine Al-basierte Sicherheitsoperations-Plattform, die SIEM und
UEBA einsetzt. Unsere Cybersicherheitslésung erkennt Bedrohungen prazi-
se, reduziert Risiken und automatisiert Sicherheitsprozesse. Weitere Details
auf unserer Homepage.

Exabeam

1051 E. Hillsdale Blvd. 4th Floor EI EI
Foster City, CA 94404, USA n
www.exabeam.com E

Digital Security
Progress. Protected.

ESET ist ein europaisches Unternehmen mit Hauptsitz in Bratislava (Slowa-
kei). Seit 1987 entwickelt ESET vielfach ausgezeichnete IT-Sicherheits-Soft-
ware, die alle gdngigen Betriebssysteme abdeckt und weltweit bei Uber 110
Millionen Nutzern und 400.000 Organisationen im Einsatz ist.

ESET Deutschland GmbH E E
Spitzweidenweg 32

07743 Jena

www.eset.com EI
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EXAGRID

Tiered Backup Storage

Dank ihrer flexiblen Skalierbarkeit passt sich ExaGrid den wachsenden An-
forderungen von Unternehmen an, indem sie zusatzliche Speicherkapazitat-
hinzufGgen, wenn sie bendtigt wird. Dies ermdglicht es Unternehmen, ihre
Backup-Infrastruktur entsprechend ihrem Datenwachstum anzupassen.

Exagrid Systems Inc.

100 Campus Drive
Mariborough, MA 01752, USA
www.exagrid.com

exterro

Exterro ist ein Unternehmen an der Spitze des rechtlichen GRC (Governan-
ce, Risk Management und Compliance) Sektors, das darauf abzielt, Orga-
nisationen durch fortschrittliche Softwarelésungen in den Bereichen E-Dis-
covery, Datenschutz, digitale Forensik, Compliance und Risikomanagement
Zu unterstutzen.

Exterro Inc. E . E
Ilhr Ansprechpartner bei Infraforce: Taunustor 1

60310 Frankfurt am Main

www.exterro.com E

Frau Aleksandra Glock
Telefon: 0641 948490 -49
E-Mail: aleksandra.dudek-glock@infraforce.de
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Eye Security - Cyberschutz fiir den Mittelstand, ganzheitlich gedacht.

Eye Security kombiniert modernste Technologie mit praxisnaher Expertise
und schutzt mittelstandische Unternehmen vor digitalen Bedrohungen. Die
Plattform erkennt Schwachstellen frihzeitig, Uberwacht kontinuierlich |hre
IT-Umgebung und reagiert in Echtzeit auf Angriffe. Ein erfahrenes Security
Operations Center (SOC) sorgt fur 24/7-Schutz - ganz ohne komplizierte Um-
stellungen in lhrer IT. Mit transparenten Kosten, einfacher Integration und
individueller Betreuung ist Eye Security der ideale Partner flr alle, die Cyber-
sicherheit unkompliziert und wirkungsvoll umsetzen wollen.

Aktiver Schutz statt reaktive MaBnahmen.

Eye Security sorgt daflr, dass Sicherheitslicken gar nicht erst zum Risiko
werden. Mit Echtzeit-Monitoring, kontinuierlichem Schwachstellenmanage-
ment und gezieltem Mitarbeiterschutz durch Awareness-Trainings schutzt
Eye nicht nur lhre IT, sondern auch |lhre Betriebsfahigkeit und Reputation —
einfach, sicher und effektiv.

Managed XDR Risk Cyber Risk Awareness Cyber
Intelligence Assessment Insurance

Risiko Scoring Konsultation

R

Incident
Response

Threat
Intelligence

Schwa suchen

Mehrwert Gber Technologie hinaus.

Eye Security bietet nicht nur technische Lésungen, sondern begleitet Unter-
nehmen auch bei Cyber-Versicherungen, regulatorischen Anforderungen
und im Ernstfall mit sofortiger Incident Response. Das Team aus ehemaligen
Geheimdienstmitarbeitern, Cyber-Profis und Versicherungsexperten ent-
wickelt eine Sicherheitsstrategie, die exakt zu lhrem Unternehmen passt —
mafBgeschneidert, skalierbar und verstandlich.

Eye Security GmbH
Franz-Haniel-Platz 1
‘7119 Duisburg
www.eye.security/de/

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen
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F5 Networks arbeitet eng mit Unternehmen, Service-Providern und Cloud-
Anbietern zusammen, um mafBgeschneiderte Léosungen flr die spezifischen
Anforderungen ihrer Kunden zu entwickeln. Insgesamt spielt F5 eine ent-
cheidende Rolle in der Gewahrleistung der Sicherheit und Leistung von An-
wendungen in modernen Netzwerkinfrastrukturen.

F5 Inc. g
Sth floor, Lehrer Wirth-Strasse 2 E E
81829 Miinchen

Ok

www.f5.com

fle)iera

Flexera setzt seine Lésungen ein, darunter Flexera One fur IT-Asset- und
Cloud-Management und den Software Vulnerability Manager zur Identifizie-
ung und Priorisierung von Sicherheitslicken. Durch den Einsatz ihrer eige-
nen Technologien kann Flexera Sicherheitsrisiken minimieren und Compli-
ance-Anforderungen erftllen.

Flexera Software LLC

Hahnenkamp 1 !E E
22765 Hamburg I3
www.flexera.de aft

filewaveY

FileWave ist eine plattformuUbergreifende Endpoint-Management-Lésung
far Unternehmen, Behérden und Bildungseinrichtungen. Sie unterstltzt
Windows, macOS, iOS, iPadOS, Android und ChromeQOS - verflugbar in der
Cloud oder On-Premises — mit Funktionen fur Softwareverteilung, Inventari-
sierung und Sicherheit.

FileWave Deutschland GmbH
CantadorstraBBe 3

4021 Dusseldorf
www.filewave.com/de/

rorcepoint

Forcepoint ist ein US-amerikanisches Cybersicherheitsunternehmen mit
Hauptsitz in Austin, Texas. Es bietet Losungen zum Schutz von Daten, Netz-
werken und Benutzern, einschlie3lich Data Loss Prevention (DLP), Cloud Ac-
cess Security Broker (CASB) und Next-Generation Firewalls.

Forcepoint

10900-A Stonelake Blvd., Quarry Qaks 1,
Suite 350, Austin, TX78759, USA
www.forcepoint.com

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen
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<) FORESCOUT

Das einzige Cybersicherheitsunternehmen, das alle Gerate (IT, loT, loMT, OT)
kontinuierlich identifiziert, schitzt und Risiken analysiert. FUhrender An-
bieter fur automatisierte Cybersicherheit mit umfassender Gerateliberwa-
chung und kontinuierlicher Risikoanalyse des gesamten digitalen Bereichs
Ihres Unternehmens.

ForeScout Technologies Inc. ' E1[E]
John F Kennedylaan 2

5612 AB Eindhoven, Niederlande

www.forescout.com E.-

FORTRA.

Fortra schutzt Netzwerke vor Cyberangriffen und unerwinschten Zugriffen
durch Gerateerkennung, Netzwerkzugriffskontrolle (NAC), kontinuierliches
Monitoring und automatisierte Reaktionen. Die Plattform ermdéglicht granu-
lare Zugriffsrichtlinien fUr Gerate, Uberwacht Anomalien, isoliert verdachtige
Gerate und integriert sich mit anderen Sicherheitslédsungen.

Fortra LLC E E
358 Planta 12, Avenida Meridiana : ]
08030 Barcelona, Spanien A
www.fortra.com E

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen
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Fortinet Security Fabric
Al-Driven Cybersecurity
Platform

Fortinet ist eine treibende Kraft bei der Entwicklung von Cybersecurity und
der Konvergenz von Netzwerk- und Sicherheitstechnologie. Mit dem gréf3-
ten integrierten Portfolio von Uber 50 Produkten der Enterprise-Klasse bietet
Fortinet Cybersecurity, wo immer Unternehmen sie brauchen.

Fortinet GmbH

Feldbergstr. 35 EI EI
60323 Frankfurt am Main =
www.fortinet.com EI

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen
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F F-Secure.

F-Secure engagiert sich daflr, Unternehmen bei der Starkung ihrer Si-
cherheitslage zu unterstitzen und ein vertrauenswiurdiges Umfeld fur den
Schutz ihrer wertvollen digitalen Assets zu schaffen. Die Durchfuhrung von
Sicherheitstberprifungen, wie Penetrationstests und Schwachstellenbe-
wertungen, um Schwachstellen proaktiv zeitnah zu beheben.

F-Secure Corporation

Muhldorfstrasse 8 EI EI
81671 Mlinchen I
www.f-secure.com E

‘genua.

Mit ihrer langjahrigen Expertise und ihrem Fokus auf Cybersecurity ermog-
licht Genua Unternehmen, ihre IT-Infrastruktur abzusichern, sensible Daten
zu schitzen und Compliance-Anforderungen zu erfullen. Durch ihre zuver-
lassigen Lésungen und ihren erstklassigen Kundenservice hat sich Genua als
vertrauenswurdiger Partner in der IT-Sicherheit etabliert.

Genua GmbH EE_—:E

DomagkstraZe 7
85551 Kirchheim bei Miinchen If%
www.genua.de [=]cy

G DATA
CyberDefense

GData HQ - Deutschland H\L‘“H‘_ -
|l R .

Die G DATA CyberDefense AG ist ein fuhrendes deutsches Unternehmen im
Bereich IT-Sicherheit. Das Portfolio des Bochumer Unternehmens reicht von
Managed eXtended Detection and Response (MXDR) Uber Security Awaren-
ess Trainings bis hin zu Security-Dienstleistungen

G Data Cyber Defense AG
Koénigsallee 178a

44799 Bochum
www.gdata.de
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& Google Cloud

Google Cloud bietet eine breite Palette von Diensten, die durch die Integ-
ration von Mandiant, einem Spezialisten flr Cybersicherheit, erweitert wird.
Diese Zusammenarbeit starkt die Sicherheitslésungen erheblich, indem sie
Mandiants Expertise in Bedrohungserkennung und Incident Response mit
den Sicherheitsfunktionen von Google Cloud vereint.

Google LLC

1600 Amphitheatre Parkway, I.EI.EE'E [=l
Mountain View, CA 94043, USA hiﬂ
www.google.de E-

é Greenbone

% GreatHorn

GreatHorn ist ein US-amerikanisches Cybersicherheitsunternehmen, das
sich auf cloud-native E-Mail-Sicherheitslésungen spezialisiert hat. Die Platt-
form schitzt Unternehmen vor Phishing, Social-Engineering-Angriffen und
Zero-Day-Bedrohungen in Microsoft 365 und Google Workspace.

Great Horn

1075 Main Street, Suite 210
Waltham, MA 02451, USA
www.greathorn.com

Schiitzen Sie lhre IT mit dem weltweit filhrenden
Open-Source-Schwachstellenmanagement

Die Gefahr: Cyberangriffe sind keine Einzelfalle,
sondern tagliche Realitat

Das Problem: Unentdeckte Schwachstellen
in komplexen IT-Umgebungen

Die Losung: Automatisiertes Scanning und
Reporting mit OPENVAS SECURITY INTELLIGENCE

See Threats. Act Fast. Stay Ahead.

Proaktive IT-Sicherheit aus Deutschland: Mit Uber 200.000 Schwachstellen-
tests scannt OPENVAS automatisiert die IT-Landschaft von Organisationen
jeder Art und GréBenordnung. Dabei werden Risiken in Echtzeit bewertet
und prazise Handlungsempfehlungen geliefert. Das Ergebnis ist ein intelli-
gentes Risikomanagement, das Bedrohungen einen Schritt voraus ist.

Greenbone AG r
Neumarkt 12 EP%E
49074 Osnabrick

www.greenbone.net =]t
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Die Unified Risk Platform (URP) von Group-IB schafft eine sichere und ver-
trauenswurdige Cyber-Umgebung durch den Einsatz intelligenter Techno-
logien und Fachwissen, die alle Nuancen digitaler Kriminalitat erkennen und
abwehren. Sie schitzt die kritische Infrastruktur von Unternehmen proaktiv

GROU P_I B vor ausgekllgelten Angriffen und analysiert kontinuierlich potenziell gefahr-
liche Verhaltensweisen im Netzwerk.

The Unified Risk Platform

Prevent breaches, fraud, and brand abuse with
intelligence-driven solutions powered by a single platform

Products
o . .
¢ o 8 o & @
Business
Threat Fraud Managed Attack Surface Digital Email
Intelligance Pratection XDR Managemant Risk Protaction Prataction
Sarviees
Hi-Tech Crime Digital Forensics Audit Educatlon
Investigation & Incident Response & Consulting & Training

Die Suite bietet die weltweit zuverlassigste Threat Intelligence, umfassenden
Schutz vor Betrug, Kl-gestltzten Schutz vor digitalen Risiken, mehrschichti-
gen Schutz mit Managed Extended Detection and Response (XDR), Schutz
vor geschaftlichen E-Mails und External Attack Surface Management.

rd
%
E The Unified Risk Platform

Group-IB wurde 2003 gegrindet und hat seinen Hauptsitz in Singapur. Das
Unternehmen ist ein fuhrender Anbieter von Cybersicherheitstechnologien
zur Untersuchung, Verhinderung und Bekampfung digitaler Kriminalitat.

Die umfassenden Fahigkeiten von Group-IB bei der Reaktion auf Vorfélle
und bei der Untersuchung haben die Branchenstandards kontinuierlich er-
hoéht. Dazu gehdren mehr als 77.000 Stunden abgeschlossener Reaktion auf

L . . . . Cybersicherheitsvorfalle und mehr als 1.550 erfolgreiche Untersuchungen.
Die Digital Crime Resistance Centers (DCRCs) von Group-IB befinden sich Y I sV “ grel uchung

im Nahen Osten, in Europa, Zentralasien und im asiatisch-pazifischen Raum
und helfen bei der kritischen Analyse und schnellen Eindammung regiona-
ler und landerspezifischer Bedrohungen.Diese einsatzkritischen Einheiten
helfen Group-IB, seinen Beitrag zur globalen Pravention von Cyberkriminali-

tat zu starken und seine Fahigkeiten zur Bedrohungsjagd kontinuierlich zu Group-IB
erweitern. Prinsengracht 919

1017 KD Amsterdam, Niederlande
www.group-ib.com
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Hexnode

H-L

App & Content Management
Kiosk Lockdown
Al Seripting & Chatbot

Patch & OS Updates

Platforms Supported
=004

Andeoid TV @ chvamas . |

The Standard for
Unified Endpoint Management

Al powered endpoint management,
security suite and end-user experience

Zero-Touch Onboarding
Security & Compliance
Workflow Automation

Identity & Access Control

Devices Supported

Hexnode
HerzogspitalstraBe 24
80331 Miinchen
www.hexnode.com

Hexnode, die Unternehmenssoftwaresparte von Mitsogo, ist ein fUhrender
Anbieter von Endpunktlésungen, die entwickelt wurden, um die Verwaltung
und Sicherheit moderner Unternehmen zu vereinfachen. Hexnode unter-
stltzt Unternehmen in Uber 130 Landern und baut weiterhin ein nahtloses
Okosystem vernetzter Tools auf, eine Software nach der anderen.

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen

Ihr Ansprechpartner bei Infraforce:

Frau Aleksandra Glock
Telefon: 0641 948490 -49
E-Mail: aleksandra.dudek-glock@infraforce.de
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HORNETSECURITY

Hornetsecurity ist ein fUhrender Anbieter von Cloud-basierten Sicherheits-,
Compliance-, Backup- und Security-Awareness-Loésungen der nachsten Ge-
neration, die Unternehmen und Organisationen jeder GréBe auf der ganzen
Welt unterstitzen. Das Flaggschiffprodukt 365 Total Protection ist die um-
fassendste Cloud-Security-Lésung flr Microsoft 365 auf dem Markt.

Hornetsecurity GmbH oFm10
Am Listholze 78 =

30177 Hannover o @
www.hornetsecurity.com [=]: c

'?' ICTERRA

ICterra bietet Dienstleistungen in den Bereichen Cybersecurity, Web- und
mobile Technologien, eingebettete Systeme, unabhangige Verifikation und
Validierung. ICterra arbeitet in verschiedenen Branchen, darunter Gesund-
heitswesen, Bahn, Energie, Luftfahrt, Automobil und Telekommmunikation.

ICterra Information and Communication Technologies
Parkstadt Schwabing, Marcel-Breuer-Str. 15, 1. Stock
80807 Miinchen

www.icterra.com

) HUNTRESS

Huntressistein US-amerikanischesCybersicherheitsunternehmen,dassichauf
Managed Detection and Response (MDR) spezialisiert hat. Die Plattform bietet
Bedrohungserkennung, -untersuchung und -reaktion fUr Endpunkte, Identi-
taten und mehr, unterstutzt durch ein 24/7 Security Operations Center (SOC).

Huntress

6996 Columbia Gateway Drive,
Suite 101, Columbia, MD 21046, USA
www.huntress.com

. idgard’

idgard, eine Marke der uniscon GmbH (TUV SUD Gruppe), bietet hochsichere
virtuelle Datenraume fur den geschutzten Datenaustausch und die digitale
Zusammenarbeit. Dank der patentierten Sealed-Cloud-Technologie sind un-
autorisierte Datenzugriffe zuverlassig ausgeschlossen.

uniscon universal identity control GmbH
ein Unternehmen der TOV SUD Gruppe
RidlerstraBe 57 | Newton | 80339 Miinchen
www.idgard.com

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen
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4 1GEL

Igel setzt fortschrittliche Technologien zur Bedrohungserkennung und ab-
wehr ein. Dazu gehéren Endpoint-Security-Lésungen wie Antivirus- Software
sowie fortschrittliche Verhaltensanalyse. Durch den Einsatz dieser Technolo-
gien kann Igel potenzielle Bedrohungen frihzeitig erkennen, darauf reagie-
ren und die Sicherheit der Endgerate gewahrleisten.

Igel Technology GmbH Eﬁﬁl

Hermann-Ritter-Str. 110 }
28197 Bremen ;ﬁﬁ
www.igel.de EI

&) IMPERO

COMPLIANCE. SIMPLIFIED.

Impero identifiziert potenzielle Sicherheitsbedrohungen, bevor sie auftre-
ten, durch den Einsatz von fortschrittlicher Verhaltensanalyse, Threat Intelli-
gence, Machine Learning und Kunstlicher Intelligenz. Durch kontinuierliche
Uberwachung und Analyse kénnen verdachtige Aktivitaten und Anomalien
erkannt werden.

Impero GmbH
Klamsagervej 27

8230 Abyhgj, Ddnemark
www.impero.com

"Zlillumio

lllumio schitzt Daten vor Advanced Persistent Threats (APTs) durch die
Implementierung von Micro-Segmentation, einem Zero-Trust-Modell und
Echtzeit-Sichtbarkeit. Mit Micro-Segmentation wird der Datenverkehr zwi-
schen Anwendungen und Systemen streng kontrolliert, was die laterale Be-
wegung von APTs erschwert.

lllumio Inc. Eﬁ'

920 De Guine Dr.
Sunnyvale, CA 94085, USA
www.illumio.com

[=]

s
il

Fimprivata

Imprivata ermaoglicht schnellen, sicheren Zugriff auf gemeinsam genutzte
Gerate und Applikationen — mit Single Sign-On, passwortloser Authentifizie-
rung und komplexem Zugriffsmanagement — zur Effizienzsteigerung und
Reduktion von Cyber-Risiken.

Imprivata GmbH
Hans-Bldckler-StraBe 12
40764 Langenfeld
https://www.imprivata.com/de
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infoblox.

Eine der Kernkomponenten von Infoblox ist die Implementierung von IDS/
IPS-Systemen (Intrusion Detection/Prevention Systems), die verdachtigen
Aktivitdten Uberwachen und Eindringversuche erkennen. Daruber hinaus
setzt Infoblox auf Netzwerksegmentierung, um das Netzwerk in logische Be-
reiche zu unterteilen.

Infoblox Inc.

The Squaire 12, Am Flughafen
60549 Frankfurt am Main
www.infoblox.com

[=] ey (]

JamsOtWare

Die ExchangeServerToolbox von JAM Software bietet umfassenden Schutz
far On-Premises-Exchange-Server. Sie kombiniert Antivirus, Spam-Schutz,
ein flexibles Regelwerk und E-Mail-Archivierung, um lhre E-Mail-Kommuni-
kation sicher und effizient zu gestalten.

JAM Software GmbH
AmWissenschaftspark 26
54296 Trier
www.jam-software.de

itWatch

%

GmbH

[tWatch zeichnet sich durch seine technologische Innovation, Zuverlassig-
keit und Kundennédhe aus. Durch seinen ganzheitlichen Ansatz und sein En-
gagement fur IT-Sicherheit unterstltzt ItWatch Unternehmen dabei, ihre IT-
Infrastrukturen zu schutzen und Compliance- Vorgaben einzuhalten.

itWatch GmbH T

Aschauer StraB3e 30 [~] 3—3 EI,H
81549 Miinchen %
www.itwatch.de El 2

<~
Kaseya

Kaseya bietet umfassende IT-Management-Ldsungen, die Unternehmen
helfen, ihre IT-Prozesse zu automatisieren, zu optimieren und zu sichern. Er-
leben Sie gesteigerte Effizienz, reduzierte Kosten und maximale Sicherheit
mit den innovativen Lésungen von Kaseya.

Kaseya Limited E .'IE
701 Brickell Avenue, Suite 400 Y
Miami, FL 33131, USA

www.kaseya.com E .
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KEEPER

@rcrr

Pt Tramer

Keeper Security

Verhindern Sie Sicherheitsverletzungen, senken Sie Helpdesk-Kosten und
stellen Sie Compliance sicher.

Keeper Security revolutioniert die Cybersicherheit fur Millionen von Einzel-
personen und Tausende von Organisationen weltweit.

Mit End-to-End-Verschlisselung entwickelt, schitzt Keepers intuitive Cyber
Sicherheitsplattform jeden Nutzer, auf jedem Gerat, an jedem Ort.

Unsere patentierte Zero-Trust- und Zero-Knowledge-Ldsung fur privilegier-
ten Zugriff vereint Passwort-, Geheimnis- und Verbindungsmanagement
mit Zero-Trust-Netzwerkzugriff, Endpoint Privilege Management und Remo-
te Browser Isolation.

Testen Sie Keeper kostenlos oder fordern Sie eine Demo an. Schwache Pass-
worter, gestohlene Zugangsdaten und DevOps-Geheimnisse sind Haupt-
ursachen fur Datenpannen. Vielen Organisationen fehlt der Uberblick Uber
diese Risiken - sie kdnnen keine Sicherheitsrichtlinien einheitlich fur alle Mit-
arbeitenden, Gerate und Systeme durchsetzen. Das stellt IT-Administratoren
vor groRBe Herausforderungen.

[ e
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Keeper Enterprise Password Manager, ein Kernbestandteil von KeeperPAM,
Uberwacht und schitzt Anmeldeinformationen in einer gesamten Organisa-
tion mit vollstdndigen Cloud- und nativen Anwendungsmaglichkeiten. Kee-
per integriert sich nahtlos in SIEM-, MFA-, passwortlos und IdP-Lésungen.

Keeper bietet eine robuste Authentifizierung und Verschllsselung fur Web-
sites, Anwendungen und Systeme, mit denen Mitarbeiter interagieren. Die
Plattform ist einfach bereitzustellen, auch flur nicht-technische Benutzer
leicht nutzbar und der sicherste Passwort-Manager in der Branche. Keeper
verflgt Uber die am langsten bestehende SOC-2-Compliance vom Typ | und
Il in der Branche und ist nach ISO 27001, 27017 und 27018 zertifiziert sowie
FedRAMP- und GovRAMP-autorisert.

Keeper Security, Inc.

5A King s Terrace

Cork, Ireland
www.keepersecurity.com
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KnewBe4

KnowBe4 ist ein flUhrender Anbieter von Security-Awareness-Training und
Phishing-Simulationen. lhre Plattform hilft Unternehmen, menschliche
Schwachstellen zu minimieren, indem sie Mitarbeiter im Umgang mit Cy-
berbedrohungen wie Social Engineering, Ransomware und Phishing schult.

Know B4 Germany GmbH -
Rheinstrasse 45/46 Eﬁmr
12161 Berlin

https://www.knowbe4.com Of

W LITERA

Spezialisiert auf die Bereitstellung von Technologieldésungen fur Fachleute
in den Bereichen Recht, Geschaft und Life Sciences, ist Litera ein weltweit
fuhrendes Unternehmen. Es bietet eine Vielzahl von Tools, die den gesamten
Prozess der Dokumentenerstellung, -bearbeitung, -prifung und -veréffent-
lichung abdecken.

Litera Corporation =]
1 Princetown Mews,167-169 London Road o
Surrey, KT2 6PT, United Kingdom

www.litera.com =]

v (=]

F

Libelle AG entwickelt seit Uber 27 Jahren innovative Softwarelésungen fur
die Automatisierung von IT-Prozessen, insbesondere in SAP-Umgebungen.
Ihre Produkte umfassen Disaster Recovery, Systemkopien, Datenmaskie-
rung, IDoc-Uberwachung und Master-Datenmanagement. Libelle unter-
stutzt weltweit Uber 500 Kunden mit mehr als 1.500 Installationen.

Libelle AG -
Gewerbestr. 42 E EI
70565 Stuttgart

www.libelle.com [=]

II' LOGPOINT

LogPoint GmbH bietet eine konvergierte Cybersicherheitsplattform, die Or-
ganisationen dabei unterstlutzt, Bedrohungen schneller zu erkennen und
darauf zu reagieren. Mit Uber 1.000 Kunden in 70 Landern ist LogPoint ein
fihrender Anbieter von SIEM-, SOAR-, UEBA- und BCS-Lésungen.

LogPoint GmbH E% ]
Landsberger StraBe 155

80687 Miinchen

www.logpoint.com O
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LOMU

Lumu Technologies ist ein US-amerikanisches Cybersicherheitsunterneh-
men, das 2019 gegrlindet wurde. Es bietet eine Plattform zur Echtzeit-Erken-
nung, Analyse und Reaktion auf Netzwerkbedrohungen, um Unternehmen
bei der kontinuierlichen Bewertung von Kompromittierungen zu unterstit-

zen.
Lumu Technologies DOk=0)
8600 NW 36th St., Suite 150

Doral, FL33166, USA :|
https://lumu.io [=].

e
Ihr Ansprechpartner bei Infraforce:
Frau Aleksandra Glock
Telefon: 0641 948490 -49 b
E-Mail: aleksandra.dudek-glock@infraforce.de
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lywand
software

Der 6sterreichische MSP Hersteller Lywand bewertet einfach, schnell, ver-
standlich, kontinuierlich und kostengunstig die aktuelle Sicherheitslage der
digitalen Infrastruktur Ihrer Kunden und zeigt Schritt fur Schritt auf, wie Sie
diese verbessern kénnen.

Lywand Software GmbH
JosefstraBe 46a/6

3100 St. Pdlten, Osterreich
www.lywand.com

ManageEngin@

ManageEngine ist die Enterprise-IT-Management-Sparte der ZOHO Corpo-
ration. Das Angebot umfasst Uber 60 Enterprise-Produkte und kostenlose
Tools, um die Arbeit in der IT leichter und effizienter zu machen —und gleich-
zeitig die IT-Infrastruktur besser gegen Bedrohungen abzusichern.

MicroNova AG

Unterfeldring 6 00
D-85256 Vierkirchen

www.ManageEngine.de E-

macmon

intelligent einfach

Die Losungen von Macmon bieten eine umfassende Netzwerkzugangskon-
trolle, um sicherzustellen, dass nur autorisierte Benutzer und Gerate auf das
Netzwerk zugreifen kénnen. Durch die Integration von umfangreichen Au-
thentifizierungsmechanismen und Richtlinienkontrollen ermdéglicht Mac-
mon eine prazise und granulare Kontrolle Uber den Netzwerkzugriff.

Macmon Secure GmbH E E
Alte Jakobstra3e 79-80

10179 Berlin

www.macmon.eu El

@Mend.io

Mend.io, friher bekannt als WhiteSource, ist ein US-amerikanisches Cybersi-
cherheitsunternehmen, das sich auf Anwendungssicherheit spezialisiert hat.
Die Plattform bietet Tools zur Verwaltung von Open-Source-Komponenten,
einschlieBlich automatisierter Sicherheits- und Compliance-Uberprifungen,
um Risiken in der Software-Lieferkette zu minimieren.

Mend.io

33 Arch Street, Suite 1700
Boston, MA 02110, USA
www.mend.io
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MENLO

SECURITY

Ihr Schutzschild gegen webbasierte Bedrohungen. lhre innovative Isolati-
onstechnologie bietet Menlo Security einen einzigartigen Ansatz, um Un-
ternehmen vor Malware, Phishing und anderen webbasierten Angriffen zu
schitzen. Durch die vollsténdige Isolation des Web-Browsing Prozesses auf
externen Servern werden potenzielle Bedrohungen effektiv neutralisiert.

Menlo Security

Inspired, Easthampstead Rd
RGI12 1YQ, Bracknell, UK
www.menlosecurity.com

Die treibende Kraft hinter einer effizienten IT-Uberwachung. Ihre robuste
Uberwachungssoftware hilft Nagios Enterprises Unternehmen dabei, po-
tenzielle Probleme fruhzeitig zu erkennen. Durch umfassende Alarmierung,
automatisierte Berichterstattung und detaillierte Analyse ermdéglicht Nagios
Enterprises IT-Teams, Engpasse zu identifizieren.

Nagios Enterprises, LLC

1295 Bandana Blivd N, Suite 165
Saint Paul, MN 55108, USA
www.nagios.com

D software

Die Schaltzentrale fur leistungsstarke Softwarekomponenten. Mit ihrer
hochmodernen Technologie und ihremEngagement fur erstklassige Quali-
tat bietet nsoftware Unternehmen die Werkzeuge, um leistungsstarke An-
wendungen zu entwickeln. Nsoftware bietet eine umfassende Palette von
Komponenten, die Entwicklern dabei helfen, innovative Lodsungen zu liefern.

N Software Inc. .
101 Europa Dr, Suite 120 !EI =]
Chapel Hill, NC 27517, USA b
www.nsoftware.com El

Fl NetApp

Der Schlussel zur Datenoptimierung und -agilitat. Von der intelligenten Da-
tenspeicherung und -verwaltung bis hin zur automatisierten Datenmigrati-
on und -sicherung bietet NetApp Lésungen, die Unternehmen dabei helfen,
ihre Daten effizient zu nutzen und schneller auf geschaftliche Anforderun-
gen zu reagieren.

1 oLPp [=] 34 [=]
Kurfuerstendamm 21, Floor 7,0ffice 704-707 e
10719 Berlin '
www.netapp.com [=]
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noSpam,,.

BSI-zertifizierte E-Mail-Sicherheit ,Made in Germany*

NoSpamProxy schitzt zuverlassig vor Malware, Ransomware und Spam, ver-
schllsselt E-Mails, erméglicht groBen Dateiversand und eine einfache Dis-
claimer-Verwaltung. NoSpamProxy ist weltweit das erste Produkt mit BSI-
Zertifikat — wahlweise in der Cloud oder auf dem eigenen Server.

Net atWork GmbH E E E
Am Hoppenhof 32 A ;
33104 Paderborn

www.nospamproxy.de EI -

Ihr Kompass fur eine sichere industrielle Steuerungstechnik. Ihr tiefgreifen-
des Fachwissen bietet Nozomi Networks Unternehmen die Werkzeuge, um
ihre OT-Netzwerke zu schitzen und betriebliche Risiken zu minimieren. No-
zomi Networks ermadglicht eine sichere und zuverlassige Betriebskontinuitat
in der industriellen Steuerungstechnik.

Nozomi Networks Inc.
Terminalstrasse Mitte 18
85356 Mliinchen
www.nozominetworks.com

d'NOVAPLEX

Novaplex bietet spezialisierte Softwarelésungen und Dienstleistungen fur
Dokumentenmanagement, Drucklésungen und Prozessautomatisierung.
Sie unterstitzen Unternehmen dabei, Dokumentenerstellung, -verarbei-
tung und -verwaltung zu optimieren, um Effizienz und Produktivitat zu stei-
gern.

Novaplex Business Solution Limited
Thornwood House, 102 London Road
Chelmsford, CM2 ORG
https://www.novaplex.co.uk/

@ OO software

Die O&O Software GmbH entwickelt seit 1997 innovative Softwarelésungen
in Berlin, spezialisiert auf Datensicherung, Datenwiederherstellung, Disaster
Recovery und RMM. Als Microsoft-Partner bietet sie Unternehmen und Be-
hérden weltweit maBgeschneiderte Lésungen, inklusive Sonderkonditionen
fur offentliche Einrichtungen, mit Fokus auf Qualitat und Expertise.

0&O Software GmbH
BllowstraBe 66

10783 Berlin
www.oo-software.com/de
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£) OBSIDIAN

Obsidian Security bietet umfassende SaaS-Sicherheitslésungen mit Fokus
auf Posture Management, Bedrohungserkennung und Identitatsschutz. Die
Plattform minimiert Risiken durch unsichere Integrationen, Datenlecks und
Identitatsbedrohungen.

Obsidian Security

400 Spectrum Center Drive, Suite 1900
Irvine, CA 92618, USA
www.obsidiansecurity.com

\1/
3, & okta

“n

Ihre Lésung fur sicheres Identitats- und Zugriffsmmanagement in der Cloud.
Mit ihrer hochmodernen Plattform ermaglicht Okta Unternehmen, Identita-
ten und Zugriffsrechte einfach zu verwalten und die Sicherheit ihrer Anwen-
dungen und Daten zu gewahrleisten. Okta bietet eine robuste und skalier-
bare Losung fur Unternehmen jeder Gréf3e.

Okta Inc.

Salvatorplatz 3 E ﬁﬁ E
80333 Minchen I
www.okta.com [m] ¢

OctoGate

Der Torwachter fur lhre E-Mail-Kommunikation. Die Softwarelésungen er-
maoglicht Octogate Unternehmen, ihre E-Mails sicher zu verwalten und vor
unerwunschten Inhalten und Bedrohungen zu schitzen. Octogate bietet
umfassende Funktionen, um die Sicherheit und Vertraulichkeit Ihrer E-Mail-
Kommunikation zu gewahrleisten.

OctoGate IT Security Systems GmbH =] 51[=]
Friedrich-List-Str. 42

33100 Paderborn

www.octogate.de El

{] ONAPSIS

Onapsis ist ein US-amerikanisches Cybersicherheitsunternehmen, das sich
auf den Schutz geschaftskritischer Anwendungen wie SAP und Oracle spe-
zialisiert hat. Die Onapsis-Plattform bietet Lésungen zur Erkennung und
Behebung von Schwachstellen, Bedrohungstuberwachung und Complian-
ce-Management.

Onapsis

Salomon-Calvi-StraBe 1-3 Er [=]
69124 Heidelberg -
www.onapsis.com [x]
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opentext"

Opentext versteht sich als Full-Service Anbieter fur viele Produkte rund um
Cybersecurity, insbesondere Server Backup, Cloud-2-Cloud Backup, COBD-
konforme Archivierung, Email Security, Client protection, MDR bzw. XDR L6-
sungen. Ebenso kénnen bei uns alle Cloud-basierten Microsoft-Produkte ge-
bucht und administriert werden (CSP).

OpenText Corporation
Werner-von-Siemens-Ring 20
85630 Grasbrunn
https://cybersecurity.opentext.com

OPSWAT.

OPSWAT ist ein Cybersicherheitsunternehmen, das sich auf die Bereitstel-
lung von Sicherheitslésungen fir kritische Infrastrukturen konzentriert. Mit
Produkten wie Meta Defender undMetaAccess bieten sie fortschrittliche Be-
drohungserkennung, Malware-Analyse und Zero-Trust-Netzwerksicherheit,
um die Angriffsflache von Organisationen zu reduzieren.

OPSWAT Inc.
Heidenkampsweg 58
20097 Hamburg

www.opswat.com

Ihr Ansprechpartner bei Infraforce:

Frau Aleksandra Glock
Telefon: 0641 948490 -49
E-Mail: aleksandra.dudek-glock@infraforce.de
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Jrca

security

Orca Secuirity ist ein US-amerikanisches Cybersicherheitsunternehmen, das
eine agentenlose, cloud-native Sicherheits- und Compliance-Plattform fur
AWS, Azure und Google Cloud anbietet. Die Plattform ermdglicht umfas-
sende Sicherheitsanalysen und Risikomanagement in Cloud-Umgebungen.

Orca Security [w]* &2 [=]
1455 NW Irving St., Suite 390 ;
Portland, OR 97209, USA

https://orca.security [=]

@ Prodion

ProLion bietet ein vielzahl an Softwarelésungen, das auf die unterschied-
lichsten Anforderungen imDatenmanagement eingeht. Sei es die Be-
schleunigung von Wiederherstellungsprozessen, die Gewahrleistung der
Hochverflugbarkeit von Daten oder die Verbesserung der Transparenz in
Speichersystemen ProLionhatdiepassende Lésung fur jedes Unternehmen.

ProLion GmbH

Maierhéfen 8/3 o]0
2813 Lichtenegg, Osterreich

www.prolion.com EI

B Pingldentity.

Der Huter Ihrer digitalen Identitat. Die Plattform flr Identitats- und Zugriffs-
verwaltung ermoéglicht Ping Identity Unternehmen die sichere und naht-
lose Verwaltung digitaler Identitdaten. Ping Identity bietet umfangreicher
Benutzerverwaltung erstklassige L6sungen, um Identitatsdiebstahl unbe-
fugten zu verhindern.

Ping Identity Holding Corporation =] =]
1001 17th Street Suite 100

Denver, CO, 80202, USA 3
www.pingidentity.com [=]

S pic

Als Experte fur Augmented Reality entwickelt PTC AR-Lésungen, die Unter-
nehmen dabei unterstutzen, ihre Produktivitat zu steigern, die Zusammen-
arbeit zu fordern und das Kundenerlebnis zu verbessern. PTC bietet bran-
chenfihrende AR-Tools, die neue Mdéglichkeiten in den Bereichen Design,
Fertigung, Service und Training eréffnen.

PTC Inc. E E

FriedenstraBBe 22b i..-
81671 Miinchen
www.ptc.com E|
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proofpoint.

Proofpoint, Inc. ist eines der fihrenden Cybersicherheitsunternehmen.

Im Fokus steht fur Proofpoint dabei der Schutz der Mitarbeiter. Denn diese
bedeuten flr ein Unternehmen zugleich das gréBte Kapital aber auch das
gréf3te Risiko. Mit einer integrierten Suite von Cloud-basierten Cybersecu-
rity-L6sungen unterstUtzt Proofpoint Unternehmen auf der ganzen Welt
dabei, gezielte Bedrohungen zu stoppen, ihre Daten zu schitzen und IT-An-
wender in Unternehmen fur Risiken von Cyberangriffen zu sensibilisieren.
Fihrende Unternehmen aller GroBen, darunter mehr als 75 Prozent der
Fortune-100-Unternehmen, verlassen sich auf Proofpoints Sicherheits- und
Compliance-Lésungen, bei denen der Mensch im Mittelpunkt steht, um ihre
wichtigsten Risiken bei der Nutzung von E-Mails, der Cloud, Social Media
und dem Internet zu minimieren.

Weitere Informationen finden Sie unter www.proofpoint.com/de.

Die digitale Landschaft entwickelt sich stetig weiter, und eine Konstante
in der Cybersicherheit bleibt unverandert: der Mensch als Risikofaktor. Mit
der Zunahme hybrider Arbeitsmodelle und dem verstérkten Einsatz von
Cloud-Anwendungen ist die Angriffsflache gréBer denn je. Mitarbeiter sind
zunehmend mobil, nutzen verschiedene Endgerate und bilden somit den
neuen Unternehmensperimeter. Die wachsende Komplexitat von IT- und Si-
cherheitssystemen durch den Einsatz unterschiedlicher L6sungen fir ver-
schiedene Herausforderungen erschwert die Situation zusatzlich. Verscharft
wird der Druck auf Unternehmen durch gesetzliche Vorschriften wie DSGVO,
NIS2 und DORA.

proofpoint.

STOP THREATS TARGETING * SAFEGUARD INFORMATION &
YOUR PEOPLE DIGITAL COMMUNICATIONS

* PROVIDE EMPLOYEES WITH ' CONTAIM SAAS & IDENTITY
CONTINUOUS GUIDANCE SPRAWL

Unser umfassendes, Kl-gestUltztes Losungsportfolio schitzt Sie vor Bedro-
hungen per E-Mail, in der Cloud und an Endpunkten. In Kombination mit
unserem integrierten Plattformansatz ermaoglicht es Ihnen, den aktuellen
und zuklnftigen Herausforderungen schnell und effektiv zu begegnen.

Proofpoint GmbH
Oskar-von-Miller-Ring 20
80333 Miinchen
www.proofpoint.com/de
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@ Protectly

Verwandeln Sie Ihr Team
in Cybersecurity Profis!

Protectly ist eine Security-Awareness-Plattform flir Unternehmen und den
offentlichen Dienst, die Organisationen dabei unterstiitzt, menschliche Si-
cherheitsrisiken gezielt zu reduzieren.

Mit realistischen Social-Engineering-Simulationen macht Protectly moder-
ne Angriffe wie Phishing, QR-Code-Scams, Kl-gestlitzte Voice-Agent-Simu-
lationen und Live-Deepfakes praxisnah erlebbar. Integrierte Analysen liefern
transparente Einblicke in Offnungs-, Klick-, Eingabe- und Downloadraten
und machen Schwachstellen sichtbar.

Protectly verbindet moderne Simulationen mit wirksamen Awareness-
Trainings und untersttzt Organisationen dabei, Sicherheitsbewusstsein zu
starken, Risiken zu senken und Compliance-Anforderungen zuverlassig zu
erfullen.

Protectly vereint realistische Simulationen mit integrierten Awareness-Trai-
nings auf einer zentralen Plattform. Trainings kénnen automatisiert und ver-
haltensbasiert zugewiesen werden, beispielsweise wenn Teilnehmende in
Phishing- oder Social-Engineering-Kampagnen auf schadliche Links klicken
oder sensible Daten eingeben. So erfolgt die Wissensvermittlung gezielt und
bedarfsgerecht.

Unsere Awareness-Trainings
erfullen die héchsten Standards.

Unsere Anforderungen:

Neben Security-Awareness deckt Protectly zahlreiche in Osterreich und
Deutschland erforderliche Pflichtschulungen ab, darunter Arbeitssicherheit,
Compliance, Datenschutz, Informationssicherheit, Kinstliche Intelligenz,
Nachhaltigkeit, Produktivitat und Microsoft Office sowie Uber 500 weitere
relevante Kurse fur Unternehmen und Behérden.

Das Trainingsportfolio umfasst Micro- und Macrolearnings in 2D- und 3D-
Formaten. Protectly ist DSGVO-konform ausgelegt und unterstutzt Anfor-
derungen aus den Richtlinien NIS2, EU Al Act, BSI-IT-Grundschutz und ISO
27001 durch transparente, revisionssichere Nachweise fur Audits und Pri-
fungen.

Smart-Study GmbH E y E
Wiesengasse 27/4, Stock/Top 18

1090 Wien, Osterreich I
https:/fprotectly.eu [=]
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O PURESTORAGE

Pure Storage entwickelt skalierbare Speicherlésungen, die auf die individu-
ellen Anforderungen jedes Unternehmens zugeschnitten sind. Die modula-
ren und erweiterbaren Speicherplattformen ermdglichen es Unternehmen,
ihre Speicherkapazitdt und Leistung dynamisch anzupassen, um den wach-
senden Datenbedarf zu bewaltigen.

Pure Storage Inc.

650 Castro St 400 EI EI
Mountain View, CA 94041, USA 2
www.purestorage.com EI

"'QluoLab

Quolab setzt auf gemeinsame Bedrohungsabwehr, indem es Unternehmen
ermaoglicht, ihre Sicherheitsressourcen effizient zu bundeln und zusammen-
zuarbeiten. Durch die Integration von Datenquellen, Analysetools und Ex-
pertenwissen in einer zentralen Plattform kénnen Sicherheitsteams effekti-
ver zusammenarbeiten, um Cyberbedrohungen zu bekampfen.

QuoLab Technologies, Inc

6751 Columbia Gateway Drive Suite 300
Columbia, MD, 21046, USA
www.quolab.com

@ Qualys.

Qualys bietet eine umfassende, cloudbasierte Sicherheitsplattform, die Un-
ternehmen hilft, ihre IT-Infrastruktur und Anwendungen vor Cyberbedro-
hungen zu schitzen. Durch die Integration mehrerer Sicherheits und Com-
pliance-Tools ermdglicht Qualys Kunden, ihre Netzwerke, Endpunkte und
Webanwendungen effizient zu Uberwachen und zu schitzen.

Qualys Inc. E ;E!

Terminalstr., Mitte 18
85356 Minchen
www.qualys.com

= [m]

Radiflow

Radiflow entwickelt leistungsstarke Sicherheitslosungen zur Anomalieer-
kennung und Bedrohungsabwehr, die Unternehmen ermaéglichen, unge-
wohnliche Aktivitaten und potenzielle Cyberangriffe in Echtzeit zu erkennen.
Mit maschinellem Lernen und kinstlicher Intelligenz unterstitzt Radiflow
Unternehmen bei der schnellen Reaktion auf Sicherheitsvorfalle.

Radiflow LTD. E C E
900 Corporate Dr .
Mahwah, NJ 07430, USA

www.radiflow.com EI-
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.. radware

Radware ist ein Experte fUir Anwendungssicherheit und -delivery und bietet
Unternehmen leistungsstarke Léosungen, um ihre Netzwerke, Server und An-
wendungen vor Cyberangriffen zu schitzen. Mit innovativen Produkten wie
Alteon und AppWall unterstitzt Radware Kunden bei der Gewahrleistung
der Sicherheit und Zuverlassigkeit ihrer digitalen Assets.

Radware Inc. E E
Robert-Bosch-Str. 11 A, 2nd floor i
63225 Langen -
www.radware.com E

RAPIDY)

Rapid7 ist ein anerkannter Anbieter von Cybersicherheitslésungen und Ana-
lysen, der Unternehmen bei der Identifizierung, Priorisierung und Behebung
von SicherheitslUcken unterstutzt. Ihre Plattformen, wie InsightIDR und Nex-
pose, ermdglichen eine umfassende Uberwachung von Sicherheitsrisiken
und helfen, Angriffsflachen zu reduzieren.

Rapid7 Inc.

Am Séldnermoos 17
85399 Hallbergmoos
www.rapid7.com

@ RANGEFORCE

RangeForce bietet praxisorientierte Cybersicherheitsschulungen, die IT- und
Sicherheitsfachleuten helfen, ihre Fahigkeiten und Kenntnisse durch realis-
tische Simulationen von Cyberangriffen und -szenarien zu verbessern. Mit
einer umfassenden Trainingsbibliothek und anpassbaren Ubungen ermég-
licht RangeForce Fachleuten, ihre Fahigkeiten weiterzuentwickeln.

Rangeforce Inc. El El
440 Monticello Ave, Suite 1802, PMB 44296

Norfolk, Virginia 23510-2670, USA
www.rangeforce.com E

GReAlvnc

RealVNC bietet sichere, zuverlassige Fernzugriffs- und Steuerungssoftware,
die es Benutzern ermadglicht, von Uberall aus eine Verbindung zu Geraten
herzustellen und diese zu steuern. Es steigert die Produktivitat, unterstutzt
Remote-Arbeit und vereinfacht den IT-Support mit benutzerfreundlichen
und effizienten Lésungen.

RealVNC Limited

50-60 Station Road EI EI
Cambridge, CB1 2JH, UK

www.realvnc.com El
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; red canary

Red Canary ist ein US-amerikanisches Cybersicherheitsunternehmen. Es
bietet Managed Detection and Response Dienste an, die Bedrohungen Uber
Endpunkte, Identitdten und Cloud-Umgebungen hinweg erkennen und
stoppen. Die Plattform kombiniert maschinelles Lernen mit menschlicher
Expertise, um Unternehmen vor Cyberangriffen zu schitzen.

Red Canary E Ty E
1515 Wynkoop St., Suite 390 i
Denever, CO 80202, USA i
www.redcanary.com E

redgate

Redgate bietet Losungen fur effizientes Datenbankmanagement Uber den
gesamten Softwareentwicklungsprozess hinweg - flir jede Datenbank, Uber-
all. Teams profitieren von héherer Effizienz, weniger Fehlern und besserem
Datenschutz. Uber 200.000 Nutzer weltweit, darunter 92 % der Fortune 100,
vertrauen darauf.

Red Gate Software Ltd
Cavendish House
Cambridge, CB4 OXB, UK
www.red-gate.com

(REDDOXX )

Die E-Mail-Verschlisselungslésungen von Reddoxx gewahrleisten die siche-
re Ubertragung vertraulicher Informationen. DarUber hinaus bietet Reddoxx
auch Archivierungslésungen, die es Unternehmen ermaéglichen, E-Mails und
Anhange langfristig zu speichern, zu verwalten und leicht darauf zuzugrei-
fen.

REDDOXX GmbH
NeueWeilheimer Str. 14
73230 Kirchheim
www.reddoxx.com

‘Retrospect’

Retrospect ist der Meister der Datensicherung, der Unternehmen und Pri-
vatanwendern zuverlassige L6sungen bietet, um ihre wertvollen Daten zu
schitzen und im Bedarfsfall wiederherzustellen. Mit umfassenden Siche-
rungs-, Archivierungs- und Wiederherstellungsfunktionen sorgt Retrospect
fur den Schutz |hrer wertvollen Informationen.

Retrospect Inc.

1287 Anvilwood Ave
Sunnyvale, CA 94089, USA
www.retrospect.com
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AEVERSING'
LABS

ReversinglLabs schutzt die Software-Lieferkette durch Bedrohungsanalysen.
Die Titanium-Plattform erkennt Malware, Ransomware und Sicherheitsrisi-
ken durch Datei- und Binary-Scans, um Unternehmen vor Cyberangriffen zu
schitzen und Software-Sicherheit zu gewahrleisten.

Reversing Labs

222 Third Street, Unit 1101
Cambridge, MA 02142, USA
www.reversinglabs.com

ROHDE&SCHWARZ
Make ideas real

Rohde & Schwarz ist ein weltweit fihrender Anbieter von Losungen in den
Bereichen Messtechnik, Rundfunk, Verteidigung, Cybersecurity und siche-
re Koommunikation. Mit innovativen Technologien unterstiitzen sie Unter-
nehmen und Behoérden dabei, komplexe technische Herausforderungen zu
meistern und sichere, verlassliche Kommunikationsnetzwerke aufzubauen.

Rohde & Schwarz GmbH & Co. KG
MihidorfstraBe 15

81671 Miinchen
www.rohde-schwarz.com

Ihr Ansprechpartner bei Infraforce:

Frau Aleksandra Glock
Telefon: 0641 948490 -49
E-Mail: aleksandra.dudek-glock@infraforce.de
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Im dynamischen Bereich der IT-Security ist es unerlasslich, hochqualifizierte
Fach- und Flihrungskrafte zu gewinnen, die den immer komplexer werden-
den Bedrohungen effektiv begegnen kénnen.

ROG - Recruiting ohne Grenzen bietet hierfir ununterbrochene Expertise
seit 2017 und greift auf einen exklusiven, aktiv gepflegten Kandidatenstamm
von Uber 13.000 Spezialisten zuruick. Unser Kernsegment ist die IT- und Infor-
mationssicherheit, erganzt durch unsere Kompetenz in den Kernbereichen
IT, Industrie und Finance.

Wir unterstitzen Unternehmen dieser Branchen, indem wir kritische Schlis-
selpositionen besetzen, die fur die Cyber-Resilienz und die Einhaltung lhrer
Compliance-Vorgaben entscheidend sind. Unser Fokus liegt darauf, maf3ge-
schneiderte Recruiting-Loésungen zu liefern, die es Ihnen ermaoglichen, sich
voll auf |hr Kerngeschaft zu konzentrieren.

Wir sind davon Uberzeugt, dass der wahre Schutz |hrer Systeme in den Talen-
ten liegt, die fortschrittliche Sicherheitslésungen entwickeln und umsetzen.
Mit unserem Konzept Recruiting-as-a-Service (RaaS) gestalten wir Ihre Rek-
rutierungsprozesse transparent, planbar und kosteneffizient. RaaS ermog-
licht Ihnen umfassende, skalierbare UnterstlUtzung: Wir garantieren Planbar-
keit, von der Festpreis-Garantie bis zur erfolgsbasierten Einzelvermittlung fur
Ilhre spezifischste Vakanz.”

Ihr Turbo fir IT & Cyber Security Personal

Fokus aufs Kerngeschaft. Wir kimmern uns um das Recruiting, Sie sich um die Sicherheit.

WIR LOSEN IHR PROBLEM: IHR VORTEIL MIT ROG:
. Der Fachkraftemangel: Schwierigkeiten, . Maximales Sourcing: Zugriff auf unseren exklusiven
spezialisiertes IT Security Personal zu finden. Talentpool von 13.000+ Spezialisten

+ Aktives Direct Sourcing + Breites Multiposting.

. Hohe Fluktuation: Gefahr von Fehlbesetzungen . Prazision & Transparenz: Exakte Rollendefinition und
und Kosten. volle Transparenz in jedem Schritt.

. Unplanbare Kosten: Hohe Gebiihren oder . Planbare Kosten & Zeit: Wahl zwischen
Zeitverlust durch lange Prozesse. Festpreis, erfolgsbasiert oder Hybrid.

Sourcing: Exakte Bedarfsanalyse und Ausschopfung aller
nale (Talentpool, Active Sourcing, Multiposting).

uswahl: Passende Modell-Wahl und durchgehende

ung bis zur Vertragsunterschrift.

lg: Lieferung der passenden Talente zur Starkung und
-Security-Teams.

Die Besetzung von IT-Security-SchlUsselpositionen entscheidet mafRgeblich
Uber die Cyber-Resilienz und den Compliance-Erfolg Ihres Unternehmens.
Angesichts der Komplexitat dieses Marktes ist es essenziell, einen Partner
an der Seite zu haben, der planbare, effiziente und garantierte Ergebnisse
liefert.

Wenn Sie vor der Herausforderung stehen, lhre anspruchsvollsten Vakanzen
schnell und ohne Kompromisse zu besetzen und die Expertise von ROG flur
Ihre strategische Personalplanung nutzen méchten, laden wir Sie herzlich
zum direkten Austausch ein.

Nehmen Sie Kontakt mit unserem GeschaftsfUhrer auf und starten Sie den
Prozess zur Sicherung lhrer Fach- und FUhrungskrafte:

E-Mail an: dave.howaldt@rog-recruiting.de

ROG - Recruiting ohne Grenzen
Havelufer 14

16515 Oranienburg | Deutschland
https://www.rog-recruiting.de/
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Rubrik bietet integrierte Datenmanagementlésungen, die Unternehmen
dabei unterstutzen, ihre Daten effizient zu schitzen, verwalten und wieder-
herstellen. Mit leistungsstarken Technologien, Cloudfdhigen Sicherungs-
optionen und umfassender Datenanalyse ermodglicht Rubrik eine nahtlose
Kontrolle Uber die gesamte Dateninfrastruktur.

Rubrik Inc.

Mainzer Landstr. 41
60329 Frankfurt am Main
www.rubrik.com

Saviynt

Saviynt bietet cloud-native Lésungen fur Identitats- und Zugriffsmanage-
ment. Die Plattform kombiniert Identity Governance and Administration,
Privileged Access Management und Application Access Governance, um Be-
nutzerzugriffe zu kontrollieren, Risiken zu minimieren und Compliance-An-
forderungen zu erfullen.

Saviynt Inc.

1301 E El Segundo Blvd., Suite D
El Segundo, CA 90245, USA
www.saviynt.com

A\ SqilPoint

SailPoint ist ein fiUhrendes Unternehmen im Bereich Identitatsmanagement
und Zugriffssteuerung. |lhre Plattform unterstitzt Unterneh-men in ver-
schiedenen Branchen bei der Verwaltung von Identitaten, Zugriffsberech-
tigungen, Governance und Compliance. SailPoint zielt darauf ab, die Sicher-
heit und Effizienz von IT-Infrastrukturen zu verbessern.

Sail Point Technologies Inc.
11120 Four Points Drive, Suite 100
Austin, Texas 78726, USA
www.sailpoint.com

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen

N SECUDOS

\- APPLIAMCE TECHMOLOGIES

Qiata ist eine Losung fur den sicheren Dateiaustausch, die Unternehmen
DSGVO-konforme, verschllsselte und benutzerfreundliche DatenUbertra-
gung ermaglicht. Sie bietet volle Kontrolle Uber Dateien, inklusive Zugriffs-
beschrankungen, Nachvollziehbarkeit und Einbindung externer Dienste.

SECUDOS GmbH

Sudfeld 9C !EI EI
59174 Kamen |
www.secudos.de El!r
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<> SECIUR

SECJURs Automatisierungsplattform - das Digital Compliance Office - ver-
eint alle Compliance-Bereiche unter einem Dach. Damit wird die Umset-
zung gesetzlicher Vorgaben zum Kinderspiel und Standards wie NIS2, ISO
27001, DSGVO oder TISAX® lassen sich schnell und ohne groBe Vorerfahrung
umsetzen.

secjur GmbH
Steinhoft 9
20459 Hamburg
www.secjur.com

Securelink.

an Imprivata company

Securelink, Ubernommen von Imprivata, bietet Cybersicherheitslésungen
fur sicheren Remote-Zugriff, Privileged Access Management und Managed
Security Services. Sie helfen Unternehmen, sensible Daten zu schitzen und
Compliance-Anforderungen durch proaktive Bedrohungsabwehr und Si-
cherheitstiberwachung zu erfullen.

Imprivata

20 Citypoint, 6. Stock, 480 Totten Pond Rd
Waltham, MA 02451, USA
www.imprivata.com/de

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen

‘@O SECUREPOINT

Secure Point bietet eine erstklassige Firewall-Lésung, die fortschrittliche
Sicherheitsfunktionen wie Intrusion Detection/Prevention, VPN-Unterstit-
zung und Content Filtering umfasst. Diese Firewall-Lésung schuitzt Unter-
nehmen vor Angriffen aus dem Internet und gewahrleistet eine sichere in-
terne und externe Kommmunikation.

Securepoint GmbH E E
Bleckeder LandstraBe 28 1

21337 Lineburg I
www.securepoint.de af
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Secureworks

Secureworks bietet Cybersicherheitslosungen mit Fokus auf Extended De-
tection and Response (XDR) Uber seine Plattform Taegis™. Das Unterneh-
men erkennt und bekampft Bedrohungen durch Kl-gestitzte Analysen und
menschliche Expertise. Es unterstitzt Unternehmen bei der Abwehr von An-
griffen und der Einhaltung von Sicherheitsstandards.

Secureworks

One Concourse Parkway NE, Suite 500
Atlanta, GA 30328, USA
www.secureworks.com

securoni«

Mit intelligenten Sicherheitsanalysen, fortschrittlicher Threat Intelligence
und end-to-end-Sicherheitslésungen bietet Securonix eine umfassende Lo-
sung zum Schutz der IT-Infrastruktur und geschaftskritischer Daten. Durch
Verhaltensanalyse und BenutzerUberwachung werden potenziell schadli-
ches Verhalten und Insider-Angriffe frihzeitig erkannt.

Securonix Inc.
Europadamm 4
41460 Neuss
www.securonix.com

(%a Security
v Scorecard

SecurityScorecard bietet eine Plattform zur Bewertung der Cybersicher-
heitslage von Unternehmen und deren Partnern. Sie analysiert Netzwerksi-
cherheit, Malware-Infektionen und Anwendungsrisiken, um Schwachstellen
zu identifizieren. Unternehmen erhalten detaillierte Sicherheitsbewertun-
gen zur Verbesserung ihrer IT-Sicherheit und Compliance.

Security Scorecard

TI40 Avenue of the Americas

New York, NY 10036, USA
https://www.securityscorecard.com

2 SEecVvIsIo

Ihr Angebot umfasst ein breites Spektrum an Produkten, die darauf abzie-
len, das Sicherheitsbewusstsein und das Sicherheitsverhalten in Unterneh-
men zu verbessern. Dazu gehoéren Tools wie ein Simulations-Phishing- Tool,
ein Darkwebscan, E-Learnings, und ein umfassender Schwachstellenscan.

SECVISIO GmbH

Heiligenstock 34c O] z:0)
42697 Solingen -
www.secvisio.io af

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen

125



(i) Sentinelone:

SentinelOne ist ein innovatives Cybersicherheitsunternehmen und bietet
eine breite Palette von Produkten, das sich auf Endpoint- Schutz und Ki-ge-
stltzte Bedrohungserkennung spezialisiert hat. Mit der SentinelOne Singu-
larity-Plattform bietet das Unternehmen eine einheitliche Lésung zur Ab-
wehr von Cyberangriffen.

SentinelOne Inc.

Prielmayerstr. 3 O340
80335 Miinchen

www.sentinelone.com El

@ Skyhigh

Security

Skyhigh Security bietet eine umfassende Losung zumSchutz sensibler Daten
und Anwendungen in der Cloud. Durch fortschrittliche Verschlisselungs-
technologien, Zugriffskontrollen und Data Loss Prevention (DLP) ermdéglicht
die Plattform Unternehmen, ihre Daten sicher in der Cloud zu speichern und
vor unbefugtemZugriff zu schitzen.

Musarubra US LLC
Ahornallee 9

33106 Paderborn
www.skyhighsecurity.com

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen

Em SEPPMALL

SEPPmail ist spezialisiert auf E-Mail-Sicherheit und reduziert Komplexitat auf
ein benutzerfreundliches Minimum. Die umfangreiche Lésung erganzt alle
gangigen Mailserver und erméglicht so eine vertrauensvolle und sichere E-
Mail-Kommunikation - so werden sensible Informationen vor unbefugtem
Zugriff geschutzt.

SEPPmail Deutschland GmbH
Ringstrasse 1c

85649 Brunnthal b. Miinchen
https://Wwww.seppmail.com/de/

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen
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SErP

The Data Protection Company

SEP HQ - Deutschland /

Die SEP entwickelt und vertreibt seit 1992 unternehmensweite Datensiche-
rungslésungen und hat ihren Hauptsitz in Holzkirchen bei Munchen. Die
SEP AG ist Hersteller von Backup- und Disaster Recovery-Software-Losun-
gen zum Schutz aller Daten.

Die Backup-L6sung SEP sesam wird ,Made in Germany"“ entwickelt und un-
terstltzt eine Vielzahl von virtuellen Umgebungen (Support von 10 Hyper-
visoren), Betriebssystemen, Anwendungen und Datenbanken bis hin zum
gesamten SAP Solution Stack.

Die universelle Unterstutzung komplexer Systemumgebungen hebt SEP se-
sam deutlich von Mitbewerbern ab. Mit dem SEP Cloud Application Protec-
tion Service (CAPS) bietet die SEP AG zudem eine DSGVO-konforme Cloud-
to-Cloud-Backup- und Data Loss Prevention-Lésung fur Microsoft Systeme.

SEP stellt die Sicherheit Ihrer Daten in den Vordergrund und hebt sich ge-
rade auch durch die Entwicklung in Deutschland und dem dazugehérigen
deutschsprachigen Support von den meisten anderen Anbieter ab.

Als Hersteller ,Made in Germany* garantiert SEP die Einhaltung des Daten-
schutzes und erfullt die NO-Spy Klausel des BMI / ohne Backdoors. SEP
gewahrt BSI-Konformitat und liefert die technische Sicherheit fUr NIS-2-,
DSGVO- und weitere Compliance-Anforderungen. Mit den SEP Immutabi-
lity Solutions sind die Sicherungsdaten unveranderbar und resistent gegen
Ransomware.

Backup Made

Standortiibergreifende X
in Germany

Datensicherung Frei von
Spyware/Backdoors

Ransomware
Schutz

Leader PUR-S 2024
Award bei Techconsult

Deutschsprachiger

Support Erfiillung der

NIS-2 Richtline

Gesetzeskonforme Herstellerkonforme

Datensicherung Yersshlusselling Datensicherung und -wiederherstellung

Umfassender Service und Support werden von Deutschland aus geleistet
und somit bleiben im Supportfall Inre Daten und Logfiles innerhalb Deutsch-
lands. Auch hier erfullt die SEP AG die Compliance- und DSGVO-Anforderun-
gen luckenlos.

SEP AG E E

Konrad-Zuse-Strasse 5
83607 Holzkirchen
www.sep.de El
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e
solarwinds ¥

Die umfassenden Losungen von SolarWinds, die NetzwerkUberwachung,
SystemUberwachung, Anwendungsleistungsmanagement und mehr abde-
cken, spielen eine entscheidende Rolle dabei, Unternehmen dabei zu unter-
stutzen, ihre IT-Infrastrukturen effektiv zu Gberwachen und Performance-
Probleme proaktiv zuerkennen.

SolarWinds Inc. .-
Alt-Moabit 73 ..E— ﬂ E
10555 Berlin )
www.solarwinds.com E-

e
Ihr Ansprechpartner bei Infraforce:
Frau Aleksandra Glock
Telefon: 0641 948490 -49 b
E-Mail: aleksandra.dudek-glock@infraforce.de
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SOPHOS

Sophos - Al Experts

Cybersecurity ist so komplex und andert sich so schnell, dass die meisten
Unternehmen nicht in der Lage sind, sich effektiv selbst darum zu kimmern.
Mit Sophos MDR stoppen unsere Experten komplexe, manuell gesteuerte
Angriffe und ergreifen SofortmaBnahmen, um Bedrohungen fir Sie zu be-
seitigen. So konnen Sie sich auf das Wesentliche konzentrieren: |hr eigent-
liches Geschaft.

Bedrohungen untersuchen
wnd aufl
e reageeren
8, RO, ST, 8 Nach newen Bedrohungen
suchen

Bedrehungen
automatisch stoppen

MDA, HDR |

L

Iﬂ'"““ Tex
Risiko von Bedrohungen Mm Aktive Angriffe
verringern Bttty stoppen
SOPHOS CENTRAL PLATTFORM
Hastel imepieste Soghot Preduble ader Sichetheiadaten s Ditterkseter Prodoilen

w L ] L ] L ] L ] L] L ]
I I I T I I

Sophos ist ein weltweit fUhrender Anbieter innovativer Cybersicherheitsl6-
sungen. Durch die Ubernahme von Secureworks im Februar 2025 vereinte
das Unternehmen zwei Pioniere der Branche. Sophos ist der gréBte reine
Anbieter von Managed Detection and Response (MDR) und schuitzt Uber
28.000 Organisationen. Sein Portfolio umfasst MDR, Endpunkt-, Netzwerk-,
E-Mail- und Cloud-Sicherheit, die Uber die Sophos-Central-Plattform inte-
griert sind. Secureworks ergidnzt das Angebot mit Taegis XDR/MDR, ITDR,
SIEM der nachsten Generation, Managed Risk und Beratungsdiensten. So-
phos vertreibt seine Losungen Uber Reseller, MSPs und MSSPs und schitzt
Uber 600.000 Organisationen weltweit vor Cyberbedrohungen. Die Sicher-
heitslésungen basieren auf Echtzeit-Bedrohungsdaten von Sophos X-Ops
und der Counter Threat Unit (CTU). Der Hauptsitz ist in Oxford, U.K.

Bedrohungslandschaft im standigen Wandel
E Moderne Bedrohungen werden immer ausgefeilter und kénnen traditio-
nelle Security-Tools und -Technologien Uberlisten.

Begrenzte Cybersecurity-Ressourcen
E Unternehmen und Organisationen fehlen oft die Ressourcen und Experti-
se, um Angriffe 24/7 zu erkennen und darauf zu reagieren.

Zu viele verschiedene Security-Tools
E Zu viele verschiedene Tools fUhren zu einer ,Alarmmudigkeit” und einer
komplexen Verwaltung, wodurch der Sicherheitsstatus insgesamt leidet.

SophosTechnology GmbH
Gustav-Stresemann-Ring 1
65189 Wiesbaden
www.sophos.com
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() sosafe

Wir sind das weltweit am schnellsten wachsende Scale-up im Bereich Se-
curity Awareness. Wir stellen den Menschen in den Mittelpunkt — und defi-
nieren mit unserem lernpsychologischen Ansatz den Status quo im Bereich
digitale Sicherheit neu.

SoSafe GmbH

LichtstraBe 25a

50825 Koln
https://sosafe-awareness.com/de

splunk >

Mit Splunk kbnnen Unternehmen ihre IT-Infrastruktur proaktiv Gberwachen,
Sicherheitsbedrohungen identifizieren und bekdampfen, Kundenerlebnisse-
verbessern und geschaftliche Entscheidungen auf der Grundlage von Daten
treffen. Dank seiner leistungsstarken Such- und Berichtsfunktionen sowie
seiner Fahigkeit, komplexe Datenkorrelationen zu erstellen.

Splunk Inc.

Highlight Towers
Mies-van-der-Rohe-Stra3e 6
www.splunk.com

SONICWALL

Seit Uber 30 Jahren schutzt SonicWall kleine, mittlere und grof3e Unterneh-
men weltweit vor Cyberkriminalitat. Mit unseren Produkten und patentier-
ten Lésungen kdnnen wir eine Echtzeit-Cyberabwehr fur die individuellen
Anforderungen von Uber 500.000 Organisationen bieten.

SonicWall Inc
Maximilianstr. 13
80539 Miinchen
www.sonicwall.com

Sysdig

Sysdig bietet eine cloud-native Sicherheits- und Monitoring-Plattform fur
DevOps-Teams und Sicherheitsexperten, um containerisierte Anwendungen
zu sichern und zu Uberwachen. Die Plattform umfasst Open-Source- und
kommerzielle Tools, einschlieBlich einer Laufzeit-Bedrohungserkennungs-
Engine und Integrationen fur Prometheus-Monitoring.

Sysdig

135 Main Street, 21st Floor
San Francisco, CA 94105, USA
www.sysdig.com

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen

135



¢ TANIUM

Tanium bietet umfassende Endpunktmanagement- und Sicherheitssyste-
me, die Unternehmen eine Echtzeit-Transparenz und Kontrolle tGber ihre IT-
Umgebungen ermdéglichen. Mit seiner einzigartigen Architektur unterstitzt
Tanium Organisationen dabei, Bedrohungen schnell zu erkennen, zu unter-
suchen und darauf zu reagieren sowie IT-Operationen effizient zu verwalten.

Tanium Inc.

3550 Carillion Point
Kirkland, WA 98033, USA
www.tanium.com

THALES

Building a future we can all trust

Thales bietet Hochsicherheitslésungen, Cybersicherheitsdienstleistungen,
digitale Identitat und Zugriffsverwaltung, Verschlisselung und Datensicher-
heit sowie loT-Sicherheit. Ein bemerkenswertes Produkt ist die Hardware-Si-
cherheitsmodul-Serie, die eine skalierbare und leistungsfahige Plattform fur
die sichere Erzeugung kryptografischer SchllUssel bietet.

Thales Group
Werinherstr. 81

81541 Minchen
www.thalesgroup.com

Otenable

Tenable.io ist eine cloud-basierte Plattform, die ein umfassendes Bild der ge-
samten Angriffsflache eines Unternehmens liefert, einschlieBlich traditionel-
ler, Cloud-, Mobil- und loT-Umgebungen. Mit Tenable kénnen Unternehmen
Schwachstellen identifizieren und priorisieren, um gezielte AbhilfemaBnah-
men zur Verbesserung ihrer Sicherheitslage zu ergreifen.

Tenable Inc.

Birketweg 31 (Sl [E
80639 Miinchen

www.tenable.com El

TrelliX

Trellix bietet umfassende Cybersicherheitslésungen, die Unternehmen vor
komplexen Bedrohungen schitzen. Mit fortschrittlicher Bedrohungserken-
nung, intelligenter Automatisierung und integrierter Sicherheitstechnologie
ermadglicht Trellix eine proaktive Abwehr und schnelle Reaktion auf Cyber-
angriffe.

Trellix

6220 America Center Drive
San Jose, CA 95002, USA
www.trellix.com
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syngenity-

Syngenity® GmbH - Ihr Lésungsanbieter fur Cybersecurity-Beratung

Seit der Grindung im Jahr 2019 bietet die Syngenity® GmbH innovative Fest-
preispakete zur Beratung in den Bereichen Informationssicherheit, Com-
pliance und Qualitditsmanagement an. Die GeschaftsfUhrer Bastian Harzer
und Sven Bartelsen leiten das eigenkapitalfinanzierte Unternehmen, das na-
tional und international tatig ist, mit Niederlassungen in Deutschland, der
Schweiz, Marokko und den USA. Syngenity® hat sich einen Namen gemacht
durch ihre Nahe zu den Kunden und ihr unternehmerisches Engagement,
was sie zu einem zuverlassigen Partner bei der Umsetzung anspruchsvoller
Cyber-Security-Anforderungen macht.

Unsere Kunden stammen aus unterschiedlichen Branchen und Unterneh-
mensgroéfBen, was unsere Flexibilitat und Anpassungsfahigkeit unterstreicht.
Mit einem prozessorientierten Ansatz erzielen wir rasch die gewunschten Er-
gebnisse, wobei wir stets die wirtschaftlichen Rahmenbedingungen unserer
Kunden berucksichtigen.

Ein wesentlicher Erfolgsfaktor von Syngenity® ist die enge Zusammenarbeit
mit unseren Kunden und die 100%-ige Erfolgsquote bei Zertifizierungen.
Unser ganzheitlicher Beratungsansatz berucksichtigt die individuellen Be-
durfnisse unserer Kunden und unterstltzt sie dabei, den Prifungen durch
externe Zertifizierungsstellen wie dem TUV SUD zu entsprechen, was das
Vertrauen ihrer Geschaftspartner starkt.

Unser Leistungsportfolio wird kontinuierlich an die sich wandelnden Markt-
anforderungen angepasst und umfasst Dienstleistungen wie Beratung, Trai-
ning & Awareness sowie Audits fUr Standards wie TISAX® (*TISAX® ist eine
eingetragene Marke der ENX), TISAX® VCS, ISO 27001, EU-DSGVO, ISO 9001,
DORA, NIS2, SOC 2, C5 und ISO 14001. Zudem bieten wir IT-Architekturana-
lysen und Penetrationstests an.

=\ syngenity

BERATUNG UND TRAINING

e
Unzere Baratungsleistungen umfacssen & '
maligeschnelderte Strategien zur Dptimierung der ;
Infarmationssicherheit Ergnzend dazu bieten wir pr \) .
Trainingsprogramme an, die darauf abrielen, das “ ™
Bewusstsain und die Hompetenzen der Mitarbeiter -iB

IFFs LU &fug AT SenSiDhen LATen 2u STaArken.

_. INTERME UND EXTERMNE AUDITS

Unzare Beratungsleistungen filr interne und
AV externe Audits umfassen die umfassends
Vorbaseitung und Unterstitzung won Unternehmen P Fa
‘ . bei der Durchfilihrung dieser Audits, um . N *
sheherzustellen, dass alle relevanten Smmarq’nd' -~

regulatorischen Anforderungen erfillt werden

ISB UND DSB AS A SERVICE

Ein externer Informationssicherheits- und
Datenschutzbesufiragter (158 und DSE) als Service
bietet Unternehmen sperialisierte Unterstltzung bed
der iImplementierung und Aufrechterhaliung ihrer
Informationssicherhait sowie bel der Einhaltung der
Datenschutzgesetze und -vorgaben.

Durch unsere partnerschaftliche Zusammenarbeit mit dem TUV SUD und
unsere umfassende Erfahrung als Auditoren haben wir ein starkes internati-
onales Netzwerk im Bereich Cyber-Security aufgebaut, das unseren Kunden

zugutekommt.

Syngenity GmbH - 3
AhornstraBe 7 E E
85296 Rohrbach

www.syngenity.com EI
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@ TREND?

Trend Micro konzentriert sich auf mehrere Schwerpunkte in seinem Port-
folio an Cybersicherheitsldsungen. Dazu gehéren Endpoint-Sicherheit zum
Schutz von Endpunkten vor Malware, Ransomware und Bedrohungen,
Cloud-Sicherheit fur sicheres Cloud-Computing, Netzwerksicherheit zur Ab-
wehr von Angriffen, Bedrohungsinformationen.

Trend Micro Inc.
Parkring 29 [=] E
85748 Garching
www.trendmicro.com E %

unicon

Mit umfangreicher Erfahrung bietet UNICON eine breite Palette von Dienst-
leistungen, einschlieBlich Anwendungsentwicklung, Systemintegration, IT-
Beratung und Managed Services. UNICON ist bestrebt, seinen Kunden dabei
zu helfen, ihre Geschaftsziele zu erreichen, indem es innovative, zuverlassige
und kosteneffektive IT-Losungen bereitstellt.

Unicon GmbH
Ludwig-Erhard-Allee 26
76131 Karisruhe
www.unicon.com

tu Il The Security
Policy Company.

Die Tufin Orchestration Suite ist eine umfassende, integrierte Lésung, die
Organisationen dabei unterstutzt, inre Sicherheitsrichtlinien effektiv zu ver-
walten, ihre Angriffsflache zu reduzieren und Compliance-Anforderungen
einzuhalten. Tufin unterstUtzt Unternehmen dabei, ihre Netzwerksicherheit
ZU optimieren.

Tufin Software Technologies Ltd.
10 Summer Street

Boston, Massachusetts 02132, USA
www.tufin.com

utimaco’

Utimaco ist ein fUhrender Anbieter von IT-Sicherheitslésungen, spezialisiert
auf Hardwaresicherheitsmodule (HSMs) und Compliance-L6sungen. Sie
schutzen kritische Daten, unterstitzen Verschlisselung, digitale Signaturen
und gewabhrleisten die Einhaltung regulatorischer Standards in zahlreichen
Branchen weltweit.

Utimaco Managment Services GmbH
Germanusstraie 4

52080 Aachen
https://utimaco.com/de
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N\ VARONIS

Varonis schitzt Unternehmensdaten in hybriden Infrastrukturen. Die Data
Security Platform erkennt interne und externe Cyberbedrohungen, bietet
umfassende Visibilitat Gber sensible und unsensible Daten, bewertet Risiken
und nutzt Automatismen fur schnelle Reaktionen auf verdachtiges Verhal-
ten sowie zur Sicherstellung einer durchgehenden Cyber-Hygiene.

Varonis Systems Inc.
Kronstadter Str. 4
81677 Miinchen
www.varonis.com

\Y/ m

A

Veeam ist ein fUhrender Anbieter von Lésungen zur Datensicherung und
-wiederherstellung. Unternehmen kénnen damit ihre Daten in physischen,
virtuellen und Cloud-Umgebungen schitzen. Veeam sorgt mit modernen
Technologien fur hohe Verfugbarkeit, Effizienz und Flexibilitat im Datenma-
nagement.

Veeam

Terminal StraBe Mitte 18,
85356 Minchen-Flughafen
https://www.veeam.com/de

VECTRA

Vectra Al ist ein Cybersicherheitsunternehmen, das 2012 gegriindet wurde
und seinen Hauptsitz in San Jose, Kalifornien, hat. Es bietet eine Kl-gestltzte
Plattform zur Erkennung, Untersuchung und Reaktion auf hybride Angriffe.
Die Lé6sungen von Vectra Al helfen Unternehmen, Bedrohungen in Echtzeit
zu identifizieren und zu beheben.

Vectra Al E E

550 S. Winchester Blvd., Suite 200
San Jose, CA 95128, USA h
https://vectra.ai [=]
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W VERSA

Versa, ein weltweit fUhrender Anbieter von SASE, liefert Kl-gestltzte Losun-
gen, die SSE, SD-WAN, Next Generation Firewall und SD-LAN umfassen, um
Daten vor Bedrohungen zu schiitzen und ein hervorragendes digitales Er-
lebnis zu bieten. Tausende Unternehmen weltweit vertrauen auf Versa.

Versa Networks

Kingsfirdweg 151

1043 GR Amsterdam - Niederlande
www.versa-networks.com

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen
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vmware

Als globaler Marktfuhrer in der Cloud-Infrastruktur und digitalen Arbeits-
platztechnologie revolutioniert VMware die Art undWeise, wie Unternehmen
ihre IT-Systeme verwalten und nutzen. Mit seiner bahnbrechenden Virtuali-
sierungssoftware, die mehrere Betriebssysteme auf einem einzigen Server
ermoglicht, bietet VMware eine beispiellose Effizienz und Flexibilitat.

VMware
Willy-Brandt-Platz 2
81829 Miinchen
www.vmware.com/de

Ihr Ansprechpartner bei Infraforce:

Frau Aleksandra Glock
Telefon: 0641 948490 -49
E-Mail: aleksandra.dudek-glock@infraforce.de

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen

g’EchGuard'

WatchGuard® Technologies, Inc. ist ein weltweit fUhrender Anbieter von ein-
heitlichen Cybersicherheitslésungen. Unser Unified Security Platform®-An-
satz wurde speziell fir Managed Service Provider entwickelt, um erstklassige
Sicherheit zu bieten, die das Geschaftswachstum und die Geschwindigkeit
steigert und gleichzeitig die betriebliche Effizienz verbessert.

WatchGuard Technologies
Dr.-Alfred-Herrhausen-Allee 26
47228 Duisburg
www.watchguard.com

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen



146

wqazuh.

Wazuh ist eine Open-Source-Sicherheitsplattform, die Bedrohungserken-
nung, Compliance-Management und Sicherheitsiberwachung vereint. Sie
bietet Unternehmen eine zentrale L6sung zur Analyse von Sicherheitsdaten,
Erkennung von Angriffen und Verwaltung von Sicherheitsrichtlinien.

Wazuh Inc.

1999 S Bascom Ave

Campbell, CA, USA

https://wazuh.com/

yubico

Yubico ist Erfinder des YubiKey, dem Goldstandard flr eine Phishing-re-
sistente Multi-Faktor-Authentifizierung (MFA), und hat wesentlich zur Ent-
wicklung der offenen FIDO-Authentifizierungsstandards beigetragen. Das
Unternehmen ist ein Pionier bei der Bereitstellung einer hardwarebasierten
Passkey-Authentifizierung fir Kunden in Gber 160 Landern.

Yubico GmbH
Feringastr. 6

85774 Unterfohring
www.yubico.com/de

aWINMAGIC

Die Losungen vonWinMagic umfassen Datenverschlisselung fur Endgerate,
FestplattenverschlUsselung, Dateiverschlisselung und Verschlisselung fur
virtuelle Umgebungen. Durch die Verschlisselung sensibler Daten kénnen
Unternehmen sicherstellen, dass selbst im Falle eines Datenverlusts oder
Diebstahls die vertraulichen Informationen geschutzt bleiben.

WinMagic Corporation
Hagenauer Strasse 59
65203Wiesbaden
www.winmagic.com

[=] =5 [m]

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen

(¥) ZEROFOX

ZeroFox ist ein Cybersicherheitsunternehmen mit Hauptsitz in Baltimore,
Maryland, USA. Es bietet cloudbasierte SaaS-Lésungen zum Aufdecken und
Unterbinden von Bedrohungen wie Phishing, Betrug, Datenlecks und Iden-
titatsdiebstahl, die auf Marken, Domains und Personen abzielen.

ZeroFox E E

1834 S. Charles St.
Baltimore, MD 21230, USA
www.zerofox.com El_
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Zscaler bietet cloudbasierte Sicherheitslésungen basierend auf Zero-Trust- o .
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sichere, direkte Verbindungen, ohne den Datenverkehr Uber das Unterneh-
mensnetzwerk zu leiten. Dies reduziert die Angriffsflache und verbessert die
Sicherheitslage.

!

ZScaler pr—
Ok{A0] i

120 Hol Way . - ~ ARCTI

San :l:sgeTrCA 95134, USA g%‘% "' QC]UQ WIJ'I-I-F 'ARM IS.

www.zscaler.com E 3

asvin ATTACKIQ g Avast

.
KT

== o —
A AvePoint >l AXONIUS @ baramundi

= =
k( Barracuda. lE] BeyondTrust Bitdefender

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen Infraforce GmbH | Strategischer Allianz Partner TUV Hessen



= — = = ==

*% BlueVoyant b~wbridge centron ¥4 cybereason -CYCOGNITO &cynet
crecspon gl @cLaroTy CYREBRO | & daccord | DARKTRACE
A d=e e :
el ehnct Delinea

>_Code blue
€°: Cobalt by Dussmann

MM
<0

m

-

FEET

= = _ + =
COHESITY Condusiv' C corelight A DELTACRIS| DocuSign DRACOYN

— == | B ] —_
NGROWDSTRIKE ® cryptware § CybelAngel ©DriveLock @ypslum ENGITY

=N En N = i 3

@5 CYBERARK Mcyberbit @-=nTrRUST Gder

Digital Security
Progress. Protected.

/., exabeam

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen Infraforce GmbH | Strategischer Allianz Partner TUV Hessen



eye

— —
EXAGRID exterro

= =
@ filewaveY

flexera

|
o
5
D
>

) HUNTRESS

@ idgard

= =
rorcepoint <) FORESCOUT

FERTINET

N2

JIGET <! illumio

P L=
=1 M=

== - -
FORTRA f2 F-secure

G DATA
CyberDefense

— itWatch
GmbH

— =
‘genua. () le Cloud

@ GreatHorn

(R <eePER

Goog
|_ éﬁreenbone | |- @GROUP-IB |

Hexnode

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen

W LITERA

= =
Fimprivata | infoblox |
T Jamsoftware = ik
= Knewbes i /\}%
+ I LOGPOINT |‘= LdMU |

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen




lywand macmon

software intelligent einfach

ManageEngin@

@Mand.io uﬁ'

D software

Nagios M NetApp

il

noSpam,,-

L& NOVAPLEX e 32

@O0 software

E L
@ ossipiAN OctoGate

I

W
$.< okta

|= | %
] onaPsis opentext”

OPSWAT.

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen

orca

sEecunty

proofpoint.

O rPuresTORAGE

Radiflow
—

RAPIDY

fﬁﬁﬂ‘m

=— —
.Pingldentlty. @ Proiion
— L
@ Protectly @ ptc
— =
@ Qualys ”CaluuLab
=n _
— *$radware @ RANGEFORCE
= =
GReAlvNC M redcanary
== =
S) redgate .RMSM-

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen




I
ROHDE&SCHWARZ
Make ideas real

% rubrik

SONICWALL

4\ SqilPoint

splunk>

3 secungs Securelink.

AN LS TR

ol

*SECUREPOINT

¢ TaniuM

= = =
Secureworks [ ooy securonix
=
— — .
% SecvIsIO (i) sentinelone SEP
= = | — -
6m SEPPMAIL @ Skyhigh solarwinds 7

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen

—
TrelhiX
unicon
—
VECTRA

Tl L=
e —

SOPHOS () sosafe

= —_ X
| o | Sysdig

= 1
Otenable JHALES

) TREND: tufinzeem,,

|_ utimaco’ | — N

|'= 'vegam, | = Ve

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen



vmware wazuh.

—
BWINMAGIC yubico (¥) ZEROFOX'

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen
Gottfried-Arnold-Str. 1A - 35398 Gie3en - Tel.: 0641948490 - O
www.infraforce.de - info@infraforce.de

Infraforce GmbH | Strategischer Allianz Partner TUV Hessen




